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1. Introduction
SoR using NAS signalling is specified for 5GS, and related successful procedures are covered in relevant stage 2 and 3 specifications. However, there seems to be a lack when considering the failure case, and some additional specification may be required to handle this case. This contribution addresses the issue and to seek a way forward.


2. Discussion
2.1. Necessity of reporting failure of SoR information delivery – during registration

The Stage 2 of SoR using NAS signalling is specified in TS 23.122, and for SoR information provided during the initial registration, UDM provides the AMF the list that will be delivered to UE in REGISTRATION ACCEPT, and Acknowledgement of successful delivery is sent back from UE to AMF in the REGISTRATION COMPLETE, and further from AMF to UDM via Nudm_SDM_Info, as described below.

Extract from TS 23.122 Annex C.2 “Stage-2 flow for steering of UE in VPLMN during registration”
indicating the successful SoR information delivery with acknowledgement sent back to UDM
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Figure C.2.1: Procedure for providing list of preferred PLMN/access technology combinations



However, the initial registration may not be accepted by the network for various reasons. In this case, AMF shall send a REGISTRATION REJECT message to UE instead of REGISTRATION ACCEPT as described in step 6 in the figure above. While the UE will receive adequate NAS 5GMM cause value to determine the next action, further steps after step 7 will not take place in this case, i.e. if registration is not accepted, and acknowledgement of SoR as specified in step 10 will not be sent.

If the acknowledgment as described in step10 is not sent, HPLMN/UDM may continue to wait for the acknowledgement of SoR from UE and/or expect the UE to register to another PLMN. This will confuse HPLMN on which VPLMN the UE is registered to, and may lead to insufficient SoR distribution in each destination. Also, UDM may not be able to instruct UE to change the VPLMN to another one at the time of registration. 
To avoid such case, there should be a mechanism for HPLMN/UDM to understand that SoR has not been performed by UE because the UE has not received the related SoR information. Also, HPLMN should be able to validate that the VPLMN has not tampered the SoR information that HPLMN has provided, i.e. verify whether any anti-SoR has taken place.

Therefore, it is necessary that the AMF in the VPLMN indicates to the HPLMN/UDM that the registration was not successful due to the given cause, as well as sending back the received SoR information for validation.


2.2. Necessity of reporting failure of SoR information delivery – After registration

Similar issue could happen for SoR information to be delivered after registration, where the UE loses coverage.
The successful callflow SoR information delivered after registration is described below.

Extract from TS 23.122 Annex C.3 “Stage-2 flow for steering of UE in VPLMN after registration”
indicating the successful SoR information delivery with acknowledgement sent back to UDM
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Figure C.3.1: Procedure for providing list of preferred PLMN/access technology combinations after registration



If step 4 above is not received back from UE to AMF, step 5 above i.e. the acknowledgement from AMF back to UDM will not be sent. In this case, similar concern as described for SoR information delivered during registration exists. Therefore, failure indication of SoR from AMF to UDM is needed.


3. Issue
So far, the only possible service operation for AMF to indicate UDM about the success of SoR delivery is Nudm_SDM_Info, with the ‘SorAck’ resource.
This resource assumes to deliver the SoR acknowledgement information generated by UE, i.e. ‘SOR-MAC-Iue’, and will not be able to send any failure cause nor any additional information that relates to failed case.

Therefore, this would require additional resource to be specified for this specific purpose. Further, an update of the Nudm_SDM_Info service operation is likely required to specify the new resource, which could require update to TS 23.502.


4. Summary/Proposal
The necessity of indicating the failure of SoR information from AMF to UDM has been clarified.

It is also clear that currently no resource URI in the nudm-sdm API is available to do so, and to specify this it is not clear if stage2 update is needed.

Therefore, we address CT4 to:
· Whether a new resource is required to solve the issue;
· Whether update to stage2 is needed if a new resource is needed; and
· Consider the need for sending LS to SA2 if needed
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