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1. Introduction
<Introduction part (optional)>
2. Reason for Change
The principle of 5GC User Plane need to be updated based on the agreement through the CT4 call on 02/07 ’19 and the contents in the subclause 6.2.2 also needs to be updated along with the principle.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.892 v0.4.0.

* * * First Change * * * *
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* * * Next Change * * * *
6.2.1.x	SRv6 in 5GC
The following considerations apply to derive the principle for SRv6 in 5GC described in subclause 6.2.2.2:
1)	IPv6 only encapsulation, using IPv6 header, or IPv6 header with SRH. As 128-bits IPv6 address and the capability to accumulate it in SRH, all information user plane needs could only use IPv6 header, or IPv6 with SRH. It enables IP layer only user plane (i.e, w/o UDP/GTP-U);
[bookmark: _GoBack]2)	The UP function follows the forwarding model defined in 3GPP TS 23.214 [x] so that the network programmability of SRv6 needs be adjusted to the 3GPP forwarding model to be able to lookup N4 session;
3)	The SMF controls each UPF for the user plane path per PDU Session instead of the SMF configure all or a part of the path to the source UPF for the path.

* * * Next Change * * * *
6.2.2	Description of SRv6 solution in 5GC
[bookmark: _Toc531860460]6.2.2.1	General
This subclause studies SRv6 for User Plane in 3GPP 5GC. 
It requires UPFs in 5GC to support SRv6.
[bookmark: _Toc531860461]6.2.2.2	Principles
The following principles are proposed:
1)	No additional header other than IPv6, or IPv6 with SRH to encapsulate all type of PDU session packet and user plane messages required to N9 interface.SRv6 SIDs encodes Locator:Function:Arguments as described in subclause 6.2.1.3.
2)	A SID of Locator:Function shall consist of a IPv6 prefix assigned to user plane IP resource of UPF, and the Argument shall encode the identifiers of tunnel and QoS. (i.e; TEID, QFI and RQI)User plane identifiers and flags for user plane functions (e.g. TEID, QFI, etc.,) are placed within the 128-bits IPv6 addresses as much as possible.
3)	UPF shall lookup N4 session based on active SID as the destination address in the IPv6 header of receiving user plane packet.
4)	SMF shall allocate a SID which enables UPF to be able to lookup the corresponding N4 session for each uplink and/or downlink.
5)	N4 interface shall enable SMF to configure incoming and outgoing SID for a N4 session in each N9 UPF.
6)	N4 interface shall enable UPF to notify SRv6 User Plane capability to SMF.
7)	UPF shall be allowed to encapsulate T-PDU without SRH.
8)	UPF shall be allowed to add SIDs mapping to corresponding Network Instance into a SRH to encapsulate T-PDU.
Editor's Note: the high level principles of the proposed solution for the 5GC (including roaming scenarios) are FFS.
Editor's Note: the need for encoding functions and arguments in user plane packets in the 5GC is FFS.

* * * Next Change * * * *
[bookmark: _Toc531860462]6.2.2.3	SRv6 SID Encoding
[bookmark: _Toc531860463]6.2.2.3.1	General
In 5GC, SRv6 128-bits SID is encodedencoding shall follow the principle 2. into Locator:Function:Arguments as described in subclause 6.1.2. This subclause discusses what SID encoding looks like for to fulfil user plane in requirements for 3GPP 5G System.
[bookmark: _Toc531860464]6.2.2.3.2	Discussion
SRv6 takes SID in the format of ”Locator:Funcition:Argument” in IPv6 address as described in subclause 6.2.1.3. In 5GC architecture, one UP Function has been defined while multiple user plane IP resources will be available on a UPF. To follow the 5GC architecture, the Locator:Function part can turn out to be IPv6 prefix assigned to user plane IP resource of UPF.
All requirements for the user plane functions clarified in subclause 5.1.2 shall be fulfilled by encoding the required information in the function and arguments bit space in the SID. Since many user plane functionalities exist already and new functionalities will be defined in future, one generic SID encoding is presented in the document to meet the user plane functionalities.
Editor's Note: How SRv6 with SID will meet UPF requirements are FFS.
Figure 6.2.2.3.2-1 shows one idea for the SID encoding. The Locator is variable length (48-64-bits in this case but not limited) of IPv6 prefix routes to an endpoint of N9 interface on a UPF, followed by Function bits spare (default value set to 0),
Editor's Note:	It needs to be explained how the forwarding treatments such as packet buffering are intended to be controlled via instructions in the user plane packets. Forwarding Action Rules (FAR) that contain information on whether forwarding, dropping or buffering is to be applied to a traffic identified by PDR(s) shall be provided by the SMF to the UPF over N4, per PDU session, according to stage 2 (see subclause 5.8.2.11 of 3GPP TS 23.501 [7]). 
Editor's Note:	It needs to be clarified whether the	packet processing functions in each UPF are controlled by the SMF provisioning packet processing rules (PDR/FAR/QER/URR) to the UPF over N4, using existing PFCP protocol, or whether the solution proposes to replace N4 control of the PDU sessions by function identifiers in SIDs. 
Editor's Note:	A combination of multiple processing functions (packet forwarding, QoS enforcement, packet duplication for Lawful Interception, Usage monitoring and reporting) are typically run in a UPF for a given PDU session. It needs to be clarified whether such a combination of packet processing functions is intended to be controlled via SIDs in user plane packets, and if so, how many SIDs may need to be encoded in SRH. 
The Argument bits consist of TEID and , QFI and RQI bits. The TEIDThese bits helps UPF to indicate lookup each PDU N4 session by the active SID as the destination IP address in the IPv6 header of the receiving user plane packet. that enables the SID can be shared among multiple PDU session paths which belong to same policies. The QFI bits and the RQI bit make sure 1-pass lookup that helps transport marking based on QFI/RQI. 
The argument of which those bits embedded (TEID/QFI/RQI) requires at least 39-bits in total. Editor's Note:	The packet processing functions defined in 3GPP TR 29.244 [9] typically require PDU session specific parameters. It needs to be clarified whether and how it is intended to pass such parameters in SIDs.

Figure 6.2.2.3.2-1 illustrates an example of SRv6 SID encoding. An IPv6 Prefix of the user plane IP resource consists of the IPv6 Prefix allocated to the UPF and some bits allocated to the IP resource. For example, an UPF allocated a prefix of 2001:db8::/32 assigns 0x39bb from 16-bits space from the user plane IP resources, 2001:db8:39:bb::/48 shall be the prefix for the IP resource.
The length of the IPv6 Prefix for the user plane IP resource shall be shorter than (128-39) bits. And the argument may be required that would be placed right after the IP resource prefix. In case that the total length of the all IPv6 Prefix and the argument shorter than 128 bits, the SID shall be right padded.

Figure 6.2.2.3.2-1: An example for of SRv6 SID Encoding for 5GC
Editor's Note:	More detail SID encoding for 5GC is FFS.
Editor's Note:	The argument is encoded in a limited number of bits. Future extensibility to support more UP features in future release is FFS.

* * * Next Change * * * *
[bookmark: _Toc531860465]6.2.2.4	User Plane packet flow
[bookmark: _Toc531860466]6.2.2.4.1	SRv6 in Traditional Mode
SRv6 in traditional mode for 3GPP System works with a hop by hop model over N9 as follows:
-	UPFs over N9 are SRv6 capable;
-	when sending a packet on one N9 hop, the UPF creates one single SID in the destination address of the outer IPv6 header, that is set to the IP address of the next UPF and the TEID SID identifying the PDU N4 session at the next UPF, and forwards the packet. No SRH header is included in the user plane packetto encapsulate T-PDU;
-	the UPF receiving the packet on the N9 hop identifies the PDU N4 session using the IPv6 address and TEIDSID received in the Destination Address;
-	packet processing functions in each UPF are controlled by the SMF provisioning packet processing rules (PDR/FAR/QER/URR) to the UPF over N4, using existing PFCP protocol.
The Figure 6.2.2.4.1-1 shows how SRv6 in traditional mode could be used as user plane protocol over N9 with the current 5G System Architecture.

Figure 6.2.2.4.1-1: Uplink packet flow in SRv6 Traditional Mode
NOTE 1:	UPF2 in the figure is PSA and UPF1 is I-UPF.
The PDU arrives from the gNB in GTP-U encapsulation at UPF1. The UPF1 removes the GTP-U header and encapsulates the PDU with an outer IPv6 header and then send out the packet to UPF2, based on the rules (PDR/FAR) associated to the corresponding N4 session provisioned by the SMF in UPF1 over N4 for the PDU session. The IPv6 Source address will be set to the U1 of UPF1 address and the IPv6 Destination Address will be set to the U2 of UPF2. 
The IPv6 Flow Label is computed as per IETF RFC 6437 [13].
All the PDU session types defined by 3GPP TS 23.501 [7] are supported, since the original packet is encapsulated with a new IPv6 header.
Once the packet arrives at U2, the packet processingUP functions (e.g. packet forwarding) are executed by UPF2, based on the rules (PDR/FAR/QER/URR) associated to the corresponding N4 session provisioned by the SMF in UPF2 over N4 for the PDU session. As UPF2 behaves as PSA, the PDU is decapsulated and forwarded over the N6 interface. 
Note that the downlink packet flow is the similar, except for a simple reversal of the source for the destination IP addresses. This is shown in the Figure 6.2.2.4.1-2.

Figure 6.2.2.4.1-2: Downlink Packet Flow in the SRv6 Traditional Mode
NOTE 2: UPF2 in the figure is PSA and UPF1 is I-UPF.

* * * Next Change * * * *
[bookmark: _Toc531860467]6.2.2.4.2	SRv6 in Enhanced mode
SRv6 in enhanced mode works over N9 as follows:
-	UPFs over N9 are SRv6 capable;
-	the N9 path may integrate SRv6 routers for Traffic Engineering purposes in thetransport slices of underlay network mapping to Network Instance based on local information;
-	when sending a packet on N9, the UPF creates one or multiple SIDs in a SRH to encapsulate T-PDU. What those SIDs represent is out of scope of 3GPP. The SIDs may contain location, function and arguments as explained in SID encoding (see subclause 6.2.2.3). Transport network slice example is used as an example to explain the packet flow. The last SID in the SRH identifies contains the IPv6 address of the next UPF and the TEID identifying the PDU N4 session at the next UPF;
-	the UPF receiving the packet on the N9 hop identifies the PDU N4 session using the IPv6 address and TEID received in the Destination Address.
-	as same as Traditional mode, packet processing functions in each UPF are controlled by the SMF provisioning packet processing rules (PDR/FAR/QER/URR) to the UPF over N4, using existing PFCP protocol.
Editor's Note:	It needs to be clarified whether the packet processing functions in each UPF are controlled by the SMF provisioning packet processing rules (PDR/FAR/QER/URR) to the UPF over N4, using existing PFCP protocol, or whether the solution proposes to replace N4 control of the PDU sessions by function identifiers in SIDs.
Editor's Note:	If the solution proposes to use function identifiers in SIDs to control the user plane functionalities of the UPF, the solution does not comply with the system architecture and call flows from stage 2.

[bookmark: _Toc531860468]6.2.2.4.2.1	Uplink
The Figure 6.2.2.4.2.1-1 shows how SRv6 in Enhanced mode can be used as a user plane protocol over N9 uplink in the current 5G System Architecture with an end-to-end transport network slice (and an associated ultra-low-latency SLA).

Figure 6.2.2.4.2.1-1: Uplink Packet flow using SRv6 Enhanced Mode
Note:	C1 and C2 in the diagram are non-3GPP functions/entities.
The PDU arrives from the UE. The gNB encapsulates the PDU, adding an IPv6, UDP and GTP-U headers. The packet is destined towards the UPF U1.
Upon packet arrival, the UPF U1 processes the packet, removing the IPv6, UDP and GTP headers and it will then re-encapsulate it with. Since the N9 interface is SRv6, it will add an outer IPv6 header with an IPv6 Extension Header corresponding to the Segment Routing Header (SRH)SRH based on the rules (PDR/FAR) associated to the corresponding N4 session provisioned by the SMF in UPF1 over N4. 
The SRH contains the set of SIDs mapping to the provisioned Network Instance in the FAR based on local information. The last SID in the SRH shall be the SID identifying the N4 session at the next UPF, I-UPF U2.identifying the set of nodes that the packet must traverse from the UPF U1 up to the I-UPF U2. Each node is represented by a segment in the SRH.
The IPv6 Source address will be set to the UPF U1 IP address. The IPv6 Destination Address will be set to the first SRv6 segment. The IPv6 Flow Label is computed as per IETF RFC 6437 [13].
One simple transport slice example here is used as an example to explain the packet flow. The packet leaves the UPF1 and is forwarded on the N9 interface up to the node C1. Once the packet arrives to the router C1, the function 1 is going to be executed, which is fundamental SRv6 endpoint function described in subclause 6.2.1.2. The IPv6 Destination Address is updated to the next segment, U:2:TEID, the last SID in the SRH. The SRH Segment Left value is decremented, and since now the value is at zero the router pops the SRH.and the SRH Segment Left value is decremented.
The packet is forwarded through the shortest path up to the next segment U:2:TEID, which identifies the N4 session is instantiated on the I-UPF U2. Once the packet arrives at U2, the UP functions bound to the PDU session isare executed by U2, based on the rules (PDR/FAR/QER/URR) associated to the corresponding N4 session provisioned by the SMF in U2 over N4. Note that the I-UPF behaves as an Intra/Inter-RAT anchor point.
The I-UPF U2, after packet processing based on the provisioned rules, will insert again an SRH that will contain the set of SIDs mapping to the provisioned Network Instance in the FAR based on local information. the The last SID in the SRH shall be the SID identifying the N4 session at the next UPF, A-UPF U2.set of segments that realises the network slice up to the next UPF. 
The IPv6 Source address will be set to the UPF U2 IP address. The IPv6 Destination Address will be set to the first SRv6 segment, C2 in this example. The IPv6 Flow Label is computed as per IETF RFC 6437 [13].
Packet is forwarded up to the node C2. Again, this node executes the function 1 which belongs to the Endpoint endpoint function. The IPv6 Destination Address is updated with the next segment (U:3:TEID), the last SID in the SRH. . The node pops the SRH out since the decremented Segment Left in the SRH becomes zero.The SRH Segment Left value is decremented, and since now the value is at zero the router pops the Segment Routing Header to reduce the packet overhead.
Packet is forwarded through the shortest path up to the next segment U:3:TEID, which identifies the N4 session is instantiated on the UPF U3 (PSA). Once the packet arrives at U3, the UP functions are executed by U3, based on the rules (PDR/FAR/QER/URR) bound associated to the PDU corresponding N4 session provisioned by the SMF in U3 over N4is executed. This  As the UPF U3 behaves as a PSA. For this reason, the PDU is decapsulated and forwarded over the N6 interface.
Editor's Note:	Since this solution requires the UPF to encode transport layer router's addresses in the user plane protocol, whether the user plane protocol needs to support detecting and recovering from transport layer failure is FFS.
[bookmark: _Toc531860469]6.2.2.4.2.2	Downlink
The downlink packet flow is depicted in the Figure 6.2.2.4.2.2-1.

Figure 6.2.2.4.2.2-1: Downlink Packet Flow in SRv6 Enhanced Mode
NOTE:	C1 and C2 in the diagram are non-3GPP functions/entities.
In this case the UPF U3 (PSA), upon packet reception, classifies and encapsulates the incoming packets with an outer IPv6 header with a SRH based on the rules (PDR/FAR) associated to the corresponding N4 session provisioned by the SMF.. The outer IPv6 header willSRH contains the Segment Routing Headerthe set of SIDs mapping to the provisioned Network Instance in the FAR based on local information. with the segments belonging to the network slice in the underlay network as well as the overlay segment. This last segment SID belongs identifies the N4 session on to the I-UPF and contains the QFI, RQI and TEID information as SID argument.
Nodes C1 and C2 process the packet based on the SRH as same as the uplink case.
Upon packet reception, the I-UPF imposes a new SRH containing the segments SIDs up to the next UPF, U1. Upon packet reception, U1 processes the packet and forwards it over the N3 interface.
As the N3 interface is unmodified (IPv6/GTP), the packet is IPv6, UDP, GTP.

* * * End of Changes * * * *
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