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1. Introduction
Connection migration needs to be clarified with respect to reuse of Connection ID.
2. Reason for Change
1. Clarify as per latest IETF draft why reuse of Connection ID after a connection migration is discouraged.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.893v0.4.0.

* * * First Change * * * *
[bookmark: _Toc531930763]5.3.8	Connection Migration
QUIC allows connection migration to be happened while the session progresses. This means for a client with multiple network interfaces an ongoing QUIC session can be moved to newly validated path via a newly discovered network interface, for example, in the case of a data session handover from WLAN to a 3GPP radio access technology. This is possible as QUIC sessions are identified by connection ID hence a particular QUIC session is not tightly coupled with a specific client IP address and port number. Hence, if a network interface appears with new IP addresses or an existing one disappears but the client has alternative network interfaces, the QUIC session does not need to be established again. The QUIC session can continue on a new interface after the client has validated the path to the server from the new interface address using PATH_CHALLENGE frames, with potentially a new connection ID.
NOTE:	IETF draft-ietf-quic-transport-18 [5] does not mandate a new connection ID after connection migration. However such reuse is not recommended as this allows on path observers to link multiple source IP addresses to the same connection and identify the topological relationship of clients. See subclause 9.5 of IETF draft-ietf-quic-transport-18 [5].
It is possible that the server also has multiple IP addresses and has some preferences on which interface it would like to serve a particular client for load balancing or other management. Currently, QUIC does not support change of server IP address in the middle of an ongoing session however, the server preferred address can be conveyed to the client during the TLS handshake as "preferred_address" transport parameter (see subclause 9.6 of IETF draft-ietf-quic-transport-18 [5]). If the new path to the preferred server address is valid then client sends all the future packets to the new server address. Here the client also uses a new connection ID for the new connection to the server's preferred address.

* * * End of Changes * * * *

