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	Reason for change:
	The following Editor's Notes are resolved with the reasons provided below

Clause 4.4.1
Editor's note: The choice of scheme depends on SA3 requirements. 
In Release 15 both http and https schemes are allowed for API. For https scheme URIs CT4 together with SA3 has already specified Telescopic FQDN based solution for terminating the TLS connection at SEPP. So these things indicate that both http and https schemes are allowed. 

Clause 4.6.2.2.1

Editor's Note:	It is ffs whether an implicit subscription can be modified by a service that is different from the service to which the notification belongs. 
The subscriber for a notification need not be always a NF service. It can be any process within a NF. So question should be whether any other NF other than the one to which the implicit notifications are intended can be modified. For that atleast as of Release 15 there is no use case where notifications towards one NF can be modified by other NF, even though the notification could be towards an instance of the NF while the modification could be from another instance of same NF (e.g source AMF and target AMF). 

Clause 6.3:
Two ENs
Editor's note: It is FFS how to cover this requirement 
For the first EN: OpenAPI is a formal specification of the API and it indeed covers the exact format of API requests and responses, their content type and status codes. All OpenAPI specs in the respective TSes do cover:
Therefore, each OpenAPI specifications shall contain all necessary information to correctly and unambiguously parse the contents of the message body
So there is no need for this EN. 

For the second EN:

Even though IEs of same type may have different names, they refer to same IE type. The confidentiality protection of IEs on N32 is based on the IE types and not IE names. Hence clarify as follows:

3GPP TS 33.501 [22] documents which type of information shall be confidentiality protected on the N32 interface. The fields where these type information (e.g. SUPI) is contained may have different names. Even if the field names are different, the machine-readable part of the API specifications shall identify the data type of all fields which can be used to determine which fields shall be confidentiality protected on the N32 interface.
Remove the EN accordingly

Annex B:

The following ENs:

Editor's note:	It is for further study whether the addition of a new error code can be considered a backward compatible change.
Editor's note:	it is to decide how to use this list. This list can be maintained up-to-date with changes considered as incompatible by 3GPP.

The first EN can be removed by stating that status code additions are backwards compatible as HTTP clients can treat non recognized codes as x00 as per TS 29.500

The second EN can be removed by stating that the list is to be considered informative and it may be expanded in future, when required.

	
	

	Summary of change:
	1. Clause 4.4.1 - It is proposed to remove the editor's note that both http and https scheme URIs are allowed in this release. Clarify that when http scheme URI is used security is ensured by transport layer security as specified in TS 29.500.

2. Clause 4.6.2.2.1 - Remove the EN and clarify that modification of implicit subscriptions by instances of same NF to which notification is intended are allowed and in such cases, any subsequent notification shall be towards the new instance that modified the implicit subscription. Remove the example about AMF registration in UDM creating implicit subscription for subscriber data. As per TS 23.502 clause 4.2.2.2.2 and TS 29.503 explicit subscription for subscription data notification is required. So the current example is not a valid example for the scenario described. Instead use the AMF to SMF - SM context status URI registration as a example.

3. Clause 6.3 - remove the first EN as it is not necessary and clarify how a IE type can be identified for confidentiality protection on N32 as follows

3GPP TS 33.501 [22] documents which type of information shall be confidentiality protected on the N32 interface. The fields where these type information (e.g. SUPI) is contained may have different names. Even if the field names are different, the machine-readable part of the API specifications shall identify the data type of all fields which can be used to determine which fields shall be confidentiality protected on the N32 interface.
and correspondingly remove the EN.

4. Remove the two ENs in Annex B based on the reasons cited in reason for change.

	
	

	Consequences if not approved:
	Incomplete specification with editors notes.
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* * * First Change * * * *
[bookmark: _Toc532984752]4.4.1	Resource URI structure
Resources are either individual resources, or structured resources that can contain child resources. It is recommended to design each resource following one of the archetypes provided in the Annex C.
A URI uniquely identifies a resource. In the 5GC SBI APIs the resource URI structure shall be specified as follows:
{apiRoot}/{apiName}/{apiVersion}/{apiSpecificResourceUriPart}
"apiRoot" shall be a concatenation of the following parts:
-	scheme ("http://" or "https://") 
Editor's note: The choice of scheme depends on SA3 requirements. 
NOTE:	In this release of the specification both http and https scheme URIs are allowed. When http scheme URI is used transport layer security as specified in subclause 6.7.2 of 3GPP TS 29.500 [2] ensures the security of API access.
-	authority (host and optional port) as defined in IETF RFC 3986 [9]
-	an optional deployment-specific string that starts with a "/" character.
"apiName" shall define the name of the API. 
"apiVersion" shall indicate  the 1st Field (MAJOR) of the version of the API. See also subclause 4.3.1.3.
[bookmark: _Hlk494295053]While "apiRoot", "apiName" and "apiVersion" together define the base URI of the API, each "apiSpecificResourceUriPart" defines a resource URI of the API relative to the base URI.

* * * Next Change * * * *
[bookmark: _Toc532984781]4.6.2.2.1	General
The HTTP method to create a subscription shall be POST. The HTTP method to modify a subscription shall be PUT or PATCH. The HTTP method to delete a subscription (i.e. to unsubscribe) shall be DELETE (see IETF RFC 7231 [6]).
Subscriptions may be implicit, i.e. exist without being explicitly created. Implicit subscriptions cannot be deleted but can may be modified, suspended or resumed as a side effect of other operations by an NF instance of the same NF type. When such modifications happen, subsequent notifications are delivered towards the callback URI of the NF instance that modified the implicit subscription.
Editor's Note:	It is ffs whether an implicit subscription can be modified by a service that is different from the service to which the notification belongs. 
As an example, at the UDM the registered AMF is implicitly subscribed to notification about subscriber data changes as side effect of the registration. When no AMF is registered, the implicit subscription is suspended. When an AMF registers, a suspended subscription is resumed (and updated). At AMF change the implicit subscription is modified. At AMF deregistration (purge) the implicit subscription is suspended. 
As an example, at the SMF, the AMF that created a SM Context for a PDU session is implicitly subscribed for SM Context Status notification. At AMF change the new AMF updates the SMF with its callback URI for receiving subsequent SM Context Status notification.
* * * Next Change * * * *
[bookmark: _Toc532984850]6.3	SBA-specific requirements
The following requirements shall be considered for every network function that implements a service-based interface.
[bookmark: _Hlk507609866]-	OpenAPI specifications are machine-readable JSON objects and can be used as the basis for re-configuring an NFs action when an API or message structure changes. Therefore, each OpenAPI specifications shall contain all necessary information to correctly and unambiguously parse the contents of the message body.
Editor's note: It is FFS how to cover this requirement 
NOTE:	Attacks often exploit corner cases and unspecified behavior in order to exploit a system. Traffic normalization counters this by either dropping traffic that is malformed or by forcing certain information elements to a "normal" value. Typically, this relates to inconsistent fields.
-	3GPP TS 33.501 [22] documents which type of information shall be confidentiality protected on the N32 interface. The fields where theise type information (e.g. SUPI) is contained may have different names. Even if the field names are different, Tthe machine-readable part of the API specifications shall include sufficient details to identify the data type of all fields which can be used to determine which fields shall be confidentiality protected on the N32 interface that may include this information.
Editor's note: It is FFS how to cover this requirement.

* * * Next Change * * * *
[bookmark: _Toc532984852][bookmark: _GoBack]Annex B (informative):
Backward Incompatible Changes
This Annex provides information about the changes in the API that are considered as backwards compatible and those that are considered as backwards incompatible. This list is to be considered informative and it may be expanded in future releases, when necessary.
Backward compatible changes are additions or changes in the API that do not break the existing Service Consumer behaviour. Examples of backward compatible changes include:
-	Adding a new, optional child resource/URI;
-	Supporting a new HTTP method;
-	Adding new elements to a resource representation;
-	Changing the order of fields in a resource representation;.
-	Addition of a new status code.
NOTE:	When a NF / NF Service receives a HTTP status code that it cannot recognize it will treat it as the corresponding x00 status code as specified in subclause 5.2.7.3 of 3GPP TS 29.500 [2].
Backward incompatible changes are additions or changes in the API that break the existing Service Consumer behaviour. Here is a list of backward incompatible changes that shall require incrementing the 1st field (MAJOR) of the API version number:
-	Removing a resource/URI:
-	Removing support for an HTTP method;
-	Renaming a field in a resource representation;
-	Adding mandatory parameters to a resource URI or resource representation;
-	Attribute data type changes of mandatory or conditional attributes;
-	Cardinality changes (NOTE).
NOTE:	Whether attribute cardinality changes are backward compatible depend on the type of change. Examples of non-backward compatibility changes include decreasing the upper bound of a cardinality range for attributes sent by the NF service consumer, changing the meaning of the default behavior associated to the absence of an attribute of cardinality 0..N, etc.
Editor's note:	It is for further study whether the addition of a new error code can be considered a backward compatible change.
Editor's note:	it is to decide how to use this list. This list can be maintained up-to-date with changes considered as incompatible by 3GPP.

* * * End of Changes * * * *

