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1. Reason for Change

1) Subclause 6.1.3.2.2 (Impacts for UDP zero checksum over IPv6) contains the following editor's note: 
Editor's Note:	Whether new control plane interfaces between SMFs are introduced due to the FS_ETSUN study in SA2 and if so whether those interface level impacts need to be covered is FFS.
3GPP SA2 has concluded the Rel-16 stage 2 study on ETSUN and started corresponding normative work (SA2#130).   
For non-roaming or LBO roaming cases, an I-SMF may be inserted to control the UPF terminating the N3 interface for PDU sessions (not using SSC mode 2 or 3) where the SMF cannot control the UPF terminating the N3 interface. The SMF communicates via the N16a interface with an I-SMF that is inserted to control the UPF(s) that the SMF cannot directly control.  

To enable the use of UDP zero checksum on the N9 interface between the I-UPF and UPF(PSA), the signaling extension described to negotiate the use of UDP zero checksum between the V-SMF and H-SMF over the N16 interface needs to be extended to the N16a interface between the I-SMF and SMF.
2/ Subclause 6.1.1.2 (IP transport for GTP-U) specifies that GTP-U supports both IPv4 and IPv6 as underlying transport layer protocol. 
GTP-U can also be transported using other existing transport technologies, such as MPLS-based services or segment routing (SR-MPLS) or MPLS-in-UDP (see IETF RFC 7510), as described in subclause 5.2.1.2. 
3/ Subclause 6.1.x (System Impacts for GTP-U solution) is empty. 
Subclause 6.1.x is renumbered as 6.1.4. 
GTP-U is already supported in the 5G System. No impacts are identified, other than those listed in subclause 6.1.3.2.2 for the optional support of UDP zero checksum for GTP-U over IPv6. 

2. Proposal
It is proposed to agree the following changes to 3GPP TR 29.892 v0.4.0.

 
* * * First Change * * * *
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* * * Next Change * * * *
6.1.1.2	IP Transport for GTP-U
GTP-U supports both IPv4 and IPv6 as underlying transport layer protocol. As for IPv6, GTP-U specification refers to IETF RFC 2460 [3], which is described in subclause 4.2.3 of 3GPP TS 29.281 [2]. An analysis of the differences in the latest IETF RFC 8200 [4] for IPv6 and their impact on GTPU protocol is specified in subclause 6.1.2.
UDP is utilized for GTP-U encapsulation and UDP destination port is 2152 which is assigned by IANA. Allocation of UDP source port depends on sender tunnel endpoint node. 
[bookmark: _GoBack]GTP-U can be transported using existing transport technologies, such as L2 or L3 VPNs, MPLS-based services or segment routing (SR-MPLS), MPLS-in-UDP (see IETF RFC 7510 [x]), as described in subclause 5.2.1.2.

* * * Next Change * * * *
[bookmark: _Toc531938026]6.1.3.2.2	Identified Impacts
The following are the impacts identified due to the solution proposed in subclause 6.1.x.1.16.1.3.2.1.
-	Potential addition of a UDP Zero Checksum for IPv6 support bit in UP Function Features IE of 3GPP TS 29.244 [9].
-	Addition of a "UDP Zero Checksum for IPv6 IE" in PFCP Session Establishment Request and PFCP Session Modification Request messages of 3GPP TS 29.244 [9].
-	Addition of UDP Zero Checksum for IPv6 IE in N2 SM information exchanged between SMF and 5G-AN.
-	Addition of UDP Zero Checksum for IPv6 IE in Nsmf_PDUSession_Create / Update request and response over N16 (between V-SMF and H-SMF) and over N16a (between I-SMF and SMF).
-	Addition of UDP Zero Checksum for IPv6 IE in Xn, F1 and E1 signalling messages to indicate the support of the corresponding UP function in the NG-RAN for the UDP zero checksum capability and its use as per operator policies. This will require liaising with RAN3.
-	Changes to 3GPP TS 29.281 [2] to add reference to IETF RFC 8200 [4] and to specify that periodic echo request should be done to check the aliveness of the path when sending UDP zero checksum over IPv6.
Editor's Note:	Whether new control plane interfaces between SMFs are introduced due to the FS_ETSUN study in SA2 and if so whether those interface level impacts need to be covered is FFS.

* * * Next Change * * * *
[bookmark: _Toc531938027]6.1.x4	System Impacts
This clause will identify system impact of each candidate to the rest part of 5G system that are control plane functions and protocols, or if any.
GTP-U is already supported in the 5G System. 
No impacts are identified, other than those listed in subclause 6.1.3.2.2 for the optional support of UDP zero checksum for GTP-U over IPv6. 

* * * End of Changes * * * *
