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	Reason for change:
	When an event subscription for a group of UEs is created, the maxReports parameter in AmfEventMode is applicable for each UE of the group separately. During UE context transfer between AMF, the following aspects are not clear
1. Whether event subscriptions related to group of UEs are transferred or not, given that the UE context transfer is a per UE level procedure.

2. For group Id subscriptions how the per UE level remaining reports is conveyed to the target AMF?

3. In order to keep track of remaining reports at per UE level, is an AMF required to consider a subscription to a group Id as subscription to individual members of the group separately? If that were to be so, then all such spawned off subscriptions at per UE level will have to share the same subscriptionId essentially creating multiple subscription resources with the same subscriptionId. So considering this issue, it has to be assumed that the created subscription resource is only at a group level but the tracking of remaining reports for that subscription happens at an individual UE level
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          a. Identification of the presence of a particular group Id subscription by using the subsChangeNotifyUri as well as subsChangeNotifyCorrelationId (which was already there).

2. Updated NOTE x in 6.2.6.2.2 clarifying the purpose of providing the same subsChangeNotifyUri and subsChangeNotifyCorrelationId to all serving AMFs.

	
	

	Consequences if not approved:
	Transfer of UE group level subscription does not work

	
	

	Clauses affected:
	5.2.2.2.1.1, 5.2.2.2.3.1, 6.2.6.2.2, 6.2.6.2.6, 6.1.6.2.25. 

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


* * * First Change * * * *

5.2.2.2.1.1
General

The UEContextTransfer service operation is used during the following procedure:

-
General Registration procedure (see 3GPP TS 23.502 [3], subclause 4.2.2.2.2)

The UEContextTransfer service operation is invoked by a NF Service Consumer, e.g. a target AMF, towards the AMF (acting as source AMF), when the target AMF receives a Registration Request with the UE's 5G-GUTI included and the serving AMF has changed since last registration, to retrieve the UE Context, e.g. the UE's SUPI and MM Context, in the source AMF. 

The NF Service Consumer (e.g. the target AMF) shall retrieve the UE Context by invoking the "transfer" custom method on the URI of an "Individual ueContext" resource identified by UE's 5G-GUTI, see subclause 6.1.3.2.4. See also Figure 5.2.2.2.1.1-1.
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Figure 5.2.2.2.1.1-1 UE Context Transfer

1.
The NF Service Consumer, e.g. target AMF, shall send a HTTP POST request to invoke "transfer" custom method on an "Individual ueContext" resource URI. The payload of the request shall be an object of "UeContextTranferReqData" data type.


If UE Context Transfer is triggered by UE initial registration or mobility registration, the NF Service Consumer, e.g. target AMF, shall set the reason attribute to "INIT_REG" or "MOBI_REG" and include the integrity protected registration request message which triggers the UE context transfer in the payload.

2a.
On success:

-
if the reason attribute is "INIT_REG" and integrity check is successful, the (source) AMF shall respond with the status code "200 OK". The payload of the response shall be an object of "UeContextTransferRspData" data type, containing the representation of the requested UE Context without PDU Session Contexts.

-
If the reason attribute is "MOBI_REG" and integrity check is successful, the (source) AMF shall respond with the status code "200 OK". The payload of the response shall be an object of "UeContextTransferRspData" data type, containing the representation of the complete UE Context including available PDU Session Contexts. 


The UE context shall contain trace control and configuration parameters, if signalling based trace has been activated (see 3GPP TS 32.422 [30]). 

The NF Service Consumer, e.g. target AMF, starts tracing according to the received trace control and configuration parameters, if trace data is received in the UE context indicating that signalling based trace has been activated. Once the NF Service Consumer receives subscription data, trace requirements received from the UDM supersedes the trace requirements received from the AMF.

The UE context shall contain event subscriptions information in the following cases:
a)
Any NF Service Consumer has subscribed for UE specific event; and/or

b)
Any NF Service Consumer has subscribed for UE group specific events to which the UE belongs. In this case the event subscriptions provided in the UE context shall contain the event details applicable to this specific UE in the group (e.g maxReports in options IE).

The NF Service Consumer, e.g. target AMF, shall:

-
in case a) create event subscriptions for the UE specific events; 
-
in case b) create event subscriptions for the group Id if there are no existing event subscriptions for that group Id, subscription change notification URI(subsChangeNotifyUri) and the subscription change notification correlation Id (subsChangeNotifyCorrelationId). If there is already an existing event subscription for the group Id, and for the given subscription change notification URI(subsChangeNotifyUri) and subscription change notification correlation Id (subsChangeNotifyCorrelationId), then an event subscription shall not be created at the NF Service Consumer. The inidividual UE specific event details (e.g maxReports in options IE) within that group shall be taken into account.
-
for both the cases, for each created event subscription, allocate a new subscription Id, if necessary (see subclause 6.5.2 of 3GPP TS 29.500 [4]), and if allocated, send the new subscription Id to the notification endpoint for informing the subscription Id creation, along with the notification correlation Id for the subscription Id change.
NOTE:
Subscription Id can be reused if the mobility is between AMFs of same AMF Set.
If the UE context being transferred from the source AMF is the last UE context that belongs to a UE group Id related subscription, then the source AMF shall not delete the UE group Id related subscription until the expiry of that event subscription (see subclause 5.3.2.2.2).
2b.
On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.4.4.2-2 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.2.4.4.2-2. 

* * * Next Change * * * *

5.2.2.2.3.1
General

The CreateUEContext service operation is used during the following procedure:

-
Inter NG-RAN node N2 based handover (see 3GPP TS 23.502 [3], subclause 4.9.1.3)

The CreateUEContext service operation is invoked by a NF Service Consumer, e.g. a source AMF, towards the AMF (acting as target AMF), when the source AMF can't serve the UE and selects the target AMF during the handover procedure, to create the UE Context in the target AMF. 

The NF Service Consumer (e.g. the source AMF) shall create the UE Context by using the HTTP PUT method with the URI of the "Individual UeContext" resource (See subclause 6.1.3.2.3.1). See also Figure 5.2.2.2.3.1-1.
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Figure 5.2.2.2.3.1-1 Create UE Context

1.
The NF Service Consumer, e.g. source AMF, shall send a PUT request, to create the ueContext in the target AMF. The payload body of the PUT request shall contain a UeContextCreateData structure, including a N2 Information Notification callback URI.

The UE context shall contain trace control and configuration parameters, if signalling based trace has been activated (see 3GPP TS 32.422 [30]).
2a.
On success, the target AMF shall respond with the status code "201 Created" if the request is accepted, together with a HTTP Location header to provide the location of a newly created resource. The payload body of the PUT response shall contain the representation of the created UE Context.
The target AMF starts tracing according to the received trace control and configuration parameters, if trace data is received in the UE context indicating that signalling based trace has been activated. Once the AMF receives subscription data, trace requirements received from the UDM supersedes the trace requirements received from the NF Service Consumer.
The UE context shall contain event subscriptions information in the following cases:

a)
Any NF Service Consumer has subscribed for UE specific event; and/or

b)
Any NF Service Consumer has subscribed for UE group specific events to which the UE belongs. In this case the event subscriptions provided in the UE context shall contain the event details applicable to this specific UE in the group (e.g maxReports in options IE).


The target AMF, shall:

-
in case a) create event subscriptions for the UE specific events; 

-
in case b) create event subscriptions for the group Id if there are no existing event subscriptions for that group Id, subscription change notification URI(subsChangeNotifyUri) and the subscription change notification correlation Id (subsChangeNotifyCorrelationId). If there is already an existing event subscription for the group Id and for the given subscription change notification URI(subsChangeNotifyUri) and subscription Id change notification correlation Id (subsChangeNotifyCorrelationId), then an event subscription shall not be created at the target AMF. The inidividual UE specific event details (e.g maxReports in options IE) within that group shall be taken into account.

-
for both the cases, for each created event subscription, allocate a new subscription Id, if necessary (see subclause 6.5.2 of 3GPP TS 29.500 [4]), and if allocated send the new subscription Id to the notification endpoint for informing the subscription Id creation, along with the notification correlation Id for the subscription Id change. 
NOTE:
Subscription Id can be reused if the mobility is between AMFs of same AMF Set.
If the UE context being transferred from the NF service consumer (e.g. source AMF) is the last UE context that belongs to a UE group Id related subscription, then the NF service consumer (e.g. source AMF) shall not delete the UE group Id related subscription until the expiry of that event subscription (see subclause 5.3.2.2.2).

2b.
On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a UeContextCreateError structure, including:

-
a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.2.3.1-3;

-
NgAPCause, if available.

* * * Next Change* * * *
6.2.6.2.2
Type: AmfEventSubscription

Table 6.2.6.2.2-1: Definition of type AmfEventSubscription

	Attribute name
	Data type
	P
	Cardinality
	Description

	eventList
	array(AmfEvent)
	M
	1..N
	Describes the events to be subscribed for this subscription.

	notifyUri
	Uri
	M
	1
	Identifies the recipient of notifications sent by AMF for this subscription (NOTE 1)

	notifyCorrelationId
	string
	M
	1
	Identifies the notification correlation ID. The AMF shall include this ID in the notifications. The value of this IE shall be unique per subscription for a given NF service consumer.

	nfId
	NfInstanceId
	M
	1
	Indicates the instance identity of the network function creating the subscription.

	subsChangeNotifyUri
	Uri
	C
	0..1
	This IE shall be present if the subscription is created by an NF service consumer on behalf of another NF (e.g UDM creating event subscription at AMF for event notifications towards NEF). When present, this IE Identifies the recipient of notifications sent by AMF, for the creation of a new subscription ID, that is considered as a change of subscription ID by the NF service consumer for event subscriptions related to single UE or as the creation of a new subscription Id for event subscriptions related to UE groups (e.g during mobility procedures involving AMF change).
(NOTE x).

	subsChangeNotifyCorrelationId
	string
	C
	0..1
	This IE shall be present when an NF Service Consumer (e.g. UDM) is subscribing for events on behalf of another NF Service Consumer (e.g. NEF). When present, this IE shall contain the notification correlation ID. The AMF shall include it in the notifications for the creation of a new subcription ID that is considered as a change of subscription ID by the NF service consumer for event subscriptions related to single UE or as the creation of a new subscription Id for event subscriptions related to UE groups.
The value of this IE shall be unique per subscription for a given NF service consumer that is sending this IE.
(NOTE x).

	supi
	Supi
	C
	0..1
	Subscription Permanent Identifier (NOTE 2)

	groupId
	GroupId
	C
	0..1
	Identifies a group of UEs. (NOTE 2)

	gpsi
	Gpsi
	C
	0..1
	Generic Public Subscription Identifier (NOTE 2)

	pei
	Pei
	C
	0..1
	Permanent Equipment Identifier (NOTE 2)

	anyUE
	boolean
	C
	0..1
	This IE shall be present if the event subscription is applicable to any UE.  Default value "FALSE" is used, if not present (NOTE 2)

	options
	AmfEventMode
	O
	0..1
	This IE may be included if the NF service consumer wants to describe how the reports of the event to be generated.

	NOTE 1:
When an NF Service Consumer subscribes on behalf of another NF, the Notification URI identifies a resource under the authority of the other NF.

NOTE 2: 
Either information about a single UE (i.e. SUPI, GPSI, PEI) or groupId, or anyUE set to "TRUE" shall be included.
NOTE x: 
Same values of "subsChangeNotifyUri" and "subsChangeNotifyCorrelationId" shall be provided by an NF service consumer to all the serving AMF if the subscriptions apply to a group and triggered by one subscription from another NF. This allows the NF service consumer to associate the subscription Id creation notifications received from different serving AMFs to the same group Id subscription, 


* * * Next Change* * * *
6.2.6.2.6
Type: AmfEventMode

Table 6.2.6.2.6-1: Definition of type AmfEventMode

	Attribute name
	Data type
	P
	Cardinality
	Description

	trigger
	AmfEventTrigger
	M
	1
	Describes how the reports are triggered.

	maxReports
	integer
	C
	0..1
	This IE shall be present if the trigger is set to “CONTINUOUS”. When present, this IE describes the maximum number of reports that can be generated by the subscribed event. If the AMF event subscription is for a group of UEs, this parameter shall be applied to each individual member UE of the group. If the event subscription is transferred from source AMF to target AMF, this IE shall contain:
· the remaining number of reports for the event subscription, in the case of individual UE event subscription;
· the remaining number of reports for the event subscription for this specific UE in a group, in the case of group ID specific event subscription.

	expiry
	DateTime
	O
	0..1
	Describes the maximum duration after which the subscribed event shall stop generating report. If not present, the subscribed event shall continue generating reports until it is unsubscribed.


* * * Next Change* * * *
6.1.6.2.25
Type: UeContext
Table 6.1.6.2.25-1: Definition of type UeContext
	Attribute name
	Data type
	P
	Cardinality
	Description

	supi
	Supi
	C
	0..1
	This IE shall be present if available. When present, this IE contains SUPI of the UE.

	supiUnauthInd
	boolean
	C
	0..1
	This IE shall be present if SUPI is present. When present, it shall indicate whether the SUPI is unauthenticated.

	gpsiList
	array(Gpsi)
	C
	0..N
	This IE shall be present if available. When present, this IE shall contain the GPSI(s)  of the UE.

	pei
	Pei
	C
	0..1
	This IE shall be present if available. When present, this IE shall contain Mobile Equipment Identity of the UE.

	groupList
	array(GroupId)
	C
	0..N
	This IE shall be present if the UE belongs to any subscribed internal group(s). When present, this IE shall list the subscribed internal group(s) to which the UE belongs to.

	drxParameter
	DrxParameter
	C
	0..1
	This IE shall be present if available. When present, this IE shall contain the DRX parameter of the UE.

	subRfsp
	RfspIndex
	C
	0..1
	This IE shall be present if available. When present, it shall indicate the subscribed RFSP Index of the UE.

	usedRfsp
	RfspIndex
	C
	0..1
	This IE shall be present if available. When present, it shall indicate the used RFSP Index of the UE.

	subUeAmbr
	Ambr
	C
	0..1
	This IE shall be present if subscribed UE-AMBR has been retrieved from UDM.

When present, this IE shall indicate the value of subscribed UE AMBR of the UE.

	smsSupport
	SmsSupport
	M
	1
	Indicates whether the UE supports SMS delivery over NAS via 3GPP access, or via non-3GPP access, or via both the 3GPP and non-3GPP access.

	smsfId
	NfInstanceId
	C
	0..1
	This IE shall be present if the SMS service for UE is activated. When present, it indicates the identifier of the SMSF network function instance serving the UE. The NF service consumer (e.g. target AMF) may use this information to identify the SMSF NF service profile from among the SMSF NF service profiles it received from the NRF.

	seafData
	SeafData
	C
	0..1
	This IE shall be present if available. When present, this IE contains the security data derived from data received from AUSF of the UE.

	5gmmCapability
	5gmmCapability
	C
	0..1
	This IE shall be present if the UE had provided this IE during Registration Procedure. When present, this IE shall contain 5G MM capability of the UE.

	pcfId
	NfInstanceId
	C
	0..1
	This IE shall be present if available. When present, this IE indicates the identity PCF for AM Policy.

	pcfAmPolicyUri
	Uri
	C
	0..1
	This IE shall be present if available. When present this IE shall contain the URI of the individual AM policy resource (see 3GPP TS 29.507 [32] subclause 5.3.3.2) used by the AMF.

	amPolicyReqTriggerList
	array(AMPolicyReqTrigger)
	C
	0..N
	This IE shall be present if available. When present this IE shall indicate the AM policy request triggers towards the PCF. The NF Service Consumer (e.g. target AMF) shall use these triggers to request AM policy from the PCF whenever these triggers are met.

The possible AM policy control request triggers are specified in clause 6.1.2.5 of 3GPP TS 23.503 [31].

	hpcfId
	NfInstanceId
	O
	0..1
	This IE indicates the identity of PCF for AM Policy in home PLMN, when the UE is roaming.

	restrictedRatList
	array(RatType)
	O
	0..N
	When present, this IE shall indicate the list of RAT types that are restricted for the UE; see 3GPP TS 29.571 [6]

	forbiddenAreaList
	array(Area)
	O
	0..N
	When present, this IE shall indicate the list of forbidden areas of the UE.

	serviceAreaRestriction
	ServiceAreaRestriction
	O
	0..1
	When present, this IE shall indicate Service Area Restriction for the UE.

	restrictedCnList
	array(CoreNetworkType)
	O
	0..N
	When present, this IE shall indicate the list of Core Network Types that are restricted for the UE.

	eventSubscriptionList
	array(AmfEventSubscription)
	C
	0..N
	This IE shall be present if available. When present, it shall indicate the event subscription(s) targeting the UE or the group the UE is part of.

	mmContextList
	array(MmContext)
	C
	0..2
	This IE shall be present if available. When present, this IE contains the MM Contexts of the UE.

	sessionContextList
	array(PduSessionContext)
	C
	0..N
	This IE shall be present if available. When present, this IE contains the PDU Session Contexts of the UE.

	traceData
	TraceData
	C
	0..1
	This IE shall be present if signalling based trace has been activated (see 3GPP TS 32.422 [30]). 


* * * End of Changes * * * *
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