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* * * First Change * * * *

6.1.4.3
Routing across PLMN

In order to reach the correct target NF service in the right PLMN and for HTTP/2 request messages where the target URI authority component designates an origin server not in the same PLMN as the client, the ":authority" HTTP/2 pseudo-header shall contain the FQDN including the PLMN ID. 

The ":authority" pseudo-header field in the HTTP/2 request message shall be set to:


":authority" = uri-host [":" port] as specified in subclause 8.1.2.3 of IETF RFC 7540 [7], excluding the [userinfo "@"] information as specified in clause 3.2 of IETF RFC 3986 [14].

Where the uri-host shall be:

-
FQDN of the target NF service

The FQDN of the target NF service shall contain the PLMN identifier.

The format of the FQDN of target NF service is specified in subclause 28.5 of 3GPP TS 23.003 [15]. This FQDN may be suffixed with the identifier of SEPP in the request initiating PLMN (e.g VPLMN), in order to form a telescopic FQDN for terminating the TLS connection from the HTTP/2 client at the request initiating PLMN (e.g. VPLMN) SEPP, as specified in 3GPP TS 33.501 [17]. The SEPP in the request initiating PLMN may, in the FQDN of the target NF service:

-
replace the FQDN of the target NF service with a label of VPLMN scope and shall store the mapping of such a label with the FQDN of the target NF service; 
or
-
replace the "." character(s) with a "-" character and replace the "-" characters with "---" characters.
* * * End of Changes * * * *

�Subject to SA3 agreement on corresponding PCR S3-183565 and whether translates into a normative requirement in TS 33.501





