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1. Introduction

In 3GPP TS 23.502, it is specified that for a Location Request, AMF invokes Nlmf_Location_DetermineLocation service to on LMF and LMF will subsequently invoke AMF Namf_Communication_N1N2MessageTransfer on the same AMF to get the UE Positioning information. LCS correlation identifier is used as the identity to correlate traffics per Location Request.
2. Discussion
As specified by 3GPP TS 29.518, a NF service consumer (e.g. LMF) shall invoke UE specific N1N2MessageTransfer service operation, by sending a POST to custom operation "transfer" on "Individual UE Context" resource which is identified by UE's ID (SUPI or PEI).

[Observation-1]

When AMF invokes Nlmf_Location_DetermineLocation service operation on LMF, the UE's ID is optional, see subclause 6.1.6.2.2 of 3GPP TS 29.572 in Annex. If UE's ID is not passed by AMF to LMF, it is not possible for LMF to compose the Individual UE context resource identifier, thus not possible to invoke the UE Specific N1N2MessageTransfer service operation on the AMF.

[Observation-2]

Inherited from previous versions of telecom core networks behavior, the AMF may intentionally not pass the UE's ID to LMF, to make the UE anonymous at the LMF. This avoids exposure in LMF that a certain UE is positioned and has been used as a means to comply to certain privacy regulations as well as other regulation for certain Client types.
3. Proposal

3.1 Alt-1: Service Operation without association to Individual UE Context Resource
If the UE ID cannot be secured on LMF, the LMF cannot compose the identifier for individual UE Context Resource. One alternative is to invoke a service operation that are not associated with Individual UE context resource, e.g. a new service operation (../lcs-messages/transfer). LMF shall pass the LCS correlation identifier in the request body and AMF according to the LCS correlation identifier to find the correlated context to discover which UE/RAN to forward the LCS N1/N2 message.
3.2 Alt-2: Identify the Individual UE Context Resource with LCS Correlation ID

Another way is that LMF compose the resource identifier using LCS correlation identifier and use it in the service URI when invoking N1N2MessageTransfer service operation on AMF. This requires new schema for the identifier of Individual UE context resource on AMF Service API. The AMF instance shall dynamically create the association between the UE context resource and each LCS correlation ID for this UE.
3.3 Alt-3: AMF pass the Individual UE Context Resource identifier without exposure of UE ID
It is also possible that AMF pass the resource identifier when invoking Nlmf_Location_DetermineLocation service operation on LMF. LMF can blindly use received resource identifier in service URI (../ue-contexts/{ueContextId}/n1-n2-messages/transfer) to invoke the N1N2MessageTransfer. To fulfil [observation-2], the Resource Identifier shall not be composed with UE ID. One option is to use 5G-GUTI based resource identifier which is used between AMFs for other UE specific service operations. As 5G-GUTI is composed by <GUIMAI><5G-TMSI> and <5G-TMSI> is only valid within the AMF instance, it could be treated as anonymous from LMF perspective.
3.4 Recommendation

It is recommended to use alternative-3 considering its simplicity and best SBA alignment. Related CR (CR 0009 29.572)
Alternative-1 requires big impacts on AMF service API; it also conflicts with current AMF communication service resource structure by mixing UE-specific service operations with non-UE specific Custom Operation.
Alternative-2 requires new extension on AMF service API; it increase the AMF implementation complexity dynamically and frequently associate short-live LCS Correlation ID (per LCS request) and Long-live UE context resource (per UE registration).

Annex: Except from TS 23.572
5.2.2.2.2
Retrieve UE Location

This procedure allows a consumer NF to request the location information (geodetic location and, optionally, civic location).
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Figure 5.2.2.2.2-1: DetermineLocation Request
1.
The NF Service Consumer shall send an HTTP POST request to the resource URI associated with the "determine-location" custom operation. The input parameters for the request (external client type, LCS correlation identifier, serving cell identifier, location QoS, supported GAD shapes….) shall be included in the HTTP POST request body.
2a.
On success, "200 OK" shall be returned. The response body shall contain the parameters related to the determined position of the UE (geodetic position, civic location, positioning methods…).
2b.
If the determination of the location of the UE fails at the LMF due to errors in the InputData JSON object in the request body, the LMF shall return "400 Bad Request" status code with the ProblemDetails IE providing details of the error.

If the determination of the location of the UE fails due to LMF internal errors, the LMF shall return "500 Internal Server Error" status code with the ProblemDetails IE providing details of the error.
6.1.6.2.2
Type: InputData

Table 6.1.6.2.2-1: Definition of type InputData

	Attribute name
	Data type
	P
	Cardinality
	Description

	externalClientType
	ExternalClientType
	O
	0..1
	

	correlationID
	CorrelationID
	O
	0..1
	

	locationQoS
	LocationQoS
	O
	0..1
	

	supportedGADShapes
	SupportedGADShapes
	O
	0..1
	

	supi
	Supi
	O
	0..1
	

	pei
	Pei
	O
	0..1
	

	gpsi
	Gpsi
	O
	0..1
	

	ecgi
	Ecgi
	O
	0..1
	

	ncgi
	Ncgi
	O
	0..1
	

	priority
	LcsPriority
	O
	0..1
	

	velocityRequested
	VelocityRequested
	O
	0..1
	

	NOTE:
At least one of the attributes defined in this table shall be present in the InputData structure.


_1592955331.vsd
NF Service Consumer


LMF


1. POST .../determine-location (InputData)


2a. 200 OK (LocationData)
2b. 4xx/5xx (ProblemDetails)



