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* * * First Change * * * *

5.3.2.4
Message Forwarding to Peer SEPP

Once a SEPP reformats the HTTP/2 message into the "N32ReformattedReqMsg"/"N32ReformattedRspMsg" JSON object as specified in subclause 5.3.2, the SEPP forwards the message to the receiving SEPP by invoking a HTTP POST method as shown in figure 5.3.2.4-1 below.
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2b. 4xx/5xx (ProblemDetails)


Figure 5.3.2.4-1 Message Forwarding between SEPP on N32-f

1.
The initiating SEPP issues a HTTP POST request towards the responding SEPP with the request body containing the "N32ReformattedReqMsg" IE carrying the reformatted HTTP/2 message. The request message shall contain the "n32fContextId" information provided by the responding SEPP to the initiating SEPP earlier during the parameter exchange procedure (see subclause 5.2.3). The responding SEPP shall use the "n32fContextId" information to:

-
Locate the agreed cipher suite and protection policy;

-
Locate the n32ContextId to be used in the response.

2a.
On successful processing of the request, the responding SEPP shall: 
-
reconstruct the HTTP/2 message towards the NF service consumer;

-
forward the reconstructed HTTP/2 message to the NF service consumer;

-
wait for the response from the NF service consumer; and then

-
once the response from the NF service consumer is received, respond to the initiating SEPP with a "200 OK" status code and a POST response body that contains the "N32ReformattedRspMsg". The "N32ReformattedRspMsg" shall contain the reformatted HTTP response message from the responding PLMN. The response message shall contain the "n32fContextId" information provided by the initiating SEPP to the responding SEPP earlier during the parameter exchange procedure (see subclause 5.2.3).
The responding SEPP shall be able to map the response received from the NF service consumer to the corresponding response it needs to generate towards the initiating SEPP. The HTTP/2 stream ID and the HTTP/2 connection information on either side shall be used to derive this mapping.
2b.
On failure, the responding SEPP shall respond to the initiating SEPP with an appropriate 4xx/5xx status code as specified in subclause 6.2.4.2.
* * * End of Changes * * * *
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