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* * * First Change * * * *

5.3.2.2.2
Creation of a subscription

The Subscribe service operation is invoked by a NF Service Consumer, e.g. NEF, towards the AMF, when it needs to create a subscription to monitor at least one event relevant to the AMF. The NF Service Consumer may subscribe to multiple events in a subscription. A subscription may be associated with one UE, a group of UEs or any UE. 
The NF Service Consumer shall request to create a new subscription by using HTTP method POST with URI of the subscriptions collection, see subclause 6.2.3.2.
The NF Service Consumer shall include the following information in the HTTP message body: 

- NF ID, indicates the identity of the network function instance initiating the subscription;
- Subscription Target, indicates the target(s) to be monitored, as one of the following types:

- A specific UE, identified with a SUPI, a PEI or a GPSI;
- A group of UEs, identified with a group identity;
- Any UE, identified by the "anyUE" flag.
- Notification URI, indicates the address to deliver the event notifications generated by the subscription;

- Notification Correlation ID, indicates the correlation identity to be carried in the event notifications generated by the subscription;
- Event Types(s), indicate the event(s) to be subscribed, from supported events specified in subclause 5.3.1;

- Event Trigger per Event Type, indicates how the event to be reported (One-time Reporting or Continuously Reporting).

The NF Service Consumer may include the following information in the HTTP message body:
- Immediate Report Flag per Event Type, indicates an immediate report to be generated with current event status;
- Maximum Number of Reports per Event Type, defines the maximum number of reports after which the event subscription ceases to exist;
- Maximum Duration of Reporting per Event Type, defines maximum duration after which the event subscription ceases to exist;
- Event Filter per applicable Event Type, defines further options on how the event be reported.

[image: image1.emf]NF Service 

Consumer

AMF

1. POST .../subscriptions (AmfCreateEventSubscription)

2a. 201 Created (AmfCreatedEventSubscription (with optional event report))

2b. 4xx/5xx (ProblemDetails) or 3xx


Figure 5.3.2.2.2-1 Subscribe for Creation
1.
The NF Service Consumer shall send a POST request to create a subscription resource in the AMF. The payload body of the POST request shall contain a representation of the individual subscription resource to be created. The request may contain a validity time, suggested by the NF Service Consumer, representing the time span during which the subscription is desired to be kept active.
2a.
On success, the request is accepted, the AMF shall include a HTTP Location header to provide the location of a newly created resource (subscription) together with the status code 201 indicating the requested resource is created in the response message. If the NF Service Consumer has included the immediateFlag with value as "true" in the event subscription, the AMF shall include the current status of the events subscribed, if available (e.g. last known location information is included if the subscribed event is LOCATION_REPORT). If the NF Service Consumer has set the event reporting option as ONE_TIME and if the AMF has included the current status of the events subscribed in the response, then the AMF shall not do any subsequent event notification for the events given in the AmfCreateEventSubscription parameter.
The response shall contain the validity time, as determined by the AMF, after which the subscription becomes invalid. Once the subscription expires, if the NF Service Consumer wants to keep receiving notifications, it shall create a new subscription in the AMF.
2b.
On failure or redirection, one of the HTTP status code listed in Table 6.2.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.2.3.2.3.1-3.

* * * Next Change * * * *

6.2.6.1
General

This subclause specifies the application data model supported by the API.

Table 6.2.6.1-1 specifies the data types defined for the Namf_EventExposure service based interface protocol.

Table 6.2.6.1-1: Namf_EventExposure specific Data Types

	Data type
	Section defined
	Description

	AmfEventSubscription
	6.2.6.2.2
	Represents an individual event subscription resource on AMF

	AmfEvent
	6.2.6.2.3
	Describes an event to be subscribed

	AmfEventNotification
	6.2.6.2.4
	Represents a notification generated by AMF to be delivered

	AmfEventReport
	6.2.6.2.5
	Represents a report triggered by a subscribed event type, except the report triggered by UES_IN_AREA_REPORT event type

	AmfEventMode
	6.2.6.2.6
	Describes how the reports shall be generated by a subscribed event

	AmfEventState
	6.2.6.2.7
	Represents the state of a subscribed event

	RmInfo
	6.2.6.2.9
	Represents the registration state of a UE for an access type

	CmInfo
	6.2.6.2.10
	Represents the connectivity state of a UE for an access type

	SubscribedData
	6.2.6.2.11
	Represents the subscribed data received from UDM

	CommunicationFailure
	6.2.6.2.12
	Describes a communication failure detected by AMF

	AmfCreateEventSubscription
	6.2.6.2.13
	Describes of an AMF Event Subscription to be created

	AmfCreatedEventSubscription
	6.2.6.2.14
	Represents successful creation of an AMF Event Subscription

	AmfUpdateEventSubscriptionItem
	6.2.6.2.15
	Document describes the modification(s) to an AMF Event Subscription

	AmfUpdatedEventSubscription
	6.2.6.2.16
	Represents a successful update on an AMF Event Subscription

	AmfEventArea
	6.2.6.2.17
	Represents an area to be monitored by an AMF event.

	LadnInfo
	6.2.6.2.17
	LADN Information

	AmfEventType
	6.2.6.3.3
	Describes the supported event types of Namf_EventExposure Service

	AmfEventTrigger
	6.2.6.3.4
	Describes how AMF should generate the report for the event

	LocationFilter
	6.2.6.3.5
	Describes the supported filters of LOCATION_REPORT event type

	SubscribedDataFilter
	6.2.6.3.6
	Describes the supported filters of SUBSCRIBED_DATA_REPORT event type

	UeReachability
	6.2.6.3.7
	Describes the reachability of the UE

	RmState
	6.2.6.3.9
	Describes the registration management state of a UE

	CmState
	6.2.6.3.10
	Describes the connectivity management state of a UE


Table 6.2.6.1-2 specifies data types re-used by the Namf_EventExposure service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Namf_EventExposure service based interface. 

Table 6.2.6.1-2: Namf_EventExposure re-used Data Types

	Data type
	Reference
	Comments

	Supi
	3GPP TS 29.571 [6]
	

	GroupId
	3GPP TS 29.571 [6]
	

	DurationSec
	3GPP TS 29.571 [6]
	

	Gpsi
	3GPP TS 29.571 [6]
	

	Uri
	3GPP TS 29.571 [6]
	

	Pei
	3GPP TS 29.571 [6]
	

	UserLocation
	3GPP TS 29.571 [6]
	

	TaI
	3GPP TS 29.571 [6]
	

	TimeZone
	3GPP TS 29.571 [6]
	

	AccessType
	3GPP TS 29.571 [6]
	

	Ecgi
	3GPP TS 29.571 [6]
	EUTRA Cell Identifier

	Ncgi
	3GPP TS 29.571 [6]
	NR Cell Identifier

	NfInstanceId
	3GPP TS 29.571 [6]
	

	ProblemDetails
	3GPP TS 29.571 [6]
	Problem Details

	SupportedFeatures
	3GPP TS 29.571 [6]
	Supported Features

	DateTime
	3GPP TS 29.571 [6]
	

	NgApCause
	3GPP TS 29.571 [6]
	

	PresenceInfo
	3GPP TS 29.571 [6]
	Presence Reporting Area Information

	PresenceState
	3GPP TS 29.571 [6]
	Describes the presence state of the UE to a specified area of interest

	DateTime
	3GPP TS 29.571 [6]
	


* * * Next Change * * * *

6.2.6.2.2
Type: AmfEventSubscription

Table 6.2.6.2.2-1: Definition of type AmfEventSubscription

	Attribute name
	Data type
	P
	Cardinality
	Description

	eventList
	array(AmfEvent)
	M
	1..N
	Describes the events to be subscribed for this subscription.

	notifyUri
	Uri
	M
	1
	Identifies the recipient of notifications sent by AMF for this subscription (NOTE 1)

	notifyCorrelationId
	string
	M
	1
	Identifies the notification correlation ID. The AMF shall include this ID in the notifications.

	nfId
	NfInstanceId
	M
	1
	Indicates the instance identity of the network function creating the subscription.

	subsChangeNotifyUri
	Uri
	C
	0..1
	This IE shall be present if the subscription is created by an NF service consumer on behalf of another NF (e.g UDM creating event subscription at AMF for event notifications towards NEF). When present, this IE Identifies the recipient of notifications sent by AMF for change of subscription ID (e.g during mobility procedures involving AMF change).

	subsChangeNotifyCorelationId
	string
	C
	0..1
	This IE shall be present when an NF Service Consumer (e.g. UDM) is subscribing for events on behalf of another NF Service Consumer (e.g. NEF). When present, this IE shall contain the notification correlation ID. The AMF shall include it in the notifications for change of subscription ID.

	supi
	Supi
	C
	0..1
	Subscription Permanent Identifier (NOTE 2)

	groupId
	GroupId
	C
	0..1
	Identifies a group of UEs. (NOTE 2)

	gpsi
	Gpsi
	C
	0..1
	Generic Public Subscription Identifier (NOTE 2)

	pei
	Pei
	C
	0..1
	Permanent Equipment Identifier (NOTE 2)

	anyUE
	boolean
	C
	0..1
	This IE shall be present if the event subscription is applicable to any UE.  Default value "FALSE" is used, if not present (NOTE 2)

	validityTime
	DateTime
	C
	0..1
	Time instant after which the subscription becomes invalid. This parameter may be sent by the client, as a hint to the server, but it shall be always sent back by the server (regardless of the presence of the attribute in the request) in the response to the subscription creation request.

	options
	AmfEventMode
	O
	0..1
	This IE may be included if the NF service consumer wants to describe how the reports of the event to be generated.

	NOTE 1:
When an NF Service Consumer subscribes on behalf of another NF, the Notification URI identifies a resource under the authority of the other NF.

NOTE 2:
Either information about a single UE (i.e. SUPI, GPSI, PEI) or groupId, or anyUE set to "TRUE" shall be included.


* * * Next Change * * * *

A.3
Namf_EventExposure API
**Not shown for clarity**
    AmfEventSubscription:

      type: object

      properties:

        eventList:

          type: array

          items:

            $ref: '#/components/schemas/AmfEvent'

          minItems: 1

        eventNotifyUri:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'

        notifyCorrelationId:

          type: string

        nfId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'

        subsChangeNotifyUri:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'

        subsChangeNotifyCorrelationId:

          type: string

        supi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'

        groupId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/GroupId'

        gpsi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'

        pei:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'

        anyUE:

          type: boolean
        validityTime:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        options:

          $ref: '#/components/schemas/AmfEventMode'
      required:

        - events

        - eventNotifyUri

        - notifyCorrelationId

        - nfId
**Not shown for clarity**

* * * End of Changes * * * *
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