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	Reason for change:
	Currently in TS29.571, the DNN data type is defined as string type and which follows the APN definition in TS23.003, section 9:
9A
Definition of Data Network Name
In 5GS, the Data Network Name (DNN) is equivalent to an APN in EPS. The DNN is a reference to a data network, it may be used e.g. to select SMF or UPF. 

The requirements for APN in clause 9 shall apply for DNN in a 5GS as well. 

9.1
Structure of APN

……
The encoding of the APN shall follow the Name Syntax defined in RFC 2181 [18], RFC 1035 [19] and RFC 1123 [20]. The APN consists of one or more labels. Each label is coded as a one octet length field followed by that number of octets coded as 8 bit ASCII characters. Following RFC 1035 [19] the labels shall consist only of the alphabetic characters (A-Z and a-z), digits (0-9) and the hyphen (-). Following RFC 1123 [20], the label shall begin and end with either an alphabetic character or a digit. The case of alphabetic characters is not significant. The APN is not terminated by a length byte of zero.

NOTE 2:
A length byte of zero is added by the SGSN/MME at the end of the APN before interrogating a DNS server.

For the purpose of presentation, an APN is usually displayed as a string in which the labels are separated by dots (e.g. "Label1.Label2.Label3").
However, it does not give clear instruction on how to transcode the DNN binary steam from N1 signalling to the DNN string used on SBI interfaces:
For example, the DNN encoding within N1 signalling represents as binargy format (i.e. <Label>=<label-length><lable-value>):

03 7A 74 65 03 63 6F 6D 02 63 6E
z  t  e     c  o  m     c  n

(03,03,02 - length of each DNN label)
Such N1 character stream can not be directly transcode to DNN string on SBI interfaces, since the length value is not printable characters.
To covert such N1 character stream to readable string e.g. used on SBI interfaces, one possible way is to convert the length value of DNN lables to corresponding ASCII digitals, exampled as following:
33 7A 74 65 33 63 6F 6D 32 63 6E
 3  z  t  e  3  c  o  m  2  c  n
(33,33,32 - hex value of ASCII char "3","2")
But the usual way to represent a DNN in readable string, as per suggested by TS23.003, should be encoded as following:
7A 74 65 2E 63 6F 6D 2E 63 6E

z   t  e  .  c  o  m  .  c  n

(ASCII character stream)
To avoid potential collision of DNN encoding/decoding/transcoding, it is propsed to adopt the suggestion of TS23.003 and enforce such requirement for the case when DNN string is represented on SBI interfaces.

	
	

	Summary of change:
	Clarify that on service based interfaces, the APN shall be encoded as a string in which the labels are separated by dots (e.g. "Label1.Label2.Label3").

	
	

	Consequences if not approved:
	The DNN encoding on service based interfaces is not clear.
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* * * First Change * * * *

5.3.2
Simple Data Types

This subclause specifies common simple data types.

Table 5.3.2-1: Simple Data Types
	Type Name
	Type Definition
	Description

	Dnn
	string
	String representing a Data Network as defined in subclause 9A of 3GPP TS 23.003 [7].
On service based interfaces, the DNN shall be encoded as a string in which the labels are separated by dots (e.g. "Label1.Label2.Label3").

	DnnRm
	string
	This data type is defined in the same way as the "Dnn" data type, but with the OpenAPI "nullable: true" property.

	Gpsi
	string
	String identifying a Gpsi shall contain either an External Id or an MSISDN. It shall be formatted as follows:

-External Identifier: "extid-<extid>, where <extid> shall be formatted according to subclause 19.7.2 of 3GPP TS 23.003 [7] that describes an External Identifier.

-MSISDN: "msisdn-<msisdn>, where <msisdn> shall be formatted according to subclause 3.3 of 3GPP TS 23.003 [7] that describes an MSISDN.
Pattern: '^(msisdn-[0-9]{5,15}|extid-.+@.+|.+)$'

	GpsiRm
	string
	This data type is defined in the same way as the "Gpsi" data type, but with the OpenAPI "nullable: true" property.

	GroupId
	string
	String identifying a group of devices network internal globally unique ID which identifies a set of IMSIs, as specified in subclause 19.9 of 3GPP TS 23.003 [7]. 
Pattern: '^groupid-[A-Fa-f0-9]{8}-[0-9]{3}-[0-9]{2,3}-([A-Fa-f0-9][A-Fa-f0-9]){1,10}$'.

	GroupIdRm
	string
	This data type is defined in the same way as the "GroupId" data type, but with the OpenAPI "nullable: true" property.

	Pei
	string
	String representing a Permanent Equipment Identifier, if it contains an IMEI or IMEISV it is defined as specified in subclause 6.2 of 3GPP TS 23.003 [7]. 
Pattern: '^(imei-[0-9]{15}|imeisv-[0-9]{16}|.+)$'

	PeiRm
	string
	This data type is defined in the same way as the "Pei" data type, but with the OpenAPI "nullable: true" property.

	Supi
	string
	String identifying a Supi shall contain either an IMSI or an NAI. It shall be formatted as follows for:

- IMSI "imsi-<imsi>, <imsi> shall be formatted according to subclause 2.2 of 3GPP TS 23.003 [7] that describes an IMSI.

- NAI "nai-<nai>, <nai> shall be formatted according to subclause 28.6.2 of 3GPP TS 23.003 [7] that describes an NAI.

To enable that the value is used as part of an URI, the string shall only contain characters allowed according to the "lower-with-hyphen" naming convention defined in 3GPP TS 29.501 [2]. 
Pattern: '^(imsi-[0-9]{5,15}|nai-.+|.+)$'

	SupiRm
	string
	This data type is defined in the same way as the "Supi" data type, but with the OpenAPI "nullable: true" property.

	NfInstanceId
	string
	String uniquely identifying a NF instance. The format of the NF Instance ID shall be a Universally Unique Identifier (UUID) version 4, as described in IETF RFC 4122 [15].

	AmfId
	string
	String identifying the AMF ID composed of AMF Region ID (8 bits), AMF Set ID (10 bits) and AMF Pointer (6 bits) as specified in subclause 2.10.1 of 3GPP TS 23.003 [7].
It is encoded as a string of 6 hexadecimal characters (i.e., 24 bits).

Pattern: '^[A-Fa-f0-9]{6}$'

	RfspIndex
	integer
	Unsigned integer representing the "Subscriber Profile ID for RAT/Frequency Priority" as specified in 3GPP TS 36.413 [16].
Minimum = 1. Maximum = 256.

	RfspIndexRm
	integer
	This data type is defined in the same way as the "RfspIndex" data type, but with the OpenAPI "nullable: true" property.


* * * Next * * * *
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