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	Reason for change:
	There is an editor's note in subclause 6.2.5.2.9 need to be resolved
Editor's Note: The need for requestId is FFS. The purpose of requestId is for IPX to match requests with responses. However HTTP/2 stream ID can be used. IPX can map the stream ID received on one side to stream ID it used on the other side to map the subsequent response it receives on other side to the pending request on one side.

Editor's Note: Purpose of NextHopId is FFS

SA3 has clarified the following regarding requestId (it is called messageId in TS 33.501) - in subclause 13.2.2.3 of TS 33.501

If the error occurred in the processing of the one or more N32-f message(s), the corresponding Message Id (s), included in the metadata section of the N32-f message, shall be included as a parameter in the signalling message. This allows the peer SEPP to identify the source message (HTTP Request or Response) on which the error was found in the other SEPP.
So the purpose of requestId is to report errors through the N32-f error reporting procedure on N32-c. It is proposed to rename requestId to messageId to align with SA3 description.

Regarding nextHopId, SA3 has clarified that in subclause 13.2.4.3.1.2 of TS 33.501 as

b) authorizedIPX Id: string identifying the first hop IPX (cIPX or pIPX) that is authorized to update the message. This field shall always be present. When there is no IPX that’s authorized to update, the value of this field is set to “NULL”
It is proposed to rename nextHopId to authorizedIPXId to align with SA3 and provide the description accordingly.

	
	

	Summary of change:
	1. Rename requestId to messageId. Make it mandatory attribute.
2. Rename nextHopId to authorizedIpxId and clarify its purpose. Make it mandatory attribute.

3. There is a nextHopId present in Modifications block as well which is not required. This is removed.

	
	

	Consequences if not approved:
	Incomplete specification and not aligned with SA3
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	Other comments:
	


* * * First Change * * * *

6.2.5.2.9
Type: MetaData

Table 6.2.5.2.9-1: Definition of type MetaData

	Attribute name
	Data type
	P
	Cardinality
	Description

	n32fContextId
	string
	M
	1
	This IE shall contain the n32fContextId provided by the initiating SEPP to the responding SEPP during the parameter exchange procedure (see subclause 5.2.3).

	messageId
	string
	M
	1
	This IE identifies a particular request that is transformed by the SEPP. The value of this IE shall be encoded in hexadecimal representation of a 64 bit integer. This identifier is used in the N32-f error reporting procedure as specified in subclause 6.1.4.x.
Pattern: ^[a-fA-F0-9]{1, 16}$

	authorizedIpxId
	string
	M
	1
	This IE identifies the first hop IPX that is authorized to insert modifications block. The identifier of the IPX shall be an FQDN. When there is no IPX that’s authorized to update, the value of this IE is set to the string “NULL”.




* * * Next Change * * * *

6.2.5.2.10
Type: Modifications

Table 6.2.5.2.10-1: Definition of type Modifications

	Attribute name
	Data type
	P
	Cardinality
	Description

	operations
	array(PatchItem)
	C
	0..1
	This IE shall be included if an intermediary IPX inserts modification instructions on the JSON data carried in the "authenticatedBlock" part of the N32-f forwarded message. For the first modifications entry, this IE shall not be included, since the first entry is inserted by the SEPP.

	identity
	Fqdn
	M
	1
	This IE shall contain the identity of the entity inserting the modifications entry. The identity shall be encoded in the form of an URI.

	
	
	
	
	


* * * End of Changes * * * *
