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	Reason for change:
	An operator network may use multiple PLMN IDs. 5GS shall be able to support a PLMN comprising multiple MCC/MNCs. Examples of possible configurations:   

· All NFs support all PLMN IDs.

· Mixture of dedicated NFs for specific PLMN IDs (e.g. AMF, SMF, UPF for IOT) and shared NFs across all PLMN Ids (UDM/AUSF/UDR).

The following issues have been identified in TS 29.510: 
1) the plmn attribute in the NFProfile is defined with a cardinality 0..1, which would require a NF to register once per PLMN ID supported. 
A NF should be able to register only once to the NRF, for all the PLMN IDs it supports, when all the parameters of the NFProfile are common to the PLMN IDs supported. 
NOTE 1: A NF may register to the NRF per PLMN ID if the parameters of the NFProfile need to be different per PLMN ID.

NOTE 2: TS 29.510 does not preclude to register in one single NF Profile subscriber identity ranges (e.g. SUPIs), TAIs and GUAMIs with different PLMN IDs. 
2) NF registration is applicable for NFs in the "same PLMN as the NRF". 

It should be clarified that the PLMN of the NRF may comprise multiple PLMN IDs to enable deployments where a single NRF serves a PLMN comprising multiple PLMN IDs. 

3) It is not defined how the NRF should handle a NFProfile not including the plmn attribute. The same is also not defined for a NF discovering such a NFProfile.
4)  It is not defined how the NRF should handle a NFService not including the allowedPlmns, allowedNFTypes, allowedNfDomains or allowedNssais attribute. It could mean e.g. that all PLMNs are allowed, or that only the same PLMN as the NRF is allowed. 
5) It is not defined whether the allowedPlmns IE in the NFService, when included, should include the PLMN ID(s) registered in the NF Profile. 


	
	

	Summary of change:
	1) The plmn attribute in the NFProfile is renamed plmnList and is defined with a cardinality 1..N, to enable a NF to register multiple PLMN IDs in one single NF Profile. 

2) It is clarified that the PLMN of the NRF may comprise multiple PLMN IDs to enable deployments where a single NRF serves a PLMN comprising multiple PLMN IDs. 

3) the NFProfile shall include the plmnList attribute, if this information is available for the NF. 

4)  It is clarified that if the allowedPlmns, allowedNFTypes, allowedNfDomains or allowedNssais attribute is not included in the NFService, this indicates respectively that all PLMNs, NFTypes, NfDomains, NSssais are allowed to discover the service. 

5) It is clarified that the allowedPlmns IE in the NFService need not include the PLMN IDs registered by the NF in the plmnList attribute (i.e. NFs pertaining to any of these PLMN IDs are always allowed to discover the NF).



	
	

	Consequences if not approved:
	Multiple PLMNs support is not supported by NRF, resulting into complex deployment configurations (e.g. NFs having to register profiles per PLMN ID supported, separate NRF instance per PLMN ID). 

Interoperability issues resulting from the lack of definition of how to interpret the absence of several IEs in the NFProfile.
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* * * First Change * * * *

5.2.1
Service Description

The Nnrf_NFManagement service allows a Network Function Instance in the serving PLMN to register, update or deregister its profile in the NRF.

It also allows an NF to subscribe to be notified of newly registered NF Instances along with their NF services.

The NF profile consists of general parameters of the NF Instance, and also the parameters of the different services exposed by the NF Instance. 
The PLMN of the NRF may comprise one or multiple PLMN IDs (i.e. MCC and MNC). A NRF configured with multiple PLMN IDs shall support registering, updating and deregistering the profile of Network Function Instances from any of these PLMN IDs. 
* * * Next Change * * * *

6.1.6.2.2
Type: NFProfile

Table 6.1.6.2.2-1: Definition of type NFProfile

	Attribute name
	Data type
	P
	Cardinality
	Description

	nfInstanceID
	NfInstanceId
	M
	1
	Unique identity of the NF Instance.

	nfType
	NFType
	M
	1
	Type of Network Function

	nfStatus
	NFStatus
	M
	1
	Status of the NF Instance (NOTE 5)

	plmnList
	array(PlmnId)
	C
	1..N
	PLMN(s) of the Network Function. (see NOTE x)
This IE shall be present if this information is available for the NF.

	sNssais
	array(Snssai)
	O
	0..N
	S-NSSAIs of the Network Function

	nsiList
	array(string)
	O
	0..N
	NSI identities of the Network Function

	fqdn
	Fqdn
	C
	0..1
	FQDN of the Network Function (NOTE 1, NOTE 2). For AMF the FQDN registered with the NRF shall be that of the AMF Name (see 3GPP TS 23.003 [12] subclause 28.3.2.5).

	interPlmnFqdn
	Fqdn
	C
	0..1
	If the NF needs to be discoverable by other NFs in a different PLMN, then an FQDN that is used for inter PLMN routing as specified in 3GPP TS 23.003 [12] shall be registered with the NRF. (see NOTE y)

	ipv4Addresses
	array(Ipv4Addr)
	C
	0..N
	IPv4 address(es) of the Network Function (NOTE 1, NOTE 2)

	ipv6Addresses
	array(Ipv6Addr)
	C
	0..N
	IPv6 address(es) of the Network Function (NOTE 1, NOTE 2)

	priority
	integer
	O
	0..1
	Priority (relative to other NFs of the same type) in the range of 0-65535, to be used for NF selection; lower values indicate a higher priority. If priority is also present in the nfServiceList parameters, those will have precedence over this value. (See NOTE 4).

The NRF may overwrite the received priority value when exposing an NFProfile with the Nnrf_NFDiscovery service.

	capacity
	integer
	O
	0..1
	Static capacity information in the range of 0-65535, expressed as a weight relative to other NF instances of the same type; if capacity is also present in the nfServiceList parameters, those will have precedence over this value. (See NOTE 4).

	load
	integer
	O
	0..1
	Dynamic load information, ranged from 0 to 100, indicates the current load percentage of the NF.

	locality
	string
	O
	0..1
	Operator defined information about the location of the NF instance (e.g. geographic location, data center) (NOTE 3)

	udrInfo
	UdrInfo
	O
	0..1
	Specific data for the UDR (ranges of SUPI, group ID …)

	udmInfo
	UdmInfo
	O
	0..1
	Specific data for the UDM (ranges of SUPI, group ID…)

	ausfInfo
	AusfInfo
	O
	0..1
	Specific data for the AUSF (ranges of SUPI, group ID…)

	amfInfo
	AmfInfo
	O
	0..1
	Specific data for the AMF (AMF Set ID, …)

	smfInfo
	smfInfo
	O
	0..1
	Specific data for the SMF (DNN's, …)

	upfInfo
	UpfInfo
	O
	0..1
	Specific data for the UPF (S-NSSAI, DNN, SMF serving area, interface…)

	pcfInfo
	PcfInfo
	O
	0..1
	Specific data for the PCF

	bsfInfo
	BsfInfo
	O
	0..1
	Specific data for the BSF

	customInfo
	object
	O
	0..1
	Specific data for custom Network Functions

	recoveryTime
	DateTime
	O
	0..1
	Timestamp when the NF was (re)started (NOTE 5, NOTE 6)

	nfServices
	array(NFService)
	O
	0..N
	List of NF Service Instances

	NOTE 1:
At least one of the addressing parameters (fqdn, ipv4address or ipv6adress) shall be included in the NF Profile.

NOTE 2:
If the type of Network Function is UPF, the addressing information is for the UPF N4 interface.

NOTE 3:
A requester NF may use this information to select a NF instance (e.g. a NF instance preferably located in the same data center).

NOTE 4:
The capacity and priority parameters, if present, are used for NF selection and load balancing. The priority and capacity attributes shall be used for NF selection in the same way that priority and weight are used for server selection as defined in IETF RFC 2782 [23].

NOTE 5:
The NRF shall notify NFs subscribed to receiving notifications of changes of the NF profile, if the NF recoveryTime or the nfStatus is changed. See subclause 6.2 of 3GPP TS 23.527 [27].
NOTE 6:
A requester NF may consider that all the resources created in the NF before the NF recovery time have been lost. This may be used to detect a restart of a NF and to trigger appropriate actions, e.g. release local resources. See subclause 6.2 of 3GPP TS 23.527 [27].
NOTE x:
A NF may register multiple PLMN IDs in its profile within a PLMN comprising multiple PLMN IDs. If so, all the attributes of the NF Profile shall apply to each PLMN ID registered in the plmnList. As an exception, attributes including a PLMN ID, e.g. IMSI-based SUPI ranges, TAIs and GUAMIs, are specific to one PLMN ID and the NF may register in its profile multiple occurences of such attributes for different PLMN IDs (e.g. the UDM may register in its profile SUPI ranges for different PLMN IDs).
NOTE y:
Other NFs are in a different PLMN if they belong to none of the PLMN ID(s) configured for the PLMN of the NRF. 


* * * Next Change * * * *

6.1.6.2.3
Type: NFService

Table 6.1.6.2.3-1: Definition of type NFService
	Attribute name
	Data type
	P
	Cardinality
	Description

	serviceInstanceID
	string
	M
	1
	Unique ID of the service instance within a given NF Instance

	serviceName
	ServiceName
	M
	1
	Name of the service instance (e.g. "nudm-sdm")

	versions
	array(NFServiceVersion)
	M
	1..N
	The API versions supported by the NF Service and if available, the corresponding retirement date of the NF Service.

The different array elements shall have distinct unique values for "apiVersionInUri", and consequently, the values of "apiFullVersion" shall have a unique first digit version number.

	scheme
	UriScheme
	M
	1
	URI scheme (e.g. "http", "https")

	nfServiceStatus
	NFServiceStatus
	M
	0..1
	Status of the NF Service Instance (see NOTE 3)

	fqdn
	Fqdn
	O
	0..1
	FQDN of the NF where the service is hosted (see NOTE 1)

	interPlmnFqdn
	Fqdn
	O
	0..1
	If the NF service needs to be discoverable by other NFs in a different PLMN, then an FQDN that is used for inter PLMN routing as specified in 3GPP TS 23.003 [12] may be registered with the NRF (see NOTE 1, NOTE x).

	ipEndPoints
	array(IpEndPoint)
	O
	0..N
	IP address(es) and port information of the Network Function (including IPv4 and/or IPv6 address) where the service is listening for incoming service requests (see NOTE 1)

	apiPrefix
	string
	O
	0..1
	Optional path segment(s) used to construct the {apiRoot} variable of the different API URIs, as described in 3GPP TS 29.501 [5], subclause 4.4.1

	defaultNotificationSubscriptions
	array(DefaultNotificationSubscription)
	O
	0..N
	Notification endpoints for different notification types.

	allowedPlmns
	array(PlmnId)
	O
	0..N
	PLMNs allowed to access the service instance. 
The absence of this attribute indicates that any PLMN is allowed to access the service instance.
When included, the allowedPlmns attribute needs not include the PLMN ID(s) registered in the plmnList attribute of the NF Profile, i.e. the PLMN ID(s) registered in the NF Profile shall be considered to be allowed to access the service instance. 

	allowedNfTypes
	array(NFType)
	O
	0..N
	Type of the NFs allowed to access the service instance. 
The absence of this attribute indicates that any NF type is allowed to access the service instance.

	allowedNfDomains
	array(string)
	O
	0..N
	Pattern (regular expression according to the ECMA-262 dialect [8]) representing the NF domain names allowed to access the service instance.
The absence of this attribute indicates that any NF domain is allowed to access the service instance.

	allowedNssais
	array(Snssai)
	O
	0..N
	S-NSSAI of the allowed slices to access the service instance
The absence of this attribute indicates that any slice is allowed to access the service instance.

	priority
	integer
	O
	0..1
	Priority (relative to other services of the same type) in the range of 0-65535, to be used for NF Service selection; lower values indicate a higher priority. (See NOTE 2).

The NRF may overwrite the received priority value when exposing an NFProfile with the Nnrf_NFDiscovery service.

	capacity
	integer
	O
	0..1
	Static capacity information in the range of 0-65535, expressed as a weight relative to other services of the same type. (See NOTE 2).

	load
	integer
	O
	0..1
	Dynamic load information, ranged from 0 to 100, indicates the current load percentage of the NF Service.

	recoveryTime
	DateTime
	O
	0..1
	Timestamp when the NF service was (re)started (NOTE 3, NOTE 4)

	supportedFeatures
	SupportedFeatures
	O
	0..1
	Supported Features of the NF Service instance

	NOTE 1:
If the fqdn, interPlmnFqdn and ipEndpoint attributes are not present, the FQDN and IP address related attributes from the NF Profile shall be used to construct the API URIs of this service.

NOTE 2:
The capacity and priority parameters, if present, are used for NF selection and load balancing. The priority and capacity attributes shall be used for NF selection in the same way that priority and weight are used for server selection as defined in IETF RFC 2782 [23].

NOTE 3:
The NRF shall notify NFs subscribed to receiving notifications of changes of the NF profile, if the recoveryTime or the nfServiceStatus is changed. See subclause 6.2 of 3GPP TS 23.527 [27]. 

NOTE 4:
A requester NF subscribed to NF status changes may consider that all the resources created in the NF service before the NF service recovery time have been lost. This may be used to detect a restart of a NF service and to trigger appropriate actions, e.g. release local resources. See subclause 6.2 of 3GPP TS 23.527 [27].
NOTE x:
Other NFs are in a different PLMN if they belong to none of the PLMN ID(s) configured for the PLMN of the NRF. 


* * * Next Change * * * *

6.2.3.2.3.1
GET

This operation retrieves a list of NF Instances, and their offered services, currently registered in the NRF, satisfying a number of filter criteria, such as those NF Instances offering a certain service name, or those NF Instances of a given NF type (e.g., AMF).

Table 6.2.3.2.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	target-nf-type
	NFType
	M
	1
	This IE shall contain the NF type of the NF Service Producer being discovered.

	requester-nf-type
	NFType
	M
	1
	This IE shall contain the NF type of the NF Service Consumer that is invoking the Nnrf_NFDiscovery service.

	service-names
	array(string)
	O
	1..N
	If included, this IE shall contain an array of service names for which the NRF is queried to provide the list of NF profiles. The NRF shall return the NF profiles that have at least one NF service matching the NF service names in this list. The NF service names returned by the NRF shall be an intersection of the NF service names requested and the NF service names registered in the NF profile.

If not included, the NRF shall return all the NF service names registered in the NF profile.

	requester-nf-instance-fqdn
	Fqdn
	O
	0..1
	If included, this IE shall contain the FQDN of the NF Service Consumer that is invoking the Nnrf_NFDiscovery service. 

The NRF shall use this to return only those NF profiles that include at least one NF service containing an entry in the "allowedNfDomains" list (see subclause 6.1.6.2.3) that matches the domain of the requester NF.

	target-plmn-list
	array(PlmnId)
	C
	1..N
	This IE shall be included when NF services in a different PLMN need to be discovered. When included, this IE shall contain the PLMN ID(s) of the different PLMN. If more than one PLMN ID is included, NFs from any PLMN ID present in the list matches the query parameter.

	requester-plmn-list
	array(PlmnId)
	C
	1..N
	This IE shall be included when NF services in a different PLMN need to be discovered. When included, this IE shall contain the PLMN ID(s) of the requester NF.

	target-nf-instance-id
	NfInstanceId
	O
	0..1
	Identity of the NF instance being discovered.

	target-nf-fqdn
	Fqdn
	O
	0..1
	FQDN of the target NF instance being discovered.

	hnrf-uri
	Uri
	C
	0..1
	If included, this IE shall contain the API URI of the NFDiscovery Service (see subclause 6.2.1) of the home NRF. It shall be included if the NF Service Consumer has previously received such API URI to be used for service discovery (e.g., from the NSSF in the home PLMN).

	snssais
	array(Snssai)
	O
	0..N
	If included, this IE shall contain the list of S-NSSAI that are served by the services being discovered. The NRF shall use this to identify the NF services that have registered their support for these S-NSSAIs. The NRF shall return the NF profiles that have at least one S-NSSAI matching the S-NSSAIs in this list. The S-NSSAIs included in the NF services returned by the NRF shall be an intersection of the S-NSSAIs requested and the S-NSSAIs registered in the NF profile.

	nsi-list
	array(string)
	O
	0..N
	If included, this IE shall contain the list of NSI IDs that are served by the services being discovered.

	dnn
	Dnn
	O
	0..1
	If included, this IE shall contain the DNN for which NF services serving that DNN is discovered. DNN may be included if the target NF type is "SMF" or "UPF".

	smf-serving-area
	string
	O
	0..1
	If included, this IE shall contain the serving area of the SMF. It may be included if the target NF type is "UPF".

	tai
	Tai
	O
	0..1
	Tracking Area Identity.

	amf-region-id
	string
	O
	0..1
	AMF Region Identity.

	amf-set-id
	string
	O
	0..1
	AMF Set Identity.

	guami
	Guami
	O
	0..1
	Guami used to search for an appropriate AMF.

(NOTE 1)

	supi
	Supi
	O
	0..1
	If included, this IE shall contain the SUPI of the requester UE to search for an appropriate NF. SUPI may be included if the target NF type is e.g. "PCF", "AUSF", "UDM" or "UDR".

	ue-ipv4-address
	Ipv4Addr
	O
	0..1
	The IPv4 address of the UE for which a BSF needs to be discovered.

	ue-ipv6-prefix
	Ipv6Prefix
	O
	0..1
	The IPv6 prefix of the UE for which a BSF needs to be discovered.

	pgw-ind
	boolean
	O
	0..1
	When present, this IE indicates whether a combined SMF/PGW-C or a standalone SMF needs to be discovered.

true: A combined SMF/PGW-C is requested to be discovered;
false: A standalone SMF is requested to be discovered.
(See NOTE 2)

	pgw
	Fqdn
	O
	0..1
	If included, this IE shall contain the PGW FQDN which is received by the AMF from the MME to find the combined SMF/PGW.

	gpsi
	Gpsi
	O
	0..1
	If included, this IE shall contain the GPSI of the requester UE to search for an appropriate NF. GPSI may be included if the target NF type is "UDM" or "UDR".

	external-group-identity
	GroupId
	O
	0..1
	If included, this IE shall contain the external group identifier of the requester UE to search for an appropriate NF. This may be included if the target NF type is "UDM" or "UDR".

	data-set
	DataSetId
	O
	0..1
	Indicates the data set to be supported by the NF to be discovered. May be included if the target NF type is "UDR".

	routing-indicator
	string
	O
	0..1
	Routing Indicator information that allows to route network signalling with SUCI (see 3GPP TS 23.003 [12]) to an AUSF and UDM instance capable to serve the subscriber. May be included if the target NF type is "AUSF" or "UDM".

	group-id-list
	array(string)
	O
	1..N
	Identity of the group(s) of the NFs of the target NF type to be discovered. May be included if the target NF type is "UDR", "UDM" or "AUSF".

	supported-features
	SupportedFeatures
	O
	0..1
	List of features required to be supported by the target Network Function.

	NOTE 1:
If this parameter is present and no AMF supporting the requested GUAMI is available due to AMF Failure or planned AMF removal, the NRF shall return in the response AMF instances acting as a backup for AMF failure or planned AMF removal respectively for this GUAMI. The NRF can detect if an AMF has failed, using the Heartbeat procedure. The NRF will receive a de-registration request from an AMF performing a planned removal.

NOTE 2:
If the combined SMF/PGW-C is requested to be discovered, the NRF shall return in the response the SMF instances registered with the SmfInfo containing pgwFqdn.


This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.

Table 6.2.3.2.3.1-2: Data structures supported by the GET Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 6.2.3.2.3.1-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	SearchResult
	M
	1
	200 OK
	The response body contains the result of the search over the list of registered NF Instances.

	n/a
	
	
	307 Temporary Redirect
	The response shall be used when the intermediate NRF redirects the service discovery request.

	ProblemDetails
	M
	1
	400 Bad Request
	The response body contains the error reason of the request message.

	ProblemDetails
	M
	1
	403 Forbidden
	This response shall be returned if the NF Service Consumer is not allowed to discover the NF Service(s) being queried.

	ProblemDetails
	M
	1
	500 Internal Server Error
	The response body contains the error reason of the request message.


* * * Next Change * * * *

6.2.6.2.3
Type: NFProfile

Table 6.2.6.2.3-1: Definition of type NFProfile

	Attribute name
	Data type
	P
	Cardinality
	Description

	nfInstanceID
	NfInstanceId
	M
	1
	Unique identity of the NF Instance.

	nfType
	NFType
	M
	1
	Type of Network Function

	nfStatus
	NFStatus
	M
	1
	Status of the NF Instance

	plmnList
	array(PlmnId)
	C
	1..N
	PLMN(s) of the Network Function. (see NOTE x)
This IE shall be present if this information is available for the NF.  

	sNssais
	array(Snssai)
	O
	0..N
	S-NSSAIs of the Network Function

	nsiList
	array(string)
	O
	0..N
	List of NSIs of the Network Function

	fqdn
	Fqdn
	C
	0..1
	FQDN of the Network Function (NOTE 1, NOTE 3)

	ipv4Addresses
	array(Ipv4Addr)
	C
	0..N
	IPv4 address(es) of the Network Function (NOTE 1)

	ipv6Addresses
	array(Ipv6Addr)
	C
	0..N
	IPv6 address(es) of the Network Function (NOTE 1)

	capacity
	integer
	O
	0..1
	Static capacity information in the range of 0-65535, expressed as a weight relative to other NF instances of the same type; if capacity is also present in the nfServiceList parameters, those will have precedence over this value. (See NOTE 2)

	load
	integer
	O
	0..1
	Latest known load information of the NF ranged from 0 to 100 in percentage (See NOTE 4)

	locality
	string
	O
	0..1
	Operator defined information about the location of the NF instance (e.g. geographic location, data center)

	priority
	integer
	O
	0..1
	Priority (relative to other NFs of the same type) in the range of 0-65535, to be used for NF selection; lower values indicate a higher priority. If priority is also present in the nfServiceList parameters, those will have precedence over this value. (See NOTE 2)

	udrInfo
	UdrInfo
	O
	0..1
	Specific data for the UDR (ranges of SUPI, …)

	udmInfo
	UdmInfo
	O
	0..1
	Specific data for the UDM

	ausfInfo
	AusfInfo
	O
	0..1
	Specific data for the AUSF

	amfInfo
	AmfInfo
	O
	0..1
	Specific data for the AMF (AMF Set ID, …)

	smfInfo
	smfInfo
	O
	0..1
	Specific data for the SMF (DNN's, …)

	upfInfo
	UpfInfo
	O
	0..1
	Specific data for the UPF (S-NSSAI, DNN, SMF serving area, …)

	pcfInfo
	PcfInfo
	O
	0..1
	Specific data for the PCF

	bsfInfo
	BsfInfo
	O
	0..1
	Specific data for the BSF

	customInfo
	object
	O
	0..1
	Specific data for custom Network Functions

	recoveryTime
	DateTime
	O
	0..1
	Timestamp when the NF was (re)started

	nfServices
	array(NFService)
	O
	0..N
	List of NF Service Instances

	NOTE 1:
At least one of the addressing parameters (fqdn, ipv4address or ipv6adress) shall be included in the NF Profile.

NOTE 2:
The capacity and priority parameters, if present, are used for NF selection and load balancing. The priority and capacity attributes shall be used for NF selection in the same way that priority and weight are used for server selection as defined in IETF RFC 2782 [23].

NOTE 3:
If the requester-plmn in the query parameter is different from the PLMN of the discovered NF, then the fqdn attribute value shall contain the interPlmnFqdn value registered by the NF during NF registration (see subclause 6.1.6.2.2). The requester-plmn is different from the PLMN of the discovered NF if it belongs to none of the PLMN ID(s) configured for the PLMN of the NRF. 
NOTE 4:
The usage of the load parameter by the NF service consumer is implementation specific, e.g. be used for NF selection and load balancing, together with other parameters.
NOTE x:
A NF may register multiple PLMN IDs in its profile within a PLMN comprising multiple PLMN IDs. If so, all the attributes of the NF Profile shall apply to each PLMN ID registered in the plmnList. As an exception, attributes including a PLMN ID, e.g. IMSI-based SUPI ranges, TAIs and GUAMIs, are specific to one PLMN ID and the NF may register in its profile multiple occurences of such attributes for different PLMN IDs (e.g. the UDM may register in its profile SUPI ranges for different PLMN IDs).


* * * Next Change * * * *

6.2.6.2.4
Type: NFService

Table 6.2.6.2.4-1: Definition of type NFService
	Attribute name
	Data type
	P
	Cardinality
	Description

	serviceInstanceID
	string
	M
	1
	Unique ID of the service instance within a given NF Instance

	serviceName
	ServiceName
	M
	1
	Name of the service instance (e.g. "udm-sdm")

	versions
	array(NFServiceVersion)
	M
	1..N
	The API versions supported by the NF Service and if available, the corresponding retirement date of the NF Service.

The different array elements shall have distinct unique values for "apiVersionInUri", and consequently, the values of "apiFullVersion" shall have a unique first digit version number.

	scheme
	UriScheme
	M
	1
	URI scheme (e.g. "http", "https")

	nfServiceStatus
	NFServiceStatus
	M
	0..1
	Status of the NF Service Instance

	fqdn
	string
	O
	0..1
	FQDN of the NF where the service is hosted (see NOTE 1, NOTE 3)

	ipEndPoints
	array(IpEndPoint)
	O
	0..N
	IP address(es) and port information of the Network Function (including IPv4 and/or IPv6 address) where the service is listening for incoming service requests (see NOTE 1, NOTE 5)

	apiPrefix
	string
	O
	0..1
	Optional path segment(s) used to construct the {apiRoot} variable of the different API URIs, as described in 3GPP TS 29.501 [5], subclause 4.4.1 (optional deployment-specific string that starts with a "/" character)

	defaultNotificationSubscriptions
	array(DefaultNotificationSubscription)
	O
	0..N
	Notification endpoints for different notification types.

	capacity
	integer
	O
	0..1
	Static capacity information in the range of 0-65535, expressed as a weight relative to other services of the same type. (See NOTE 2)

	load
	integer
	O
	0..1
	Latest known load information of the NF Service, ranged from 0 to 100 in percentage. (See NOTE 4)

	priority
	integer
	O
	0..1
	Priority (relative to other services of the same type) in the range of 0-65535, to be used for NF Service selection; lower values indicate a higher priority. (See NOTE 2)

	recoveryTime
	DateTime
	O
	0..1
	Timestamp when the NF service was (re)started 

	supportedFeatures
	SupportedFeatures
	O
	0..1
	Supported Features of the NF Service instance

	NOTE 1:
If both the fqdn and ipEndpoints attributes are not present, the FQDN and IP address related attributes from the NF Profile shall be used to construct the API URIs of this service.

NOTE 2:
The capacity and priority parameters, if present, are used for service selection and load balancing. The priority and capacity attributes shall be used for NF selection in the same way that priority and weight are used for server selection as defined in IETF RFC 2782 [23].

NOTE 3:
If the requester-plmn in the query parameter is different from the PLMN of the discovered NF Service, then the fqdn attribute value, if included shall contain the interPlmnFqdn value registered by the NF Service during NF registration (see subclause 6.1.6.2.3). The requester-plmn is different from the PLMN of the discovered NF Service if it belongs to none of the PLMN ID(s) configured for the PLMN of the NRF.
NOTE 4:
The usage of the load parameter by the NF service consumer is implementation specific, e.g. be used for NF service selection and load balancing, together with other parameters.
NOTE 5:
If the ipEndPoints attribute is absent in the NF Service and NF Profile, the NF service consumer shall use the fqdn attribute value for DNS query and if the NF service consumer does not receive a port number during the DNS query it shall use the default HTTP port number, i.e. TCP port 80 for "http" URIs or TCP port 443 for "https" URIs as specified in IETF RFC 7540 [9] when invoking the service.


* * * Next Change * * * *

A.2
Nnrf_NFManagement API

openapi: 3.0.0

[…]

    NFProfile:

      type: object

      required:

        - nfInstanceId

        - nfType

        - nfStatus

      properties:

        nfInstanceId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'

        nfType:

          $ref: '#/components/schemas/NFType'

        nfStatus:

          $ref: '#/components/schemas/NFStatus'

        plmnList:

          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
          minItems: 1
        sNssais:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'

        nsiList:

          type: array

          items:

            type: string

        fqdn:

          $ref: '#/components/schemas/Fqdn'

        interPlmnFqdn:

          $ref: '#/components/schemas/Fqdn'

        ipv4Addresses:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'

        ipv6Addresses:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Addr'

        priority:

          type: integer

          minimum: 0

          maximum: 65535
        capacity:

          type: integer

          minimum: 0

          maximum: 65535
        load:

          type: integer

          minimum: 0
          maximum: 100
        locality:

          type: string

        udrInfo:

          $ref: '#/components/schemas/UdrInfo'

        udmInfo:

          $ref: '#/components/schemas/UdmInfo'

        ausfInfo:

          $ref: '#/components/schemas/AusfInfo'

        amfInfo:

          $ref: '#/components/schemas/AmfInfo'

        smfInfo:

          $ref: '#/components/schemas/SmfInfo'

        upfInfo:

          $ref: '#/components/schemas/UpfInfo'

        pcfInfo:

          $ref: '#/components/schemas/PcfInfo'

        bsfInfo:

          $ref: '#/components/schemas/BsfInfo'

        customInfo:

          type: object

        recoveryTime:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'

        nfServices:

          type: array

          items:

            $ref: '#/components/schemas/NFService'

[…]

* * * Next Change * * * *

A.3
Nnrf_NFDiscovery API

openapi: 3.0.0

[…]
paths:

  /nf-instances:

    get:

      summary: Search a collection of NF Instances

      operationId: SearchNFInstances

      tags:

        - NF Instances (Store)

      parameters:

        - name: target-nf-type

          in: query

          description: Type of the target NF

          required: true

          schema:

            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/NFType'

        - name: requester-nf-type

          in: query

          description: Type of the requester NF

          required: true

          schema:

            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/NFType'

        - name: service-names

          in: query

          description: Name of the service offered by the NF

          schema:

            type: array

            items:

              type: string

            minItems: 1

          style: form

          explode: false

        - name: requester-nf-instance-fqdn

          in: query

          description: FQDN of the requester NF

          schema:

            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/Fqdn'

        - name: target-plmn-list
          in: query

          description: Id of the PLMN where the target NF is located

          content:

            application/json:

              schema:
                type: array

                items:
                  $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
                minItems: 1
        - name: requester-plmn-list
          in: query

          description: Id of the PLMN where the NF issuing the Discovery request is located

          content:

            application/json:

              schema:

                type: array

                items:

                  $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
                minItems: 1
        - name: target-nf-instance-id

          in: query

          description: Identity of the NF instance being discovered

          schema:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        - name: target-nf-fqdn

          in: query

          description: FQDN of the NF instance being discovered

          schema:

            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/Fqdn'

        - name: hnrf-uri

          in: query

          description: Uri of the home NRF

          schema:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        - name: snssais

          in: query

          description: Slice info of the target NF

          content:

            application/json:

              schema:

                type: array

                items:

                  $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'

        - name: dnn

          in: query

          description: Dnn supported by the SMF

          schema:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'

        - name: nsi-list

          in: query

          description: NSI IDs that are served by the services being discovered

          schema:

            type: array

            items:

              type: string

          style: form

          explode: false

        - name: smf-serving-area

          in: query

          schema:

            type: string

        - name: tai

          in: query

          description: Tracking Area Identity

          content:

            application/json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/Tai'

        - name: amf-region-id

          in: query

          description: AMF Region Identity

          schema:

            type: string

        - name: amf-set-id

          in: query

          description: AMF Set Identity

          schema:

            type: string

        - name: guami

          in: query

          description: Guami used to search for an appropriate AMF
          schema:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Guami'

        - name: supi

          in: query

          description: SUPI of the user

          schema:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'

        - name: ue-ipv4-address

          in: query

          description: IPv4 address of the UE

          schema:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'

        - name: ue-ipv6-prefix

          in: query

          description: IPv6 prefix of the UE

          schema:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Prefix'

        - name: pgw-ind

          in: query


          description: Combined PGW-C and SMF or a standalone SMF

          schema:


            type: boolean
        - name: pgw

          in: query


          description: PGW FQDN of a combined PGW-C and SMF

          schema:

            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/Fqdn'
        - name: gpsi

          in: query

          description: GPSI of the user

          schema:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'

        - name: external-group-identity

          in: query

          description: external group identifier of the user

          schema:

            type: string

        - name: data-set

          in: query

          description: data set supported by the NF

          schema:

            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/DataSetId'

        - name: routing-indicator

          in: query

          description: routing indicator in SUCI

          schema:

            type: string

        - name: group-id-list

          in: query

          description: Group IDs of the NFs being discovered

          schema:

            type: array

            items:

              type: string

            minItems: 1

          style: form

          explode: false

        - name: supported-features

          in: query

          description: Features required to be supported by the target NF

          schema:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        - name: If-None-Match

          in: header

          description: Validator for conditional requests, as described in IETF RFC 7232, 3.2 

          schema:

            type: string

[…]

    NFProfile:

      type: object

      required:

        - nfInstanceId

        - nfType

        - nfStatus
      properties:

        nfInstanceId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'

        nfType:

          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/NFType'

        nfStatus:

          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/NFStatus'

        plmnList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
          minItems: 1
        sNssais:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'

        nsiList:

          type: array

          items:

            type: string

        fqdn:

          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/Fqdn'

        ipv4Address:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'

        ipv6Address:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Addr'

        capacity:

          type: integer

          minimum: 0

          maximum: 65535

        load:

          type: integer

          minimum: 0
          maximum: 100
        locality:

          type: string

        priority:

          type: integer

          minimum: 0

          maximum: 65535

        udrInfo:

          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/UdrInfo'

        udmInfo:

          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/UdmInfo'

        ausfInfo:

          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/AusfInfo'

        amfInfo:

          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/AmfInfo'

        smfInfo:

          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/SmfInfo'

        upfInfo:

          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/UpfInfo'

        pcfInfo:

          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/PcfInfo'

        bsfInfo:

          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/BsfInfo'

        customInfo:

          type: object

        recoveryTime:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'

        nfServices:

          type: array

          items:

            $ref: '#/components/schemas/NFService'

[…]

* * * End of Changes * * * *


