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* * * First Change * * * *

5.2.2.2.2
EPS to 5GS Idle mode mobility using N26 interface

The NF Service Consumer (e.g. AMF) shall request the SMF to move a UE EPS PDN connection to 5GS using N26 interface, as follows. 
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Figure 5.2.2.2.2-1: EPS to 5GS Idle mode mobility using N26 interface

1.
The NF Service Consumer shall send a POST request, as specified in subclause 5.2.2.2.1, with the following additional information: 

-
UE EPS PDN connection, including the EPS bearer contexts, received from the MME, representing the individual SM context resource to be created;  

-
pduSessionsActivateList, including the PDU Session ID of all the PDU session(s) to be re-activated.

2a.
Upon receipt of such a request, if a corresponding PDU session is found based on the EPS bearer contexts (after invoking a Create service operation towards the H-SMF, for a Home Routed PDU session) and if it is possible to proceed with moving the PDN connection to 5GS, the SMF shall return a 201 Created response including the following information:

-
PDU Session ID corresponding to the default EPS bearer ID of the EPS PDN connection; 

-
allocatedEbiList, containing the EBI(s) allocated to the PDU session; 

and, if the PDU session was requested to be re-activated, i.e. if the PDU Session ID was present in the pduSessionsActivateList:

-
upCnxState attribute set to ACTIVATING;
-
N2 SM information to request the 5G-AN to assign resources to the PDU session (see PDU Session Resource Setup Request Transfer IE in subclause 9.3.4.1 of 3GPP TS 38.413 [9]), including (among others) the transport layer address and tunnel endpoint of the uplink termination point for the user plane data for this PDU session (i.e. UPF's GTP-U F-TEID for uplink traffic).

The "Location" header shall be present in the POST response and shall contain the URI of the created SM context resource.

The NF Service Consumer (e.g. AMF) shall store the association of the PDU Session ID and the SMF ID, and store the allocated EBI(s) associated to the PDU Session ID.

NOTE:
The behaviour specified in this step also applies if the POST request collides with an existing SM context, i.e. if the POST request includes the same SUPI, or PEI for an emergency registered UE without a UICC or without an authenticated SUPI, and the default EPS bearer ID received in the UE EPS PDN connection is the same as in the existing SM context.

2b.
Same as step 2b of figure 5.2.2.2.1-1. Steps 3 to 4 are skipped in this case. 

If the SMF determines that seamless session continuity from EPS to 5GS is not supported for the PDU session, the SMF shall set the "cause" attribute in the ProblemDetails structure to "NO_EPS_5GS_CONTINUITY".

3.
Same as step 3 of figure 5.2.2.3.2.2-1, if the SMF returned a 201 Created response with the upConnectionState set to ACTIVATING and N2 SM Information, 

4.
Same as step 4 of figure 5.2.2.3.2.2-1. 
* * * Next Change * * * *

5.2.2.3.2.2
Activation of User Plane connectivity of a PDU session 

The NF Service Consumer (e.g. AMF) shall request the SMF to activate the User Plane connection of an existing PDU session, i.e. establish the N3 tunnel between the 5G-AN and UPF, as follows.
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Figure 5.2.2.3.2.2-1: Activation of the User Plane connection of a PDU session

1.
The NF Service Consumer shall request the SMF to activate the user plane connection of the PDU session by sending a POST request, as specified in subclause 5.2.2.3.1, with the following information: 

-
the upCnxState attribute set to ACTIVATING; 

-
the user location and access type associated to the PDU session, if modified; 

-
the indication that the UE is inside or outside of the LADN service area, if the DNN of the established PDU session corresponds to a LADN;  

-
other information, if necessary. 

2a.
Upon receipt of such a request, if the SMF can proceed with activating the user plane connection of the PDU session (see subclause 4.2.3 of 3GPP TS 23.501 [2], the SMF shall set the upCnxState attribute to ACTIVATING and shall return a 200 OK response including the following information:

-
upCnxState attribute set to ACTIVATING; 

-
N2 SM information to request the 5G-AN to assign resources to the PDU session (see PDU Session Resource Setup Request Transfer IE in subclause 9.3.4.1 of 3GPP TS 38.413 [9]), including the transport layer address and tunnel endpoint of the uplink termination point for the user plane data for this PDU session (i.e. UPF's GTP-U F-TEID for uplink traffic). 

If the SMF finds the PDU session already activated when receiving the request in step 1, the SMF shall delete the N3 tunnel information and update the UPF accordingly (see step 8a of subclause 4.2.3.2 of 3GPP TS 23.502 [3]).

2b.
If the request does not include the "UE presence in LADN service area" indication and the SMF determines that the DNN corresponds to a LADN, then the SMF shall consider that the UE is outside of the LADN service area. The SMF shall reject the request if the UE is outside of the LADN service area.

If the SMF cannot proceed with activating the user plane connection of the PDU session (e.g. if the PDU session corresponds to a PDU session of SSC mode 2 and the SMF decides to change the PDU Session Anchor), the SMF shall return an error response, as specified for step 2b of figure 5.2.2.3.1-1.  For a 4xx/5xx response, the SmContextUpdateError structure shall include the following additional information: 

-
upCnxState attribute set to DEACTIVATED.  

3.
If the SMF returned a 200 OK response, the NF Service Consumer (e.g. AMF) shall subsequently update the SM context in the SMF by sending POST request, as specified in subclause 5.2.2.3.1, with the following information: 

-
N2 SM information received from the 5G-AN (see PDU Session Resource Setup Response Transfer IE in subclause 9.3.4.2 of 3GPP TS 38.413 [9]), including the transport layer address and tunnel endpoint of one or two downlink termination point(s) and the associated list of QoS flows for this PDU session (i.e. 5G-AN's GTP-U F-TEID(s) for downlink traffic), if the 5G-AN succeeded in establishing resources for the PDU sessions; or

-
N2 SM information received from the 5G-AN (see PDU Session Resource Setup Unsuccessful Transfer IE in subclause 9.3.4.16 of 3GPP TS 38.413 [9]), including the Cause of the failure, if resources failed to be established for the PDU session.  

Upon receipt of this request, the SMF shall:
-
update the UPF with the 5G-AN's F-TEID(s) and set the upCnxState attribute to ACTIVATED, if the 5G-AN succeeded in establishing resources for the PDU sessions; or

-
consider that the activation of the UP connection has failed and set the upCnxState attribute to DEACTIVATED" otherwise. 

4.
The SMF shall then return a 200 OK response including the upCnxState attribute representing the final state of the user plane connection.

* * * Next Change * * * *

5.2.2.3.3
Xn Handover

The NF Service Consumer (e.g. AMF) shall request the SMF to switch the downlink N3 tunnel of the PDU session towards a new GTP tunnel endpoint as follows.
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Figure 5.2.2.3.3-1: Xn handover

1.
The NF Service Consumer shall request the SMF to switch the downlink N3 tunnel of the PDU session towards a new GTP tunnel endpoint by sending a POST request, as specified in subclause 5.2.2.3.1, with the following information: 

-
the indication that the PDU session is to be switched; 

-
N2 SM information received from the 5G-AN (see Path Switch Request Transfer IE in subclause 9.3.4.8 of 3GPP TS 38.413 [9]), including the new transport layer address and tunnel endpoint of the downlink termination point for the user data for this PDU session (i.e. 5G-AN's GTP-U F-TEID for downlink traffic);

-
the user location associated to the PDU session; 

-
the indication that the UE is inside or outside of the LADN service area, if the DNN of the established PDU session corresponds to a LADN;  

-
other information, if necessary. 

2a.
If the SMF can proceed with switching the user plane connection of the PDU session, the SMF shall return a 200 OK response including the following information:

-
N2 SM information (see Path Switch Request Acknowledge Transfer IE in subclause 9.3.4.9 of 3GPP TS 38.413 [9]), including the transport layer address and tunnel endpoint of the uplink termination point for the user data for this PDU session (i.e. UPF's GTP-U F-TEID for uplink traffic). 

If the request does not include the "UE presence in LADN service area" indication and the SMF determines that the DNN corresponds to a LADN, then the SMF shall consider that the UE is outside of the LADN service area. The SMF shall proceed as specified in subclause 5.6.5 of 3GPP TS 23.501 [2].

2b.
If the SMF cannot proceed with switching the user plane connection of the PDU session, the SMF shall return an error response, as specified for step 2b of figure 5.2.2.3.1-1, including: 

-
N2 SM information (see Path Switch Request Unsuccessul Transfer IE in subclause 9.3.4.20 of 3GPP TS 38.413 [9]), including the cause of the failure. 

For a PDU session that is rejected by the target RAN (i.e. a PDU session indicated as failed to setup in the PATH SWITCH REQUEST), the NF Service Consumer (e.g. AMF) shall indicate the failure to setup the PDU session in the target RAN as follows.
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Figure 5.2.2.3.3-2: Xn handover – PDU session rejected by the target RAN

1.
The NF Service Consumer shall indicate to the SMF that the PDU session could not be setup in the target RAN by sending a POST request, as specified in subclause 5.2.2.3.1, with the following information: 

-
the indication that the PDU session failed to be switched; 

-
N2 SM information received from the 5G-AN (see Path Switch Request Setup Failed Transfer IE in subclause 9.3.4.15 of 3GPP TS 38.413 [9]), including the cause why the session could not be setup;

-
other information, if necessary. 

2a.
Upon receipt of such a request, the SMF shall return a "204 No Content" response. The SMF shall decide whether to release the PDU session or deactivate the user plane connection of the PDU session, as specified in subclause 4.9.1.2 of 3GPP TS 23.502 [3]. 

2b.
Same as step 2b of figure 5.2.2.3.1-1. 

* * * Next Change * * * *

5.2.2.3.4.2
N2 Handover Preparation 

The NF Service Consumer (e.g. AMF) shall request the SMF to prepare the handover of an existing PDU session, i.e. prepare the N3 tunnel between the target 5G-AN and UPF, as follows. 
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Figure 5.2.2.3.4.2-1: N2 Handover Preparation

1.
The NF Service Consumer shall request the SMF to prepare the handover of the PDU session by sending a POST request, as specified in subclause 5.2.2.3.1, with the following information: 

-
updating the hoState attribute of the individual SM Context resource in the SMF to PREPARING;  
-
target user location (e.g. target TAI or target RAN ID); 

-
Target AMF ID, for a N2 handover with AMF change; 
-
N2 SM information received from the source NG-RAN (see Handover Required Transfer IE in subclause 9.3.4.14 of 3GPP TS 38.413 [9]), indicating whether a direct path is available.  

-
other information, if necessary. 

2a.
Upon receipt of such a request, if the SMF can proceed with preparing the handover of the PDU session (see subclause 4.9.1.3 of 3GPP TS 23.501 [2]), the SMF shall set the hoState attribute to PREPARING and shall return a 200 OK response including the following information:

-
hoState attribute set to PREPARING; 

-
N2 SM information to request the target 5G-AN to assign resources to the PDU session (see PDU Session Resource Setup Request Transfer IEin subclause 9.3.4.1 of 3GPP TS 38.413 [9]), including (among others) the transport layer address and tunnel endpoint of the uplink termination point for the user plane data for this PDU session (i.e. UPF's GTP-U F-TEID for uplink traffic). 

The SMF shall store the Target AMF ID, if received in the request, but the SMF shall still consider the AMF (previously) received in the amfId IE as the serving AMF for the UE.

2b.
If the SMF cannot proceed with preparing the handover of the PDU session (e.g. the UE moves into a non-allowed service area), the SMF shall return an error response, as specified in step 2b of figure 5.2.2.3.1-1. For a 4xx/5xx response, the SmContextUpdateError structure shall include the following additional information: 

-
hoState attribute set to NONE.  

3.
If the SMF returned a 200 OK response, the NF Service Consumer (e.g. AMF) shall subsequently update the SM context in the SMF by sending POST request, as specified in subclause 5.2.2.3.1, with the following information: 

-
hoState attribute set to PREPARED;

-
N2 SM information received from the target 5G-AN (see Handover Request Acknowledge Transfer IE in subclause 9.3.4.11 of 3GPP TS 38.413 [9]), including (among others) the transport layer address and tunnel endpoint of the downlink termination point for the user data for this PDU session (i.e. target 5G-AN's GTP-U F-TEID for downlink traffic), if the target 5G-AN succeeded in establishing resources for the PDU session; 

-
N2 SM information received from the target 5G-AN (see Handover Resource Allocation Unsuccessful Transfer IE in subclause 9.3.4.19 of 3GPP TS 38.413 [9]), including the Cause of the failure, if resources failed to be established for the PDU sessions.  

4a.
If the target 5G-AN succeeded in establishing resources for the PDU sessions, the SMF shall set the hoState attribute to PREPARED and return a 200 OK response including the following information: 

-
hoState attribute to PREPARED; 

-
N2 SM information (see Handover Command Transfer IE in subclause 9.3.4.10 of 3GPP TS 38.413 [9]) containing DL forwarding tunnel information to be sent to the source 5G-AN by the AMF if direct or indirect data forwarding applies (see step 11f of subclause 4.9.1.3.2 of 3GPP TS 23.502 [3]). 

If indirect data forwarding applies, the SMF shall start an indirect data forwarding timer, to be used to release the resource of indirect data forwarding tunnel.

4b.
If the SMF cannot proceed with preparing the handover of the PDU session (e.g. the target 5G-AN failed to establish resources for the PDU session), the SMF shall set the hoState to NONE, release resources reserved for the handover to the target 5G-AN and return an error response as specified in step 2b of figure 5.2.2.3.1-1. For a 4xx/5xx response, the SmContextUpdateError structure shall include the following additional information: 

-
hoState attribute set to NONE; 

-
N2 SM information (see Handover Preparation Unsuccessful Transfer IE in subclause 9.3.4.18 of 3GPP TS 38.413 [9]) indicating the cause of the failure.  

* * * Next Change * * * *

5.2.2.3.7
RAN Initiated QoS Flow Mobility

The NF Service Consumer (e.g. AMF) shall request the SMF to transfer QoS flows to and from Secondary RAN node, or more generally, handle a NG-RAN PDU Session Resource Modify Indication, as follows.
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Figure 5.2.2.3.7-1: RAN Initiated QoS Flow Mobility

1.
The NF Service Consumer shall request the SMF to modify the PDU session, as requested by the NG-RAN, by sending a POST request, as specified in subclause 5.2.2.3.1, with the following information: 

-
N2 SM information received from the 5G-AN (see PDU Session Resource Modify Indication Transfer IE in subclause 9.3.4.6 of 3GPP TS 38.413 [9]), including the transport layer information for the QoS flows of this PDU session (i.e. 5G-AN's GTP-U F-TEIDs for downlink traffic);

-
other information, if necessary. 

2a.
Upon receipt of such a request, if the SMF can proceed with switching the QoS flows of the PDU session, the SMF shall return a 200 OK response including the following information:

-
N2 SM information (see PDU Session Resource Modify Confirm Transfer IE in subclause 9.3.4.7 of 3GPP TS 38.413 [9]), including the list of QoS flows which were modified successfully. 

2b.
If the SMF cannot proceed with switching the QoS flows of the PDU session, the SMF shall return an error response, as specified for step 2b of figure 5.2.2.3.1-1, including: 

-
N2 SM information (see PDU Session Resource Modify Confirm Transfer IE in subclause 9.3.4.7 of 3GPP TS 38.413 [9]), including the list of QoS flows which failed to be modified. 

* * * Next Change * * * *

6.1.2.2.2
Content type 

The following content types shall be supported:

-
the JSON format (IETF RFC 8259 [11]). The use of the JSON format shall be signalled by the content type "application/json". See also subclause 5.4 of 3GPP TS 29.500 [4].

-
the Problem Details JSON Object (IETF RFC 7807 [23]). The use of the Problem Details JSON object in a HTTP response body shall be signalled by the content type "application/problem+json".

NOTE:
"application/json" is used in a response that includes a payload body containing an application-specific data structure, see subclause 4.8 of 3GPP TS 29.501 [5].

Multipart messages shall also be supported (see subclause 6.1.2.4) using the content type "multipart/related", comprising:

-
one JSON body part with the "application/json" content type; and 

-
one or two binary body parts with 3gpp vendor specific content subtypes.  

The 3gpp vendor specific content subtypes defined in Table 6.1.2.2.2-1 shall be supported.

Table 6.1.2.2.2-1: 3GPP vendor specific content subtypes 
	content subtype
	Description

	vnd.3gpp.ngap
	Binary encoded payload, encoding NG Application Protocol (NGAP) IEs, as specified in subclause 9.3 of 3GPP TS 38.413 [9] (ASN.1 encoded).

	vnd.3gpp.5gnas
	Binary encoded payload, encoding a 5GS NAS message or 5G NAS IEs, as specified in 3GPP TS 24.501 [7].  

	NOTE:
Using 3GPP vendor content subtypes allows to describe the nature of the opaque payload (e.g. NGAP or 5GS NAS information) without having to rely on metadata in the JSON payload. 


See subclause 6.1.2.4 for the binary payloads supported in the binary body part of multipart messages.

* * * Next Change * * * *

6.1.6.1
General

This subclause specifies the application data model supported by the API.

Table 6.1.6.1-1 specifies the data types defined for the Nsmf service based interface protocol.

Table 6.1.6.1-1: Nsmf specific Data Types
	Data type
	Section defined
	Description

	SmContextCreateData
	6.1.6.2.2
	Information within Create SM Context Request

	SmContextCreatedData
	6.1.6.2.3
	Information within Create SM Context Response

	SmContextUpdateData
	6.1.6.2.4
	Information within Update SM Context Request

	SmContextUpdatedData
	6.1.6.2.5
	Information within Update SM Context Response

	SmContextReleaseData
	6.1.6.2.6
	Information within Release SM Context Request

	
	
	

	SMContextRetrieveData
	6.1.6.2.7
	Information within Retrieve SM Context Request

	SmContextStatusNotification
	6.1.6.2.8
	Information within Notify SM Context Status Request

	PduSessionCreateData
	6.1.6.2.9
	Information within Create Request

	PduSessionCreatedData
	6.1.6.2.10
	Information within Create Response

	HsmfUpdateData
	6.1.6.2.11
	Information within Update Request towards H-SMF

	HsmfUpdatedData
	6.1.6.2.12
	Information within Update Response from H-SMF

	ReleaseData
	6.1.6.2.13
	Information within Release Request

	HsmfUpdateError
	6.1.6.2.14
	Error within Update Response from H-SMF 

	VsmfUpdateData
	6.1.6.2.15
	Information within Update Request towards V-SMF

	VsmfUpdatedData
	6.1.6.2.16
	Information within Update Response from V-SMF

	StatusNotification
	6.1.6.2.17
	Information within Notify Status Request 

	QosFlowItem
	6.1.6.2.18
	Individual QoS flow 

	QosFlowSetupItem
	6.1.6.2.19
	Individual QoS flow to setup

	QosFlowAddModifyRequestItem
	6.1.6.2.20
	Individual QoS flow requested to be created or modified

	QosFlowReleaseRequestItem
	6.1.6.2.21
	Individual QoS flow requested to be released

	QosFlowProfile
	6.1.6.2.22
	QoS flow profile

	GbrQosFlowInformation
	6.1.6.2.23
	GBR QoS flow information

	QosFlowNotifyItem
	6.1.6.2.24
	Notification related to a QoS flow

	SMContextRetrievedData
	6.1.6.2.27
	Information within Retrieve SM Context Response

	TunnelInfo
	6.1.6.2.28
	Tunnel Information

	StatusInfo
	6.1.6.2.29
	Status of SM context or of PDU session

	VsmfUpdateError
	6.1.6.2.30
	Error within Update Response from V-SMF 

	EpsPdnCnxInfo
	6.1.6.2.31
	EPS PDN Connection Information from H-SMF to V-SMF

	EpsBearerInfo
	6.1.6.2.32
	EPS Bearer Information from H-SMF to V-SMF

	PduSessionNotifyItem
	6.1.6.2.33
	Notification related to a PDU session

	EbiArpMapping
	6.1.6.2.34
	EBI to ARP mapping

	SmContextCreateError
	6.1.6.2.35
	Error within Create SM Context Response

	SmContextUpdateError
	6.1.6.2.36
	Error within Update SM Context Response

	PduSessionCreateError
	6.1.6.2.37
	Error within Create Response

	MmeCapabilities
	6.1.6.2.38
	MME capabilities

	GtpTeid
	6.1.6.3.2
	GTP Tunnel Endpoint Identifier

	ProcedureTransactionId
	6.1.6.3.2
	Procedure Transaction Identifier

	EpsPdnCnxContainer
	6.1.6.3.2
	UE EPS PDN Connection container from SMF to AMF

	EpsBearerId
	6.1.6.3.2
	EPS Bearer Id

	EpsBearerContainer
	6.1.6.3.2
	EPS Bearer container from SMF to AMF

	UpCnxState
	6.1.6.3.3
	User Plane Connection State

	HoState
	6.1.6.3.4
	Handover State

	RequestType
	6.1.6.3.5
	Request Type in Create (SM context) service operation.

	RequestIndication
	6.1.6.3.6
	Request Indication in Update (SM context) service operation.

	NotificationCause
	6.1.6.3.7
	Cause for generating a notification

	Cause
	6.1.6.3.8
	Cause information

	ResourceStatus
	6.1.6.3.9
	Status of SM context or PDU session resource

	DnnSelectionMode
	6.1.6.3.10
	DNN Selection Mode

	EpsInterworkingIndication
	6.1.6.3.11
	EPS Interworking Indication

	N2SmInfoType
	6.1.6.3.12
	N2 SM Information Type

	MaxIntegrityProtectedDataRate
	6.1.6.3.x
	Maximum Integrity Protected Data Rate


Table 6.1.6.1-2 specifies data types re-used by the Nsmf service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nsmf service based interface. 
Table 6.1.6.1-2: Nsmf re-used Data Types
	Data type
	Reference
	Comments

	Uint32
	3GPP TS 29.571 [13]
	Unsigned 32-bit integers

	Ipv4Addr
	3GPP TS 29.571 [13]
	IPv4 Address

	Ipv6Prefix
	3GPP TS 29.571 [13]
	IPv6 Prefix

	Uri
	3GPP TS 29.571 [13]
	Uniform Resource Identifier

	Supi
	3GPP TS 29.571 [13]
	Subscription Permanent Identifier

	Pei
	3GPP TS 29.571 [13]
	Permanent Equipment Identifier

	Gpsi
	3GPP TS 29.571 [13]
	General Public Subscription Identifier

	AccessType
	3GPP TS 29.571 [13]
	Access Type (3GPP or non-3GPP access)

	SupportedFeatures
	3GPP TS 29.571 [13]
	Supported features

	Qfi
	3GPP TS 29.571 [13]
	QoS Flow Identifier

	pduSessionId
	3GPP TS 29.571 [13]
	PDU Session Identifier

	pduSessionType
	3GPP TS 29.571 [13]
	PDU Session Type

	Ambr
	3GPP TS 29.571 [13]
	PDU Session Aggregate Maximum Bit Rate

	5Qi
	3GPP TS 29.571 [13]
	5G QoS Identifier

	Arp
	3GPP TS 29.571 [13]
	Allocation and Retention Priority

	ReflectiveQoSAttribute
	3GPP TS 29.571 [13]
	Reflective QoS Attribute

	Dynamic5Qi
	3GPP TS 29.571 [13]
	QoS characteristics for a 5QI that is neither standardized nor pre-configured. 

	NonDynamic5Qi
	3GPP TS 29.571 [13]
	QoS characteristics that replace the default QoS characteristics for a standardized or pre-configured 5QI. 

	PacketLossRate
	3GPP TS 29.571 [13]
	Packet Loss Rate

	NotificationControl
	3GPP TS 29.571 [13]
	Notification Control

	Dnn
	3GPP TS 29.571 [13]
	Data Network Name

	Snssai
	3GPP TS 29.571 [13]
	Single Network Slice Selection Assistance Information

	NfInstanceId
	3GPP TS 29.571 [13]
	NF Instance Identifier

	UserLocation
	3GPP TS 29.571 [13]
	User Location

	TimeZone
	3GPP TS 29.571 [13]
	Time Zone

	ProblemDetails
	3GPP TS 29.571 [13]
	Error description

	UpSecurity
	3GPP TS 29.571 [13]
	User Plane Security Policy Enforcement information

	RefToBinaryData
	3GPP TS 29.571 [13]
	Cross-Reference to binary data encoded within a binary body part in an HTTP multipart message.

	Guami
	3GPP TS 29.571 [13]
	Globally Unique AMF ID

	BackupAmfInfo
	3GPP TS 29.571 [13]
	Backup AMF Information

	PresenceState
	3GPP TS 29.571 [13]
	Indicates the UE presence in or out of a LADN service area

	TraceData
	3GPP TS 29.571 [13]
	Trace control and configuration parameters

	PlmnId
	3GPP TS 29.571 [13]
	PLMN Identity

	RatType
	3GPP TS 29.571 [13]
	RAT Type

	NgApCause
	3GPP TS 29.571 [13]
	NGAP Cause

	5GMmCause
	3GPP TS 29.571 [13]
	5G MM Cause

	AdditionalQosFlowInfo
	3GPP TS 29.571 [13]
	Additional QoS Flow Information


* * * Next Change * * * *

6.1.6.2.10
Type: PduSessionCreatedData

Table 6.1.6.2.10-1: Definition of type PduSessionCreatedData

	Attribute name
	Data type
	P
	Cardinality
	Description

	pduSessionType
	PduSessionType
	M
	1
	This IE shall indicate the selected PDU type.

	sscMode
	string
	M
	1
	This IE shall indicate the SSC mode applicable to the PDU session. 

When present, it shall be encoded as one character in hexadecimal representation, taking a value of "0" to "9" or "A" to "F", representing the 4 bits of the SSC mode value of the SSC mode IE specified in subclause 9.8.4.10 of 3GPP TS 24.501 [7]. 

Example: SSC mode 3 shall be encoded as "3".

See NOTE.

	hcnTunnelInfo
	TunnelInfo
	M
	1
	This IE shall contain the N9 tunnel information on the home CN side.

	sessionAmbr
	Ambr
	M
	1
	This IE shall contain the Session AMBR granted to the PDU session.

	qosFlowsSetupList
	array(QosFlowSetupItem)
	M
	1..N
	This IE shall contain the set of QoS flow(s) to establish for the PDU session. It shall contain at least the Qos flow associated to the default Qos rule.

	pduSessionId
	PduSessionId
	C
	0..1
	This IE shall be present during an EPS to 5GS Idle mode mobility or handover preparation using the N26 interface. 

When present, it shall be set to the PDU Session ID. 

	sNssai
	Snssai
	C
	0..1
	This IE shall be present during an EPS to 5GS Idle mode mobility or handover using the N26 interface.

When present, it shall contain the S-NSSAI assigned to the PDU session in the Home PLMN.

	enablePauseCharging
	boolean
	C
	0..1
	This IE shall be present, based on operator's policy, to enable the use of Pause of Charging for the PDU session (see subclause 4.4.4 of 3GPP TS 23.502 [3]). 

When present, it shall be set as follows:

- true: enable Pause of Charging; 

- false (default): disable Pause of Charging. 

	ueIpv4Address
	Ipv4Addr
	C
	0..1
	This IE shall be present if the H-SMF assigns a UE IPv4 address to the PDU session. 

	ueIpv6Prefix
	Ipv6Prefix
	C
	0..1
	This IE shall be present if the H-SMF assigns a UE IPv6 prefix to the PDU session.

	n1SmInfoToUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the H-SMF needs to send N1 SM information to the UE that does not need to be interpreted by the V-SMF. When present, this IE shall reference the n1SmInfoToUe binary data (see subclause 6.1.6.4.4). 

	epsPdnCnxInfo
	EpsPdnCnxInfo
	C
	0..1
	This IE shall be present if the PDU session may be moved to EPS during its lifetime.

	epsBearerInfo
	array(EpsBearerInfo)
	C
	1..N
	This IE shall be present if the PDU session may be moved to EPS during its lifetime.

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in subclause 6.1.8 is supported. 

	maxIntegrityProtectedDataRate
	MaxIntegrityProtectedDataRate
	C
	0..1
	This IE shall be present if the upSecurity IE is present and indicates that integrity protection is preferred or required. 

	upSecurity
	UpSecurity
	O
	0..1
	When present, this IE shall indicate the security policy for integrity protection and encryption for the user plane of the PDU session.

	NOTE:
This IE contains information that the V-SMF only needs to transfer to the UE (without interpretation). It is sent as a separate IE rather than within the n1SmInfoToUE binary data because the Selected SSC mode IE is defined as a "V" IE (i.e. without a Type field) in the NAS PDU Session Establishment Accept message. 


* * * Next Change * * * *

6.1.6.2.22
Type: QosFlowProfile

Table 6.1.6.2.22-1: Definition of type QosFlowProfile

	Attribute name
	Data type
	P
	Cardinality
	Description

	5qi
	5Qi
	M
	1
	This IE shall contain the 5G QoS Identifier (5QI) of the QoS flow.

	nonDynamic5Qi
	NonDynamic5Qi
	C
	0..1
	When present, this IE shall indicate the QoS Characteristics for a standardized or pre-configured 5QI for downlink and uplink.

See NOTE 1.

	dynamic5Qi
	Dynamic5Qi
	C
	0..1
	When present, this IE shall indicate the QoS Characteristics for a Non-standardised or not pre-configured 5QI for downlink and uplink.

See NOTE 1.

	arp
	Arp
	C
	0..1
	This IE shall be present when establishing a QoS flow; it may be present when modifying a QoS flow.

When present, this IE shall contain the Allocation and Retention Priority (ARP) assigned to the QoS flow.

	gbrQosFlowInfo
	GbrQosFlowInformation
	C
	0..1
	This IE shall be present when establishing a GBR QoS flow or if the GBR QoS flow information is modified.

	rqa
	ReflectiveQoSAttribute
	O
	0..1
	This IE may be present for a non-GBR QoS flow and it shall be ignored otherwise. When present, it shall indicate whether certain traffic on this QoS flow may be subject to Reflective QoS. 

	additionalQosFlowInfo
	AdditionalQosFlowInfo
	O
	0..1
	This IE may be present for a non-GBR QoS flow. When present, this IE indicates that traffic for this QoS flow is likely to appear more often than traffic for other flows established for the PDU session. See subclause 9.3.1.12 of 3GPP TS 38.413 [9]. 

	NOTE 1:
Either the nonDynamic5Qi IE or the dynamic5Qi IE may be present when establishing a QoS flow. Either the nonDynamic5Qi IE or the dynamic5Qi IE may be present when modifying a QoS flow; when present, the received nonDynamic5Qi IE or dynamic5Qi IE shall replace any value received previously for this IE. 


* * * Next Change * * * *

6.1.6.3.x
Enumeration: MaxIntegrityProtectedDataRate
Table 6.1.6.3.x-1: Enumeration MaxIntegrityProtectedDataRate
	Enumeration value
	Description

	"64_KBPS"
	64 kbps

	"MAX_UE_RATE"
	Full data rate


* * * Next Change * * * *

6.1.6.4.3
N2 SM Information

N2 SM Information shall encode NG Application Protocol (NGAP) IEs, as specified in subclause 9.3 of 3GPP TS 38.413 [9] (ASN.1 encoded), using the vnd.3gpp.ngap content-type.
N2 SM Information may encode any NGAP SMF related IE specified in 3GPP TS 38.413 [9], as summarized in Table 6.1.6.4.3-1. 

Table 6.1.6.4.3-1: N2 SM Information content

	N2 SM IE
	Reference

(3GPP TS 38.413 [9])
	Related NGAP message

	PDU Session Resource Setup Request Transfer 
	9.3.4.1
	PDU Session Resource Setup Request
Initial Context Setup Request
Handover Request

	PDU Session Resource Setup Response Transfer
	9.3.4.2
	PDU Session Resource Setup Response
Initial Context Setup Response

	PDU Session Resource Setup Unsuccessful Transfer
	9.3.4.16
	PDU Session Resource Setup Response

Initial Context Setup Response

	
	
	

	PDU Session Resource Release Command Transfer
	9.3.4.12
	PDU Session Resource Release Command

	PDU Session Resource Release Response Transfer
	9.3.4.21
	PDU Session Resource Release Response

	PDU Session Resource Modify Request Transfer
	9.3.43
	PDU Session Resource Modify Request

	PDU Session Resource Modify Response Transfer
	9.3.4.4
	PDU Session Resource Modify Response

	PDU Session Resource Modify Unsuccessful Transfer
	9.3.4.17
	PDU Session Resource Modify Response

	PDU Session Resource Notify Transfer
	9.3.4.5
	PDU Session Resource Notify

	PDU Session Resource Notify Released Transfer
	9.3.4.13
	PDU Session Resource Notify

	PDU Session Resource Modify Indication Transfer
	9.3.4.6
	PDU Session Resource Modify Indication

	PDU Session Resource Modify Confirm Transfer
	9.3.4.7
	PDU Session Resource Modify Confirm

	Path Switch Request Transfer
	9.3.4.8
	Path Switch Request

	Path Switch Request Setup Failed Transfer
	9.3.4.15
	Path Switch Request

	Path Switch Request Acknowledge Transfer
	9.3.4.9
	Path Switch Request Acknowledge

	Path Switch Request Unsuccessful Transfer
	9.3.4.20
	Path Switch Request Acknowledge

Path Switch Request Failure

	Handover Required Transfer
	9.3.4.14
	Handover Required

	Handover Request Acknowledge Transfer
	9.3.4.11
	Handover Request Acknowledge

	Handover Resource Allocation Unsuccessful Transfer
	9.3.4.19
	Handover Request Acknowledge

	Handover Command Transfer
	9.3.4.10
	Handover Command

	Handover Preparation Unsuccessful Transfer
	9.3.4.18
	Handover Command

	
	
	

	
	
	


* * * Next Change * * * *

A.2
Nsmf_PDUSession API

openapi: 3.0.0

[…]

    PduSessionCreatedData:

      type: object

      properties:

        pduSessionType:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionType'

        sscMode:

          type: string

        hcnTunnelInfo:

          $ref: '#/components/schemas/TunnelInfo'

        sessionAmbr:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ambr'

        qosFlowsSetupList:

          type: array

          items:

            $ref: '#/components/schemas/QosFlowSetupItem'

          minItems: 1

        pduSessionId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'

        sNssai:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'

        enablePauseCharging:

          type: boolean

          default: false

        ueIpv4Address:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'

        ueIpv6Prefix:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Prefix'

        n1SmInfoToUe:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'

        epsPdnCnxInfo:

          $ref: '#/components/schemas/EpsPdnCnxInfo'

        epsBearerInfo:

          type: array

          items:

            $ref: '#/components/schemas/EpsBearerInfo'

          minItems: 1

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        maxIntegrityProtectedDataRate:

          $ref: '#/components/schemas/MaxIntegrityProtectedDataRate'
        upSecurity:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/UpSecurity'
      required:

        - pduSessionType

        - sscMode

        - hcnTunnelInfo

        - sessionAmbr

        - qosFlowsSetupList

[…]

    QosFlowProfile:

      type: object

      properties:

        5qi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/5Qi'

        nonDynamic5Qi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/NonDynamic5Qi'

        dynamic5Qi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dynamic5Qi'

        arp:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Arp'

        gbrQosFlowInfo:

          $ref: '#/components/schemas/GbrQosFlowInformation'

        rqa:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/ReflectiveQoSAttribute'
        additionalQosFlowInfo:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/AdditionalQosFlowInfo'
      required:

        - 5qi
[…]

    N2SmInfoType:

      anyOf:

      - type: string

        enum:

          - PDU_RES_SETUP_REQ
          - PDU_RES_SETUP_RSP
          - PDU_RES_SETUP_FAIL
          - PDU_RES_REL_CMD
          - PDU_RES_REL_RSP
          - PDU_RES_MOD_REQ
          - PDU_RES_MOD_RSP
          - PDU_RES_MOD_FAIL
          - PDU_RES_NTY
          - PDU_RES_NTY_REL
          - PDU_RES_MOD_IND
          - PDU_RES_MOD_CFM
          - PATH_SWITCH_REQ
          - PATH_SWITCH_SETUP_FAIL
          - PATH_SWITCH_REQ_ACK
          - PATH_SWITCH_REQ_FAIL
          - HANDOVER_REQUIRED
          - HANDOVER_CMD

          - HANDOVER_PREP_FAIL
          - HANDOVER_REQ_ACK
          - HANDOVER_RES_ALLOC_FAIL
      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - PDU_RES_SETUP_REQ
        - PDU_RES_SETUP_RSP
        - PDU_RES_SETUP_FAIL
        - PDU_RES_REL_CMD
        - PDU_RES_REL_RSP
        - PDU_RES_MOD_REQ

        - PDU_RES_MOD_RSP
        - PDU_RES_MOD_FAIL
        - PDU_RES_NTY
        - PDU_RES_NTY_REL
        - PDU_RES_MOD_IND
        - PDU_RES_MOD_CFM
        - PATH_SWITCH_REQ
        - PATH_SWITCH_SETUP_FAIL
        - PATH_SWITCH_REQ_ACK
        - PATH_SWITCH_REQ_FAIL
        - HANDOVER_REQUIRED
        - HANDOVER_CMD
        - HANDOVER_PREP_FAIL
        - HANDOVER_REQ_ACK
        - HANDOVER_RES_ALLOC_FAIL
    MaxIntegrityProtectedDataRate':

      anyOf:

      - type: string

        enum:

          - 64_KBPS
          - MAX_UE_RATE
      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

          - 64_KBPS

          - MAX_UE_RATE

[…]

* * * End of Changes * * * *
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