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IETF RFC 5789: "PATCH Method for HTTP" contains the following statements:

2.  The PATCH Method

…

   The server MUST apply the entire set of changes atomically and never

   provide (e.g., in response to a GET during this operation) a

   partially modified representation.  If the entire patch document

   cannot be successfully applied, then the server MUST NOT apply any of

   the changes.  The determination of what constitutes a successful

   PATCH can vary depending on the patch document and the type of

   resource(s) being modified.  For example, the common 'diff' utility

   can generate a patch document that applies to multiple files in a

   directory hierarchy.  The atomicity requirement holds for all

   directly affected files.

(This text is applicable both for JSON PATCH and JSON merge PATCH)
This conflicts with the extensibility concept of 3GPP that assumes that unknown information is ignored by the recipient.

This contribution suggests some possible solutions for this issue for discussion.

Once there is agreement on a way forward, Nokia intends to bring related CRs implementing that decision.

Proposal 1:
Specify (e.g. in TS 29.500) that PATCH operations on unknown data shall be ignored rather than considered unsuccessful.

Proposal 2:

Mandate (e.g. in TS 29.501) that all optional data (also including all data added in subsequent releases) that can be patched are assigned a supported feature, and that the feature negotiation according to subclause 6.6.2 of TS 29.500 is applied prior to the PATCH operation to avoid that the server receives any unknown data.
Proposal 3:

Mandate that all optional data (also including all data added in subsequent releases) that can be patched are assigned a supported feature, and that the feature negotiation according to subclause 6.6.2 of TS 29.500 is applied either prior to the PATCH operation to avoid that the server receives any unknown data or within the PATCH Operation.

If the PATCH operation fails because of unknown data the server indicates its supported features (encoding tbd, e.g. an extension to the ProblemDetails data structure), and the client reattempts the PATCH, omitting any data related to unsupported features.

Discussion and Conclusion:

Proposal 1 could be considered a certain deviation from IETF, but if PATCH is implemented on application level this may be no huge concern. However, it avoids the problems with the other proposals as outlined below.
Proposal 2 is likely to limiting for certain services, in particular data base operations as specified in CT4.

Proposal 3 has the disadvantage of extra signalling.

Proposal 1 is thus recommended.

