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	Reason for change:
	There are a number of open Editor's Note in TS 29.501. The following editor's notes are resolved with the reason provided below.
1. Clause 4.4.1 

Editor's Note:
The use of an optional deployment-specific string is ffs.

It is better to provide some mechanism to define deployment specific naming in the API root for better management of API namespace by different operators. Hence it is proposed to remove this editor's note.

2. Clause 4.6.1.1.4 and 4.6.2.3

Editor's Note:
It is ffs whether "200 OK"may be returned on success and what the payload body of the DELETE response shall contain if so. 

It should be noted that this EN was origianally added to keep it open for conveying server specific information in DELETE response, for use cases like conveying PCO information from SMF for PDU session release case. However for covering such use cases session releases are modelled using POST. DELETE is used only for use cases where just a resource deletion is needed. A detailed study of the use of DELETE in all the following specification is done and it is observed that in none of the cases 200 OK is used. Hence it is proposed to remove this editor's note and specify 204 No content as the only 2xx cause code for DELETE. 

List of specifications checked:

29.502, 29.503, 29.504, 29.505, 29.507, 29.508, 29.509, 29.510, 29.511, 29.512, 29.513, 29.514, 29.518, 29.519, 29.520, 29.521, 29.522, 29.531, 29.540, 29.571,
29.551, 29.554, 29.561 and 29.573.
The EN in 4.6.2.3 is misplaced. The clause talks about POST notifications whereas the EN is about DELETE. So this can be removed straightaway.

3. Clause 4.9.6

Editor's Note: It is FFS on the definition of "small" and "large" of the resource representation size.

CT4 already agreed for the security requirements that the size of the JSON payload shall not exceed 128000 bytes. Considering this CT4 can define a limit of 64000 bytes to consider the JSON resource representation as small and anything between 64000 and 128000 as large. Correspondingly it is proposed to remove this EN.

4. Clause 4.9.6

Editor's Note: It is FFS whether the NF Service Consumer needs to indicate to the server that server can use server push, to ensure that the server does so only when really required (this is to avoid having the server to "speculate" on what the client may need). The use of the HTTP Server Push may need to be negotiated per API.

Clarify that in R15 server push mechanism is not used. Add a guideline that if a server push mechanism is deemed necessary, it shall only be done by a server if the client indicates that it is ready to accept server pushes. Correspondingly remove the EN.

	
	

	Summary of change:
	As clarified in the reason for change
1. Remove the EN in 4.4.1

2. Remove the EN in 4.6.1.1.4 and4.6.2.3

3. Clarify what is small payload and what is large payload in 4.9.6. Clarify that server push shall be used only if client indicates support and in this release server push is not used. Correspondingly remove the ENs.
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* * * First Change * * * *

4.4.1
Resource URI structure

Resources are either individual resources, or structured resources that can contain child resources. It is recommended to design each resource following one of the archetypes provided in the Annex C.
A URI uniquely identifies a resource. In the 5GC SBI APIs the resource URI structure shall be specified as follows:

{apiRoot}/{apiName}/{apiVersion}/{apiSpecificResourceUriPart}

"apiRoot" shall be a concatenation of the following parts:

-
scheme ("http://" or "https://") 

Editor's note: The choice of scheme depends on SA3 requirements. 
-
authority (host and optional port) as defined in IETF RFC 3986 [9]

-
an optional deployment-specific string that starts with a "/" character.


"apiName" shall define the name of the API. 

"apiVersion" shall indicate  the 1st Field (MAJOR) of the version of the API. See also subclause 4.3.1.3.

While "apiRoot", "apiName" and "apiVersion" together define the base URI of the API, each "apiSpecificResourceUriPart" defines a resource URI of the API relative to the base URI.
* * * Next Change * * * *

4.6.1.1.4
Deleting a Resource

Procedures that allow a service consumer NF (client) to delete a resource from the server shall be specified to use the HTTP DELETE method (see IETF RFC 7231 [6]).

Figure 4.6.1.1.4-1 illustrates deleting a resource.
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Figure 4.6.1.1.4-1: Deleting a resource

The resource that is to be deleted is identified by the request URI. 

The payload body of the DELETE request shall be empty.

On success, "204 No Content" should be returned and then the payload body of the DELETE response shall be empty. 


On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the DELETE response body (see subclause 4.8).
* * * Next Change * * * *

4.6.2.3
Notifications

The HTTP method for the notification that corresponds to an explicit subscription shall be POST (see IETF RFC 7231 [6]). 

NOTE:
Subclause 5.3.7 describes how to encode Notifications in OpenAPI specification files.
Figure 4.6.2.3-1 illustrates a notification.
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Figure 4.6.2.3-1: Notification 

1.
The callback reference provided during creation of the subscription resource, or otherwise known from implicit subscription, is used as the request URI. The callback reference for implicit subscriptions are obtained from the NRF. When an NF / NF service registers with the NRF, the default notification subscriptions along with the callback URI for receiving those notifications may be provided (see subclause 6.1.6.2.3 of 3GPP TS 29.510 [18]).

The payload body of the POST request shall contain the notification payload.

2.
On success, "204 No Content" shall be returned and the payload body of the POST response shall be empty. 


On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PUT response body (see subclause 4.8).

* * * Next Change * * * *

4.9.6
Criteria for choosing the transfer method

The following considerations may be used to determine which method to use transfer multiple resources to a NF Service Consumer.

If the size of the representation of each resource is small, direct delivery is preferred. If the number of resources to be returned is large, the NF Service Producer may choose iterative delivery.
NOTE 1:
For this release of this specification, a JSON payload size less than 64000 bytes is considered as not large and a JSON payload size between 64000 bytes and 128000 bytes is considered as large.
If the size of the representation of each resource is large, indirect delivery is preferred. If the NF Service Producer supports HTTP/2 Server Push, then:

-
when SETTINGS_ENABLE_PUSH parameter with value "1" has been received from the NF Service Consumer, as specified in IETF RFC 7540 [13], it should choose HTTP/2 Server Push to deliver the resource.

-
when SETTINGS_ENABLE_PUSH parameter with value "0" has been received from the NF Service Consumer, as specified in IETF RFC 7540 [13], it must not choose HTTP/2 Server Push to deliver the resources.

-
when SETTINGS_ENABLE_PUSH parameter has not been received from the NF Service Consumer, as specified in IETF RFC 7540 [13], it may decide whether to use HTTP/2 Server push or not, depending on other factors, e.g. operator policy, whether the client and server pertain to the same PLMN, etc.
An NF Service Producer shall use HTTP/2 Server Push only if the NF Service Consumer (client) indicated support for accepting server pushed resource representations, via the Supported Features negotiation as specified in subclause 6.6.2 of 3GPP TS 29.500 [2].
NOTE 2:
In this release of this specification the server push mechanism is not used.



* * * End of Changes * * * *

_1599289653.vsd
NF service consumer


NF service producer


1. DELETE …/resource ()


2. 204 No Content ()



_1599289658.vsd
NF service consumer
(taking the role of a HTTP server)


NF service producer
(taking the role of a HTTP client)


1. POST {callback_ref} (Notification)


2. 204 No Content



