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* * * First Change * * * *

5.2.3.2.1
General
The 3GPP NF Services shall support the HTTP custom headers specified in Table 5.2.3.2-1 below. A description of each custom header and the normative requirements on when to include them are also provided in Table 5.2.3.2-1.

Table 5.2.3.2-1: Mandatory HTTP custom headers

	Name
	Reference
	Description

	3gpp-Sbi-Message-Priority
	Subclause 5.2.3.2.1
	This header is used to specify the HTTP/2 message priority for 3GPP service based interfaces. This header shall be included in HTTP/2 messages when a priority for the message needs to be conveyed (e.g HTTP/2 messages related to Multimedia Priority Sessions).

	3gpp-Sbi-Notification
	Subclause 5.2.3.2.x
	This header is used to indicate if a HTTP/2 message is a notification. This header shall be included in HTTP POST messages for notifications to an NF service consumer in another PLMN via the SEPP.


* * * Next Change * * * *

5.2.3.2.x
3gpp-Sbi-Notification

The header contains the type of notification. The value for the notificaition type is a string used by a PLMN to identify a particular type of notification, typically the name of the notify service operation.
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Notification header field  = "3gpp-Sbi-Notification" ":" OWS notiftype
notiftype = 1*notifchar

notifchar = "-" / "_" / DIGIT / ALPHA
An example is: 3gpp-Sbi-Notification: Nnrf_NFManagement_ NFStatusNotify.
* * * End of Changes * * * *

