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6.3.6.2.7
Type: AuthEvent

Table 6.3.6.2.7-1: Definition of type AuthEvent
	Attribute name
	Data type
	P
	Cardinality
	Description

	nfInstanceId
	NfInstanceId
	M
	1
	Identifier of the NF instance where the authentication occurred

	success
	Success
	M
	1
	true indicates success; false indicates no success

	timeStamp
	DateTime
	M
	1
	time stamp of the authentication

	authType
	AuthType
	M
	1
	string
Authentication Type ("EAP_AKA_PRIME" or "5G_AKA")

	sorUri
	Uri
	O
	0..1
	A Uri provided by the AUSF function to be used by the UDM function for protection of sor data by invoking Nausf_SoRProtection service.of AUSF(see 3GPP TS 29.509[xx])
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