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	Reason for change:
	In 3GPP TS 23.502, during PDU session establishment procedure for "emergency session", Session Management Function (SMF) shall behave differently for non-roaming users and roaming users, as specified in step 4 of subclause 4.3.2.2.1:
[…]
4.
If Request Type in step 3 indicates neither "Emergency Request" nor "Existing Emergency PDU Session" and, if the SMF has not yet registered for this PDU Session ID, then the SMF registers with the UDM using Nudm_UECM_Registration (SUPI, DNN, PDU Session ID) for a given PDU Session. As a result, the UDM stores following information: SUPI, SMF identity, SMF address and the associated DNN and PDU Session ID. The UDM may further store this information in UDR by Nudr_DM_Update (SUPI, Subscription Data, UE context in SMF data). If Session Management Subscription data for corresponding SUPI, DNN and S-NSSAI is not available, then SMF retrieves the Session Management Subscription data using Nudm_SDM_Get (SUPI, Session Management Subscription data, DNN, S-NSSAI) and subscribes to be notified when this subscription data is modified using Nudm_SDM_Subscribe (SUPI, Session Management Subscription data, DNN, S-NSSAI). UDM may get this information from UDR by Nudr_DM_Query (SUPI, Subscription Data, Session Management Subscription data, DNN, S-NSSAI) and may subscribe to notifications from UDR for the same data by Nudr_DM_subscribe. The S-NSSAI used with the UDM is the S-NSSAI with value for the HPLMN.

The SMF may use DNN Selection Mode when deciding whether to retrieve the Session Management Subscription data e.g. in case the (DNN, S-NSSAI) is not explicitly subscribed, the SMF may use local configuration instead of Session Management Subscription data.


If the Request Type received in step 3 indicates "Emergency Request"

-
For an authenticated non-roaming UE, based on operator configuration (e.g. related with whether the operator uses a fixed SMF for Emergency calls, etc.), the SMF may register in the UDM using Nudm_UECM_Registration (SUPI, PDU Session ID, Indication of Emergency Services) for a given PDU Session that is applicable for emergency services. As a result, the UDM shall store the SMF address and the applicable PDU Session for Emergency services.
-
For an unauthenticated UE or a roaming UE, the SMF shall not register in the UDM for a given PDU Session.
[…]
To behave differently according to the above definition, the SMF needs to identify whether a UE is an unauthenticated UE, a non-roaming UE or a roaming UE.

Currently AMF already passing the "unauthenticatedSupi" indicator so SMF could learn that the UE is authenticated or not with the indication, but the roaming state of the UE is not passed by AMF.

There may be solutions for SMF to derived the roaming state using extra logic, like to compare the PLMN (MCC/MNC) in the SUPI with the serving PLMN, but this complicates the SMF implementation and conflicts with the SBA functional distribution that AMF manages the UE mobility aspects. Furthermore, In certain network sharing scenarios, serving PLMN and PLMN in SUPI might be different even when non-roaming. Thus this approach is neither efficient nor safe.
This CR propose to let AMF to indicate the roaming state of the UE, as the network function for UE access and mobility management.

	
	

	Summary of change:
	Add a "roamingUe" indication in SM Context Create service operation.

	
	

	Consequences if not approved:
	SMF cannot identify whether the UE is roaming or non-roaming and cannot behave differently. Stage 2 requirement cannot be fulfilled.
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* * * First Change * * * *

6.1.6.2.2
Type: SmContextCreateData

Table 6.1.6.2.2-1: Definition of type SmContextCreateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	supi
	Supi
	C
	0..1
	This IE shall be present, except if the UE is emergency registered and UICCless. 

When present, it shall contain the subscriber permanent identify. 

	unauthenticatedSupi
	boolean
	C
	0..1
	This IE shall be present if the SUPI is present in the message but is not authenticated and is for an emergency registered UE.

When present, it shall be set as follows:

- true: unauthenticated SUPI;

- false (default): authenticated SUPI.

	roamingUe
	boolean
	C
	0..1
	This IE shall be present and set to true if the UE is a romaing UE, see NOTE.
When present, it shall be set as follows:

- true: the UE is an authenticated roaming UE;

- false (default): the UE is an authenticated non-roaming UE.

	pei
	Pei
	C
	0..1
	This IE shall be present if the UE is emergency registered and it is either UIClless or the SUPI is not authenticated. 

For all other cases, this IE shall be present if it is available. 

When present, it shall contain the permanent equipment identifier.

	gpsi
	Gpsi
	C
	0..1
	This IE shall be present if it is available. When present, it shall contain the user's GPSI. 

	pduSessionId
	PduSessionId
	C
	0..1
	This IE shall be present, except during an EPS to 5GS Idle mode mobility or handover using the N26 interface. 

When present, it shall contain the PDU Session ID.

	dnn
	Dnn
	C
	0..1
	This IE shall be present, except during an EPS to 5GS Idle mode mobility or handover using the N26 interface.

When present, it shall contain the requested DNN. 

	sNssai
	Snssai
	C
	0..1
	This IE shall be present, except during an EPS to 5GS idle mode mobility or handover using the N26 interface.

When present, it shall contain the requested S-NSSAI for the serving PLMN. This corresponds to an S-NSSAI from the allowed NSSAI.

	hplmnSnssai
	Snssai
	C
	0..1
	This IE shall be present for a HR PDU session, except during an EPS to 5GS idle mode mobility or handover using the N26 interface.

When present, it shall contain the requested S-NSSAI for the HPLMN. This corresponds to an S-NSSAI from the subscribed S-NSSAI corresponding to the SNSSAI value included in the sNssai IE.

	servingNfId
	NfInstanceId
	M
	1
	This IE shall contain the identifier of the serving NF (e.g. serving AMF).

	guami
	Guami
	C
	0..1
	This IE shall contain the serving AMF's GUAMI.
It shall be included if the NF service consumer is an AMF.

	requestType
	RequestType
	C
	0..1
	This IE shall be present if the request relates to an existing PDU session or an existing emergency PDU session, except during an EPS to 5GS idle mode mobility or handover using the N26 interface. It may be present otherwise.

When present, it shall indicate whether the request refers to a new PDU session or emergency PDU session, or to an existing PDU session or emergency PDU session.

	n1SmMsg
	RefToBinaryData
	C
	0..1
	This IE shall be present and reference the N1 SM Message binary data (see subclause 6.1.6.4.2), except during an EPS to 5GS Idle mode mobility or handover using N26.

	anType
	AccessType
	M
	1
	This IE shall indicate the Access Network Type to which the PDU session is to be associated.

	presenceInLadn
	PresenceState
	C
	0..1
	This IE shall be present if the DNN corresponds to a LADN. When present, it shall be set to "IN" or "OUT" to indicate that the UE is in or out of the LADN service area.

	ueLocation
	UserLocation
	C
	0..1
	This IE shall contain the UE location information, if it is available.

	ueTimeZone
	TimeZone
	C
	0..1
	This IE shall contain the UE Time Zone, if it is available.

	addUeLocation
	UserLocation
	O
	0..1
	Additional UE location. 

This IE may be present, if anType indicates a non-3GPP access and valid 3GPP access user location information is available. 

When present, it shall contain the last known 3GPP access user location. 

	addUeLocTime
	DateTime
	C
	0..1
	Additional UE location timestamp. 

This IE shall be present if the addUeLocation IE is present. When present, it shall indicate the UTC time when the addUeLocation information was acquired. 

	smContextStatusUri
	Uri
	M
	1
	This IE shall include the callback URI to receive notification of SM context status.

	hSmfUri
	Uri
	C
	0..1
	This IE shall be present in HR roaming scenarios. When present, it shall contain the URI of the Nsmf_PDUSession service of the selected H-SMF. The URI shall be formatted as specified in subclause 6.1.1.

	oldPduSessionId
	PduSessionId
	C
	0..1
	This IE shall be present if this information is received from the UE.

When present, it shall contain the old PDU Session ID received from the UE. See subclauses 4.3.2.2.1 and 4.3.5.2 of 3GPP TS 23.502 [3]. 

	pduSessionsActivateList
	array(PduSessionId)
	C
	0..N
	This IE shall be present, during an EPS to 5GS Idle mode mobility using the N26 interface, if received in the Registration Request from the UE. 

When present, it shall be set as received in the Registration Request. It indicates all the PDU session(s) requested to be re-activated by the UE. 

	ueEpsPdnConnection
	EpsPdnCnxContainer
	C
	0..1
	This IE shall be present, during an EPS to 5GS Idle mode mobility or handover using the N26 interface. 

When present, it shall contain an MME/SGSN UE EPS PDN connection including the EPS bearer context(s).

	hoState
	HoState
	C
	0..1
	This IE shall be present during an EPS to 5GS handover using N26 interface, to request the preparation of a handover of the PDU session.

When present, it shall be set as specified in subclause 5.2.2.2.3.

	additionalHsmfUri
	array(Uri)
	O
	0..N
	This IE may be present in HR roaming scenarios. When present, it shall contain an array of URI of the Nsmf_PDUSession service of the additional H-SMFs discovered by the AMF for the given DNN, hplmnSnssai and for this PDU session. If provided, the V-SMF shall use these additional H-SMF(s) if the V-SMF is not able to receive any response from the H-SMF identified by hSmfUri.
The URI shall be formatted as specified in subclause 6.1.1.

	pcfId
	NfInstanceId
	O
	0..1
	When present, this IE shall contain the identifier of the PCF selected by the AMF for the UE (for Access and Mobility Policy Control); it shall be the V-PCF in LBO roaming and the H-PCF in HR roaming.

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in subclause 6.1.8 is supported. 

	selMode
	DnnSelectionMode
	C
	0..1
	This IE shall be present if it is available. When present, it shall indicate whether the requested DNN corresponds to an explicitly subscribed DNN or to the usage of a wildcard subscription. 

	backupAmfInfo
	array(BackupAmfInfo)
	C
	0..N
	This IE shall be included if the NF service consumer is an AMF and the AMF supports the AMF management without UDSF for the following cases:

- First interaction with SMF.
- Modification of the BackupAmfInfo.

	NOTE:
For an emergency PDU session, the SMF shall not register in the UDM for this PDU Session, if the UE is an unauthenticated UE or a roaming UE; the SMF may register this PDU session in the UDM for emergency services, if the UE is an authenticated non-roaming UE, based on operator configuration (e.g. related with whether the operator uses a fixed SMF for Emergency calls, etc.).



* * * Next Change * * * *

A.2
Nsmf_PDUSession API

[…]
#

# STRUCTURED DATA TYPES

#

    SmContextCreateData:

      type: object

      properties:

        supi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'

        unauthenticatedSupi:

          type: boolean

          default:  false

        roamingUe:

          type: boolean

          default:  false

        pei:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'

        gpsi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'

        pduSessionId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'

        dnn:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'

        sNssai:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'

        hplmnSnssai:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'

        servingNfId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'

        guami:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Guami'

        requestType:

          $ref: '#/components/schemas/RequestType'

        n1SmMsg:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'

        anType:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        presenceInLadn:

          $ref: 'TS29518_Namf_EventExposure.yaml#/components/schemas/PresenceState'

        ueLocation:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'

        ueTimeZone:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/TimeZone'

        addUeLocation:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'

        addUeLocTime:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'

        smContextStatusUri:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'

        hSmfUri:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'

        additionalHsmfUri:

          type: array

          items: 

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'

        oldPduSessionId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'

        pduSessionsActivateList:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'

          minItems: 0

        ueEpsPdnConnection:

          $ref: '#/components/schemas/EpsPdnCnxContainer'

        hoState:

          $ref: '#/components/schemas/HoState'

        pcfId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        selMode:

          $ref: '#/components/schemas/DnnSelectionMode'
        backupAmfInfo:

          type: array

          items:

            $ref: '#/components/schemas/BackupAmfInfo'

      required:

        - servingNfId

        - anType

        - smContextStatusUri

[…]
* * * End of Changes * * * *

