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*** 1st Change ***

5.2.7.1
General

This subclause describes the HTTP status codes usage on SBI.

HTTP status codes are carried in ":status" pseudo header field in HTTP/2, as defined in subclause 8.1.2.4 in IETF RFC 7540 [7].

Table 5.2.7.1-1 specifies HTTP status codes per HTTP method which shall be supported on SBI. Support of an HTTP status code shall be:

-
mandatory, which is marked in table as "M". This means that all 3GPP NFs shall support the processing of the specific HTTP status code for the specific HTTP method, when received in a HTTP response message. In such cases the 3GPP NF shall also support the handling of the "ProblemDetails" JSON object with the Content-Type header field set to the value "application/problem+json" for HTTP status codes 4xx and 5xx, if the corresponding API definition in the related technical specification does not specify another response body for the corresponding status code;

-
service specific, which is marked in table as "SS" and means that the requirement to process the HTTP status code depends on the definition of the specific API; or
-
not applicable, which is marked in table as "N/A". This means that the specific HTTP status code shall not be used for the specific HTTP method within the 3GPP NFs.

Table 5.2.7.1-1: HTTP status code supported on SBI

	HTTP status code
	HTTP method

	
	DELETE
	GET
	PATCH
	POST
	PUT

	100 Continue
	N/A
	N/A
	N/A
	N/A
	N/A

	200 OK (NOTE 1)
	SS
	M
	SS
	SS
	SS

	201 Created
	N/A
	N/A
	N/A
	SS
	SS

	202 Accepted
	SS
	N/A
	SS
	SS
	SS

	204 No Content (NOTE 2)
	M
	N/A
	SS
	SS
	SS

	300 Multiple Choices
	N/A
	N/A
	N/A
	N/A
	N/A

	303 See Other
	SS
	SS
	N/A
	SS
	SS

	307 Temporary Redirect
	SS
	SS
	SS
	SS
	SS

	308 Permanent Redirect
	SS
	SS
	SS
	SS
	SS

	400 Bad Request
	M
	M
	M
	M
	M

	403 Forbidden
	SS
	SS
	SS
	SS
	SS

	404 Not Found
	SS
	SS
	SS
	SS
	SS

	405 Method Not Allowed
	SS
	SS
	SS
	SS
	SS

	406 Not Acceptable
	N/A
	N/A
	N/A
	N/A
	N/A

	408 Request Timeout
	SS
	SS
	SS
	SS
	SS

	409 Conflict
	N/A
	N/A
	SS
	SS
	SS

	410 Gone
	SS
	SS
	SS
	SS
	SS

	411 Length Required
	N/A
	N/A
	M
	M
	M

	412 Precondition Failed
	SS
	SS
	SS
	SS
	SS

	413 Payload Too Large
	N/A
	N/A
	M
	M
	M

	414 URI Too Long
	N/A
	M
	N/A
	N/A
	N/A

	415 Unsupported Media Type
	N/A
	N/A
	M
	M
	M

	500 Internal Server Error
	M
	M
	M
	M
	M

	501 Not Implemented
	SS
	SS
	SS
	SS
	SS

	503 Service Unavailable
	M
	M
	M
	M
	M

	504 Gateway Timeout
	SS
	SS
	SS
	SS
	SS

	

	NOTE 1:
"200 OK" response used on SBI shall contain body.

NOTE 2:
If the NF acting as an HTTP Client receives 2xx response code not appearing in table, the NF shall treat the received 2xx response:
- as "204 No Content" if 2xx response does not contain body; and
- as "200 OK" if 2xx response contains body.


*** End of Changes ***

