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1. Introduction
The Protocol Stack subclause of the new N32 specification needs to be specified.
2. Reason for Change
Specify the Protocol Stack subclause of the N32 TS
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.xxx.
* * * First Change * * * *
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* * * Next Change * * * *

4.2
Protocol Stack
4.2.1
General
The protocol stack for the N32 interface is shown below in Figure 4.2.1-1

[image: image1.emf]Application

HTTP/2

TCP

IP

L2

TLS


Figure 4.2.1-1: N32 Protocol Stack
The N32 interfaces (N32-c and N32-f) use HTTP/2 protocol (see subclause 4.2.2) with JSON (see subclause 4.2.4) as the application layer serialization protocol. For the security protection at the transport layer, the SEPPs shall support TLS as specified in 3GPP TS 33.501 [6].
* * * Next Change * * * *

4.2.2
HTTP/2 Protocol

4.2.2.1
General
HTTP/2 as described in IETF RFC 7540 [x1] shall be used for N32 interface.
4.2.2.2
HTTP standard headers
The HTTP request standard headers and the HTTP response standard headers that shall be supported on the N32 interface are defined in Table 4.2.2.2-1 and in Table 4.2.2.2-2 respectively.
Table 4.2.2.2-1: Mandatory to support HTTP request standard headers

	Name
	Reference
	Description

	Accept
	IETF RFC 7231 [x3]
	This header is used to specify response media types that are acceptable.

	Accept-Encoding
	IETF RFC 7231 [x3]
	This header may be used to indicate what response content-encodings (e.g gzip) are acceptable in the response.

	Content-Length
	IETF RFC 7230 [x4]
	This header is used to provide the anticipated size, as a decimal number of octets, for a potential payload body.

	Content-Type
	IETF RFC 7231 [x3]
	This header is used to indicate the media type of the associated representation.


Table 4.2.2.2-2: Mandatory to support HTTP response standard headers

	Name
	Reference
	Description

	Content-Length
	IETF RFC 7230 [x4]
	This header may be used to provide the anticipated size, as a decimal number of octets, for a potential payload body.

	Content-Type
	IETF RFC 7231 [x3]
	This header shall be used to indicate the media type of the associated representation.

	Content-Encoding
	IETF RFC 7231 [x3]
	This header may be used in some responses to indicate to the HTTP/2 client the content encodings (e.g gzip) applied to the response body beyond those inherent in the media type.


4.2.2.3
HTTP custom headers
The HTTP custom headers specified in subclause 5.2.3 3GPP TS 29.500 [4] shall be supported on the N32 interface.
4.2.2.4
HTTP/2 connection management
Each SEPP initiates HTTP/2 connections towards its peer SEPP for the following purposes
-
N32-c interface

-
N32-f interface

The scope of the HTTP/2 connection used for the N32-c interface is short-lived. Once the initial handshake is completed the connection is torn down as specified in 3GPP TS 33.501 [6]. The HTTP/2 connection for any subsequent periodic exchange of parameters or for negotiating capabilities shall be established and torn down on a need basis. The HTTP/2 connection used for N32-c is end to end between the SEPPs.
The scope of the HTTP/2 connection used for the N32-f interface is long-lived. Each SEPP shall establish a long lived HTTP/2 connection with its peer SEPP, which may involve IPX on path. If IPX is involved in the path, the HTTP/2 connection is setup on a hop by hop fashion. For the N32-f interface, the HTTP/2 connection management requirements specified in subclause 5.2.6 of 3GPP TS 29.500 [4] shall be applicable.
* * * Next Change * * * *

4.2.2
Transport Protocol

The Transmission Control Protocol as described in IETF RFC 793 [x5] shall be used as transport protocol as required by HTTP/2 (see IETF RFC 7540 [x1]). When there is no IPX between the SEPPs, TLS shall be used for security protection. When there is IPX between the SEPPs, TLS should be used for security protectiona s specified in 3GPP TS 33.501 [6].
NOTE:
When using TCP as the transport protocol, an HTTP/2 connection is mapped to a TCP connection.
* * * Next Change * * * *

4.2.3
Serialization Protocol
The JavaScript Object Notation (JSON) format as described in IETF RFC 8259 [x2] shall be used as the serialization protocol.
* * * End of Changes * * * *
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