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The SA3 has introduced a new service called Nausf_SoRProtection in Clause 6.14 of TS 33.501.

If this solution is supported in the HPLMN, then the AUSF shall store the Kausf after the primary the authentication.

The figure below illustrates how the service is used by the UDM (extracted from TS 33.501):
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First of all, it has to be highlighted that this is a completely new service to be implemented within the AUSF.

Secondly, our understanding is that this service implies that the UDM is able to contact the AUSF that was used for the primary authentication in order to get the service. And as a consequence, the AUSF shall register its {apiRoot} within the UDM during the Authentication phase. Indeed, only this AUSF is able to offer the service to the UDM. 

As a consequence, this new service implies a coupling between AUSF and UDM.
Finally, the question is how to implement this service within the AUSF i.e. which method to be used and the URI to contact this new service. As for the authentication case for the UDM, a counter is used within the AUSF and incremented at each request. This preclude the use of GET in our scenario. A priori, the simplest approach is to define a Custom Operation called "sor_protect" using a POST with a Resource URI "/{supi}/sor-protection/sor-protect"

However, based on this first analysis, we see that there is a system wide impact and as a consequence we would prefer to send an LS to inform them of this coupling and wait for SA2 feedback before processing with implementing this new AUSF service.
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