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* * * First Change * * * *

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AMF
Access and Mobility Management Function
API
Application Programming Interface
AUSF
Authentication Server Function

NF
Network Function

SEAF
SEcurity Anchor Function

URI
Uniform Resource Identifier
SoR
Steering of Roaming
* * * Next Change * * * *

4.1
Introduction

The Network Function (NF) Authentication Server Function (AUSF) is the network entity in the 5G Core Network (5GC) supporting the following functionalities:

-
Authenticate the UE for the requester NF,
-
Provide keying material to the requester NF,
-
Protect the SoR information for the requester NF.
Figure 4-1 shows the reference architecture for the AUSF:
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Figure 4-1: AUSF in 5G System architecture

This figure represents the AUSF architecture in the Service-based Architecture model. In the reference point model, the interface between the AMF and the AUSF is named N12. In this release, the SEAF function is collocated with the AMF. The UDM is also represented since the AUSF may contact it to render the service and also the AUSF may provide the service to the UDM.

* * * Next Change * * * *

5.1
Introduction

The AUSF offers to NF Service Consumers (e.g. AMF) the following services:

-
Nausf_UEAuthentication
-
Nausf_SoRProtection
* * * Next Change * * * *

5.3
Nausf_SoRProtection Service

5.3.1
Service Description

The AUSF is acting as NF Service Producer. It provides SoRProtection service to the requester NF. The NF Service Consumer is the UDM.

For this service, the following service operations are defined:

-
SoR Protection
This service permits to provide the SoR-MAC-IAUSF and CounterSoR to the UE for the verification of the received information for Steering of Roaming.
5.3.2
Service Operations

5.3.2.1
Introduction

The service operation defined for the Nausf_SoRProtection is as follows:

-
SoR Protection
5.3.2.2
SoR Protection
5.3.2.2.1
General

The SoR Protection service operation shall be used for Steering of Roaming by providing the following information to the UDM:

-
SoR-MAC-IAUSF
-
CounterSoR
It is used in the following procedures:
-
Procedure for steering of UE in VPLMN during registration (see subclause 6.14.2.1 of 3GPP TS 33.501 [8]);

-
Procedure for steering of UE in VPLMN after registration (see subclause 6.14.2.2 of 3GPP TS 33.501 [8]).
In this procedure, the NF Service Consumer (e.g. UDM) requests the SoR-MAC-IAUSF and CounterSoR by providing Steering Information List.
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Figure 5.3.2.2.2-1: Steering of UE in VPLMN
1.
The NF Service Consumer (e.g. UDM) shall send a POST request to the AUSF. The payload of the body shall contain at least the UE Id and the Steering Information List.
2a.
On success, "200 OK" shall be returned. The payload body shall contain the representation of the resource and the "Location" header shall contain the URI of the resource (e.g. .../v1/ue-sor/{sorCtxId}).
2b.
On failure, one of the HTTP status code listed in table 6.2.7.3-1 shall be returned with the message body containing a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.2.7.3-1. If the CounterSoR associated with the KAUSF of the UE, is about to wrap around, the AUSF shall use the "COUNTER-WRAP" cause.

* * * End of Changes * * * *
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