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1. Overall Description:

CT4 thanks SA3 for their LS response on "OAuth Token NF Discovery Response". CT4 analysed SA3 answers to the four questions and would like to provide the following feedback
1. For the answer to 1a, CT4 discussed that even if an independent client registration procedure is introduced the question of how to get the client credentials for that registration procedure itself comes and it becomes a chicken and egg problem. Consequently CT4 decided that for Release 15, option#a suggested by SA3 shall work, i.e

a) Leaving client registration out of scope for 3GPP Rel-15 and up to implementation. The provisioning of client credentials would also be out of scope.
2. For the answer to 1b, CT4 thanks SA3 for clarifying. There is no action on CT4 for this.

3. For the answer to question#2, comments were made that if JWT tokens are the only type of tokens used then an explicit token verification service is not really needed to be exposed by the NRF as JWT tokens can be cryptographically verified. An access token verification service would possibly avoid the need for NF Service Producers to know the public key of the NRF to verify the signature in the token, but this was not deemed critical. CT4 would like to ask SA3 if any other token types are allowed to be used.
4. For the answer to question#3, CT4 thanks SA3 for the clarification and CT decided to wait for SA3 to conclude on how the HTTP based authentication is performed when NDS/IP or physical security is used. 

5. For the answer to question#4, CT4 thanks SA3 for the clarification. CT4 has agreed the behaviour of NF service producer and NF service consumer on when and how to decide to use OAuth 2.0 in the attached CR.
2. Actions:

To SA3 group.

ACTION: 
CT4 kindly requests SA3 to take the above feedback into consideration. CT4 also kindly requests SA3 to clarify if any other token mechanism other than JWT is expected to be used.
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