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	Reason for change:
	Due to the amount of RAN node is too much, mostly in the real network deployment the RAN Network is a private IP address based network. Thus on the N3 interface, the UPF address exposed to the RAN is a private IP address.If the UE move to another region, a new I-UPF aciting as N3UPF is inserted. From the A-UPF view the interface is changed from N3 to N9. At the N9 interface, it is the connection among CN node. Normally it may use different IP address domain comparing to the  RAN network, e.g. public IP address. So if the PSA(A-UPF) still use the previous N3 interface CN tunnel info, which may be the private IP address, it is impossible for I-UPF to connect to A-UPF due to different private IP address domain. So the CN tunnel info for N3 and N9 interface should be possible to be separately and the PDR for the UPF(PSA) should also be updated. 
In SA2, it is proposed that the SMF allocate or request UPF to allocate CN Tunnel Info (F-TEID) for N3/N9 tunnel  during PDU Session establishment. Depend on the operator’s configuration, i.e. whether separated N3/N9 IP address domain, the CN Tunnel Info (on N9) and optional the CN Tunnel Info (on N3) are allocated. If the optional CN Tunnel Info (on N3) is not allocated, the CN Tunnel Info (on N9) is applied to N3 tunnel as well.

So the PDR for the UPF(PSA) should also be associated with the CN tunnel info for N3 and N9 interface. Two option can be considered:

Alternative 1: associated 2 F-TEID for different tunnel into one PDR 
It is proposed that the CP function shall provide the PDR with an Additional F-TEID for the N3 tunnel of the UPF or the UP function shall providing an Additional F-TEID for the N3 tunnel of the UPF in PDR. So that the UPF handles the packet received from N9 tunnel shall be same as handling the packet received from N3 tunnel based on the PDR associated with 2 CN Tunnel Info.
Alternative 2: associated 2 F-TEID for different tunnel into two PDR respectively
It is proposed that the CP function shall provide two PDR, each of the PDR associates with an CN Tunnel Info. So that the UPF handles the packet received from N9 tunnel shall be same as handling the packet received from N3 tunnel based on two PDR associated with 2 CN Tunnel Info respectively. 
Comparing above two options, for alternative 2), it may waste the storage because providing two PDRs of one PDU session for the UPF.  As such it is proposed to adopt alternative 1).


	
	

	Summary of change:
	It is proposed that the CP function shall provide the PDR with an Additional F-TEID for the N3 tunnel of the UPF or the UP function shall providing an Additional F-TEID for the N3 tunnel of the UPF in PDR.
Updating the F-TEID Allocation and Release clause with providing Additional F-TEID and related tables of PDR, traffic endpoint etc.

	
	

	Consequences if not approved:
	If SMF provides different CN Tunnel Info to the I-UPF when SMF decides to add an I-UPF during Handover procedure or Service Request. The UPF can not handle the packet received from another tunnel because there is no appropriate packet handle rules.

	
	

	Clauses affected:
	5.2.1A, 5.5.2, 5.5.3, 7.5.2.2, 7.5.2.3, 7.5.2.7, 7.5.3.5, 7.5.4.13

	
	

	
	Y
	N
	
	

	Other specs
	X
	
	 Other core specifications

	TS 23.502 ... CR 0587

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


* * * First Change * * * *

 5.2.1A
Packet Detection Rule Handling 

5.2.1A.1
General

When provisioning a PDR in the UP function, the CP function shall provide the PDI with the following information: 

-
the source interface of the incoming packets;

-
a combination of the parameters, that incoming packets are requested to match, among: Local F-TEID, Additional F-TEID, Network Instance, Additional Network Instance, UE IP address, SDF Filter(s) and/or Application ID. For 5GC, the PDI may additionally contain one or more QFI(s) to detect traffic pertaining to specific QoS flow(s), Ethernet Packet Filter(s) and/or Ethernet PDU Session Information (see subclause 5.13.1).
The CP function may provision the parameters, that incoming packets are requested to match, in the UP function by: 

-
providing the parameters individually in each PDI of the PFCP session; or

-
optionally, if the PDI Optimization feature is supported by the UP function, by providing the parameters which may be common to multiple PDIs of a same PFCP session in a Traffic Endpoint IE and by referencing this Traffic Endpoint in the PDI(s) of the PFCP session. See subclause 5.2.1A.2. A Traffic Endpoint may include a Local F-TEID, Additional F-TEID, Network Instance, Additional Network Instance, UE IP address and/or Ethernet PDU Session Information (see subclause 5.13.1). 
For 5GC, if the UPF tunnel changes because the SMF decides to add/remove an I-UPF, the CP function shall provide the PDI with an Additional F-TEID for the N3 tunnel of the PSA UPF or the UP function shall provide an Additional F-TEID for the N3 tunnel of the PSA UPF in the corresponding PDI. If an Additional F-TEID is provisioned in the PDI, the Additional Network Instance shall be provided and shall relate to the IP address of the Additional F-TEID.
NOTE:
A Traffic Endpoint can correspond to a GTP-u endpoint, an SGi or an N6 endpoint.
* * * Next Change * * * *

5.5
F-TEID Allocation and Release 

5.5.1
General

F-TEID shall be allocated either by the CP function or the UP function. The support of F-TEID allocation by the CP function is mandatory. The support of F-TEID allocation by the UP function is optional. See subclause 5.4 of 3GPP TS 23.214 [2].

The UP function shall set the FTUP feature flag in the UP Function Features IE if it supports F-TEID allocation in the UP function (see subclause 8.2.25). If so, the CP function shall determine whether F-TEIDs are allocated by the CP function or the UP function based on network configuration. The same F-TEID allocation option shall be used by all the CP functions controlling a particular UP function. The UP function shall reject a request to establish a new PDR with a different F-TEID allocation option than the option used for already created PDRs (by the same or a different CP function), with the cause "Invalid F-TEID allocation option".

5.5.2
F-TEID allocation in the CP function

When performing F-TEID allocation in the CP function, the CP function shall assign the Local F-TEID IE of the PDR IE (see Table 7.5.2.2-1) and provide the assigned F-TEID value to the UP function.
For 5GC, if the UPF tunnel changes due to SMF deciding to add/remove an I-UPF are applicable, the CP function shall assign an Additional F-TEID IE of the PDR IE (see Table 7.5.2.2-1) and provide the assigned F-TEID value to the UP function (i.e. PDU Session Anchor) during PDU Session Establishment.
5.5.3
F-TEID allocation in the UP function

When performing F-TEID allocation in the UP function, the CP function shall request the UP function to allocate the F-TEID by setting the CHOOSE flag in the Local F-TEID IE of the PDR IE (see Table 7.5.2.2-1). The Source Interface IE indicates for which interface the F-TEID is to be assigned. 
For 5GC, if the UPF tunnel changes due to the SMF deciding to add/remove an I-UPF are applicable, the CP function shall request the UP function (i.e. PDU Session Anchor) to allocate an Additional F-TEID IE of the PDR IE (see Table 7.5.2.2-1) during PDU Session Establishment.
The CP function may request the UP function to allocate the same F-TEID to several PDRs to be created within one single PFCP Session Establishment Request or PFCP Session Modification Request by: 

-
setting the CHOOSE flag in the Local F-TEID IE of each PDR to be created with a new F-TEID, and 

-
setting the CHOOSE ID field of the Local F-TEID IE, for each PDR to be created with the same F-TEID, with the same CHOOSE ID value. 

or, if the UP function indicated support of the PDI optimization (see subclause 8.2.25), by:

-
including the Local F-TEID IE only in the Create Traffic Endpoint IE and by setting the CHOOSE flag in the Local F-TEID IE of this IE; and

-
including the Traffic Endpoint ID in all the PDRs to be created with the same F-TEID.

If the PDR(s) is created successfully, the UP function shall return the F-TEID(s) it has assigned to the PDR(s) or to the Traffic Endpoint(s) in the PFCP Session Establishment Response or PFCP Session Modification Response. 

Upon receiving a request to remove a PDR or a Traffic Endpoint or to delete an PFCP session, the UP function shall free the F-TEID(s) that was assigned to the PDR, to the Traffic Endpoint or to the PFCP Session.
* * * Next Change * * * *

7.5.2.2
Create PDR IE within PFCP Session Establishment Request
The Create PDR grouped IE shall be encoded as shown in Figure 7.5.2.2-1.
Table 7.5.2.2-1: Create PDR IE within PFCP Session Establishment Request
	Octet 1 and 2
	
	Create PDR IE Type = 1(decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	PDR ID
	M
	This IE shall uniquely identify the PDR among all the PDRs configured for that PFCP session.
	X
	X
	X
	X
	PDR ID

	Precedence
	M
	This IE shall indicate the PDR's precedence to be applied by the UP function among all PDRs of the PFCP session, when looking for a PDR matching an incoming packet.
	-
	X
	X
	X
	Precedence

	PDI
	M
	This IE shall contain the PDI against which incoming packets will be matched. 
See Table 7.5.2.2-2.
	X
	X
	X
	X
	PDI

	Outer Header Removal 
	C
	This IE shall be present if the UP function is required to remove one or more outer header(s) from the packets matching this PDR.
	X
	X
	-
	X
	Outer Header Removal

	FAR ID 
	C
	This IE shall be present if the Activate Predefined Rules IE is not included or if it is included but it does not result in activating a predefined FAR.

When present this IE shall contain the FAR ID to be associated to the PDR.
	X
	X
	X
	X
	FAR ID

	URR ID
	C
	This IE shall be present if a measurement action shall be applied to packets matching this PDR.

When present, this IE shall contain the URR IDs to be associated to the PDR. 

Several IEs within the same IE type may be present to represent a list of URRs to be associated to the PDR.
	X
	X
	X
	X
	URR ID

	QER ID 
	C
	This IE shall be present if a QoS enforcement action shall be applied to packets matching this PDR.

When present, this IE shall contain the QER IDs to be associated to the PDR. Several IEs within the same IE type may be present to represent a list of QERs to be associated to the PDR.
	-
	X
	X
	X
	QER ID

	Activate Predefined Rules 
	C
	This IE shall be present if Predefined Rule(s) shall be activated for this PDR. When present this IE shall contain one Predefined Rules name.

Several IEs with the same IE type may be present to represent multiple "Activate Predefined Rules" names.
	-
	X
	X
	X
	Activate Predefined Rules 


Table 7.5.2.2-2: PDI IE within PFCP Session Establishment Request
	Octet 1 and 2
	
	PDI IE Type = 2 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	Source Interface
	M
	This IE shall identify the source interface of the incoming packet.
	X
	X
	X
	X
	Source Interface

	Local F-TEID 
	O
	This IE shall not be present if Traffic Endpoint ID is present.

If present, this IE shall identify the local F-TEID to match for an incoming packet. 

The CP function shall set the CHOOSE (CH) bit to 1 if the UP function supports the allocation of F-TEID and the CP function requests the UP function to assign a local F-TEID to the PDR.
	X
	X
	-
	X
	F-TEID

	Additional F-TEID
	O
	This IE shall not be present if Traffic Endpoint ID is present.

If present, this IE shall identify the F-TEID to match for an incoming packet. 

The CP function shall set the CHOOSE (CH) bit to 1 if the UP function supports the allocation of F-TEID and the CP function requests the UP function to assign an additional F-TEID to the PDR.
	-
	-
	-
	X
	F-TEID

	Network Instance
	O
	This IE shall not be present if Traffic Endpoint ID is present.

If present, this IE shall identify the Network instance to match for the incoming packet. See NOTE 1, NOTE2.
	X
	X
	X
	X
	Network Instance

	Additional Network Instance
	O
	This IE shall not be present if Traffic Endpoint ID is present.

If present, this IE shall identify the Network instance to match for the incoming packet. See NOTE 1, NOTE2.
	-
	-
	-
	X
	Network Instance

	UE IP address 
	O
	This IE shall not be present if Traffic Endpoint ID is present.

If present, this IE shall identify the source or destination IP address to match for the incoming packet. 
	-
	X
	X
	X
	UE IP address

	Traffic Endpoint ID
	C
	This IE may be present if the UP function has indicated the support of PDI optimization. 

If present, this IE shall uniquely identify the Traffic Endpoint for that PFCP session.
	X
	X
	X
	X
	Traffic Endpoint ID

	SDF Filter
	O
	If present, this IE shall identify the SDF filter to match for the incoming packet. Several IEs with the same IE type may be present to provision a list of SDF Filters. The full set of applicable SDF filters, if any, shall be provided during the creation or the modification of the PDI.

See NOTE 3.
	-
	X
	X
	X
	SDF Filter

	Application ID
	O
	If present, this IE shall identify the Application ID to match for the incoming packet. 
	-
	X
	X
	X
	Application ID

	Ethernet PDU Session Information
	O
	This IE may be present to identify all the (DL) Ethernet packets matching an Ethernet PDU session (see subclause 5.13.1).
	-
	-
	-
	X
	Ethernet PDU Session Information

	Ethernet Packet Filter
	O
	If present, this IE shall identify the Ethernet PDU to match for the incoming packet.

Several IEs with the same IE type may be present to represent a list of Ethernet Packet Filters.

The full set of applicable Ethernet Packet filters, if any, shall be provided during the creation or the modification of the PDI.
	-
	-
	-
	X
	Ethernet Packet Filter

	QFI
	O
	If present, this IE shall identify the QoS Flow Identifier to match for the incoming packet. 

Several IEs with the same IE type may be present to provision a list of QFIs. When present, the full set of applicable QFIs shall be provided during the creation or the modification of the PDI. 
	-
	-
	-
	X
	QFI

	NOTE 1:
The Network Instance parameter is needed e.g. in the following cases:


-
PGW/TDF UP function supports multiple PDNs with overlapping IP addresses; 


-
SGW UP function is connected to PGWs in different IP domains (S5/S8);


-
PGW UP function is connected to SGWs in different IP domains (S5/S8);


-
SGW UP function is connected to eNodeBs in different IP domains;

-
UPF is connected to 5G-ANs in different IP domains.

NOTE 2: 
When a Local F-TEID and/or an Additional F-TEID are provisioned in the PDI, the Network Instance and/or Additional Network Instance shall relate to the IP addresses of the F-TEIDs. Otherwise, the Network Instance shall relate to the UE IP address.

NOTE 3:
SDF Filter IE(s) shall not be present if Ethernet Packet Filter IE(s) is present.


* * * Next Change * * * *

7.5.2.7
Create Traffic Endpoint IE within Sx Session Establishment Request
The Create Traffic Endpoint grouped IE shall be encoded as shown in Figure 7.5.2.7-1.
Table 7.5.2.7-1: Create Traffic Endpoint IE within PFCP Session Establishment Request
	Octet 1 and 2
	Create Traffic Endpoint IE Type = 127(decimal)

	Octets 3 and 4
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	Traffic Endpoint ID
	M
	This IE shall uniquely identify the Traffic Endpoint for that Sx session.
	X
	X
	X
	X
	Traffic Endpoint ID

	Local F-TEID 
	O
	If present, this IE shall identify the local F-TEID to match for an incoming packet. 

The CP function shall set the CHOOSE (CH) bit to 1 if the UP function supports the allocation of F-TEID and the CP function requests the UP function to assign a local F-TEID to the Traffic Endpoint.
	X
	X
	-
	X
	F-TEID

	Additional F-TEID
	O
	If present, this IE shall identify the additional local F-TEID to match for an incoming packet. 

The CP function shall set the CHOOSE (CH) bit to 1 if the UP function supports the allocation of F-TEID and the CP function requests the UP function to assign an additional F-TEID to the PDR.
	-
	-
	-
	X
	F-TEID

	Network Instance
	O
	If present, this IE shall identify the Network instance to match for the incoming packet. See NOTE 1, NOTE2.
	X
	X
	X
	X
	Network Instance

	Additional Network Instance
	O
	If present, this IE shall identify the Network instance to match for the incoming packet. See NOTE 1, NOTE2.
	-
	-
	-
	X
	Network Instance

	UE IP address 
	O
	If present, this IE shall identify the source or destination IP address to match for the incoming packet. 
	-
	X
	X
	X
	UE IP address

	Ethernet PDU Session Information
	O
	This IE may be present to identify all the (DL) Ethernet packets matching an Ethernet PDU session (see subclause 5.13.1).
	-
	-
	-
	X
	Ethernet PDU Session Information

	NOTE 1:
The Network Instance parameter is needed e.g. in the following cases:


-
PGW/TDF UP function supports multiple PDNs with overlapping IP addresses; 


-
SGW UP function is connected to PGWs in different IP domains (S5/S8);


-
PGW UP function is connected to SGWs in different IP domains (S5/S8);


-
SGW UP function is connected to eNodeBs in different IP domains;


-
UPF is connected to 5G-ANs in different IP domains.

NOTE 2: 
When a Local F-TEID and/or an Additional F-TEID are provisioned in the Traffic Endpoint, the Network Instance and/or Additional Network Instance shall relate to the IP addresses of the F-TEIDs. Otherwise, the Network Instance shall relate to the UE IP address.


* * * Next Change * * * *

7.5.3.5
Created Traffic Endpoint IE within Sx Session Establishment Response
The Created Traffic Endpoint grouped IE shall be encoded as shown in Figure 7.5.3.5-1.
Table 7.5.3.5-1: Created Traffic Endpoint IE within Sx Session Establishment Response
	Octet 1 and 2
	
	Created Traffic Endpoint IE Type = 128 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	Traffic Endpoint ID
	M
	This IE shall uniquely identify the Traffic Endpoint for that Sx session.
	X
	X
	-
	X
	Traffic Endpoint ID

	Local F-TEID 
	C
	If the UP function allocates the F-TEID, this IE shall be present and shall contain the local F-TEID to be used for this Traffic Endpoint. 

	X
	X
	-
	X
	F-TEID

	Additional F-TEID
	C
	If the UP function allocates the F-TEID, this IE shall be present and shall contain the additional local F-TEID to be used for this Traffic Endpoint. 
	-
	-
	-
	X
	F-TEID


* * * Next Change * * * *

7.5.4.13
Update Traffic Endpoint IE within Sx Session Modification Request
The Update Traffic Endpoint grouped IE shall be encoded as shown in Figure 7.5.4.13-1.
Table 7.5.4.13-1: Update Traffic Endpoint IE within Sx Session Modification Request
	Octet 1 and 2
	Update Traffic Endpoint Type = 129 (decimal)

	Octets 3 and 4
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	Traffic Endpoint ID
	M
	This IE shall uniquely identify the Traffic Endpoint to be modified for that Sx session.
	X
	X
	X
	X
	Traffic Endpoint ID

	Local F-TEID 
	C
	This IE shall be present if it needs to be changed. 

The CP function shall set the CHOOSE (CH) bit to 1 if the UP function supports the allocation of F-TEID and the CP function requests the UP function to assign a local F-TEID to the PDR.

See NOTE.
	X
	-
	-
	X
	F-TEID

	Additional F-TEID 
	C
	This IE shall be present if it needs to be changed. 

The CP function shall set the CHOOSE (CH) bit to 1 if the UP function supports the allocation of F-TEID and the CP function requests the UP function to assign an addition F-TEID to the PDR.
	-
	-
	-
	X
	F-TEID

	Network Instance
	O
	If present, this IE shall identify the Network instance to match for the incoming packet. See NOTE.
	X
	X
	X
	X
	Network Instance

	Additional Network Instance
	O
	If present, this IE shall identify the Network instance to match for the incoming packet. See NOTE.
	-
	-
	-
	X
	Network Instance

	UE IP address 
	C
	This IE shall be present if it needs to be changed.
See NOTE.
	-
	X
	X
	X
	UE IP address

	NOTE:
The IEs which do not need to be modified shall not be included in the Update Traffic Endpoint IE. The UP function shall continue to behave according to the values previously received for IEs not present in the Update Traffic Endpoint IE. F-TEID may be changed if the SGW-C has received the "Change F-TEID support Indication" over the S11/S4 interface (for an IDLE state UE initiated TAU/RAU procedure to allow the SGW changing the GTP-U F-TEID).


* * * End of Changes * * * *

