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* * * First Change * * * *

5.4.9
Provisioning of Predefined PCC/ADC Rules

Editor's Note: Provisioning of Predefined PCC/ADC Rules in 5GC is FFS.
A Predefined PCC rule is preconfigured in the PCEF, e.g. a PGW. Predefined PCC rules can be activated or deactivated by the PCRF at any time. The Predefined PCC rules may be grouped allowing the PCRF to dynamically activate a set of PCC rules.
A predefined ADC rule is preconfigured in the TDF. In the case of solicited reporting, the Predefined ADC rules can be activated or deactivated by the PCRF at any time. Predefined ADC rules within the TDF may be grouped allowing the PCRF to dynamically activate a set of ADC rules.
See subclauses 4.3.1 and 4b.3.2 of 3GPP TS 29.212 [8].
The CP function may enforce an activated predefined PCC or ADC rule by the PCRF in the UP function by:

-
determining the service data filters or application IDs referred by the activated predefined PCC or ADC rule(s) and the corresponding QoS and charging control information respectively;

-
creating the necessary PDR(s) to identify the service data flow(s), application(s) that the predefined PCC or ADC rule refer to, if not already existing; 

-
creating the necessary QER for the QoS enforcement at service data flow or application level accordingly;

-
creating the necessary FAR if a new FAR needs to be created as result of Bearer binding and QoS control for forwarding the detected service data flow or application traffic, or to redirect or to apply traffic steering control if included in the predefined PCC/ADC rule;
-
creating the necessary URR(s) for each monitoring key, charging key, combination of Charging Key and Service ID, or combination of Charging Key, Sponsor ID and Application Service Provider Id if included in the predefined PCC or ADC rule; 
And then:

-
associating the created URR(s) to the newly created PDR(s);

- 
associating the existing FAR or the new FAR to the newly created PDR(s);
Optionally, the traffic handling policies (i.e. predefined PDR(s)/QER(s)/FAR(s)/URR(s)) may be configured in the UP function. The CP function may activate these traffic handling policies by including the Activate Predefined Rules IE within:

-
the Create PDR IE in an PFCP Session Establishment Request; or

-
the Update PDR IE in an PFCP Session Modification Request.

For traffic matching PDR(s) associated with the activated predefined rules, the UP function shall enforce the rules, e.g. for URR, the UP function shall generate Usage Report(s) and send it to the CP function and the CP function shall be able to handle the usage reports as described in subclause 5.2.2.
NOTE:
The URR IDs used in reports triggered by a predefined rule in UP function are also pre-configured at the CP function.
For deactivating predefined rules which are activated in the UP function, the CP function shall include the Deactivate Predefined Rules IE in the Update PDR IE in an PFCP Session Modification Request to inform the UP function to deactivate the corresponding predefined rules for the related PDR.
* * * Next Change * * * *

8.2.36
Packet Detection Rule ID (PDR ID)
The PDR ID IE is coded as depicted in Figure 8.2.36-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 56 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to 6
	Rule ID
	

	
	7to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.36-1: PDR ID
Octets 5 to 6 contain the Rule ID and shall be encoded as an integer.
The bit 8 of octet 5 is used to indicate if the Rule ID is dynamically allocated by the CP function or predefined in the UP function. If set to 0, it indicates that the Rule is dynamically provisioned by the CP Function. If set to 1, it indicates that the Rule is predefined in the UP Function.
* * * End of Changes * * * *


