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* * * First Change * * * *

6.2.7
Error Handling

6.2.7.1
General

HTTP error handling shall be supported as specified in subclause 5.2.4 of 3GPP TS 29.500 [4].

6.2.7.2
Protocol Errors

Protocol Error Handling shall be supported as specified in subclause 5.2.7.2 of 3GPP TS 29.500 [4].

6.2.7.3
Application Errors

The common application errors defined in the Table 5.2.7.2-1 in 3GPP TS 29.500 [4] may also be used for the Nausf_SoRProtection service. The following application errors listed in Table 6.2.7.3-1 are specific for the Nausf_ SoRprotection service.

Table 6.2.7.3-1: Application errors

	Application Error
	HTTP status code
	Description

	COUNTER_WRAP
	503 Service Unavailable
	CounterSoR associated with the KAUSF of the UE, is about to wrap around, the AUSF suspends the SoR protection service for the UE.


6.2.8
Security

As indicated in 3GPP TS 33.501 [8], the access to the Nausf_SoRProtection Service API shall be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [13]), using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [14]) plays the role of the authorization server.

An NF Service Consumer, prior to consuming service offered by the Nausf_SoRProtection Service API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [14], subclause 5.4.2.2.

NOTE:
When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Nausf_SoRProtection service.
The Nausf_SoRProtection Service API does not define any scopes for OAuth2 authorization.
* * * End of Changes * * * *

