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1. Introduction
When the N1/N2 message transfer failure notification is sent, information related to which UE and which session (PDU session) for which the notification corresponds to are missing.
Also when N1/N2 message transfer request is rejected due to higher priority ongoing paging, some indication need to be given to the NF consumer about the current ongoing priority (i.e ARP value) so that the consumer does not send N1/N2 transfer request for another QoS flow with a lower / same ARP value while the retry after timer is running.

2. Reason for Change
1. Update the N1N2MsgTxfrFailureNotification data structure with UE ID and session ID.
2. TS 23.502 clause 4.2.3.3 step 3a says


If the SMF, while waiting for the User Plane Connection to be activated, receives any additional Data Notification message for a QoS Flow associated with a higher priority (i.e., ARP priority level) than the priority associated with the previous Data Notification message, the SMF invokes a new Namf_Communication_N1N2MessageTransfer indicating the higher priority ARP and PDU Session ID to the AMF.

This means the SMF shall invoke Namf_Communication_N1N2MessageTransfer if it gets DDN from UPF for a QoS Flow that has higher ARP than the ARP of the QoS Flow for which Namf_Communication_N1N2MessageTransfer was temporarily rejected due to ongoing highest priority paging. Hence the SMF should know the ARP of the currently ongoing higher priority paging so that it can determine whether to invoke Namf_Communication_N1N2MessageTransfer or not for a new DDN from UPF for a different QoS Flow with a different ARP.

Hence it is proposed to include ARP in N2N2MsgTxfrErrDetail when AMF rejects Namf_Communication_N1N2MessageTransfer with cause as "HIGHER_PRIORITY_REQUEST_ONGOING".
For rev1:
There was a comment during first presentation that SA2 specifies that SMF runs the timer when N1/N2 message transfer is temporarily rejected by AMF. However upon further checking TS 23.502, the following is what is specified in clause 4.2.3.3:


If the Registration procedure with AMF change is in progress when the old AMF receives the Namf_Communication_N1N2MessageTransfer, the old AMF may reject the request with an indication that the Namf_Communication_N1N2MessageTransfer has been temporarily rejected.


Upon reception of an Namf_Communication_N1N2MessageTransfer response with an indication that its request has been temporarily rejected, the SMF shall start a locally configured guard timer and wait for any message to come from a new AMF. Upon reception of a message from an AMF, the SMF shall re-invoke the Namf_Communication_N1N2MessageTransfer (with Data Notification) to the AMF from which it received the message. Otherwise the SMF takes the step 3c at expiry of the guard timer. If the SMF decides that the control plane buffering applies, the SMF shall request UPF to start forwarding the downlink data PDU towards the SMF.

The 2nd bullet above talks about the case where N1/N2 message transfer was temporarily rejected by AMF due to an ongoing mobility procedure. The timer at SMF is for the SMF to "wait for any subsequent uplink signalling from AMF". It is not a timer to retry the N1/N2 request. 

Also currently stage 2 does not specify anything about how long SMF should wait if N1/N2 message transfer is rejected by AMF due to a higher priority paging ongoing. Due to lack of such specification, it is ambiguous and unclear when the SMF shall retry the request. AMF providing the retry timer is one solution and it is better compared to SMF starting its own timer. The reason is, AMF best knows how long the current high priority paging is ongoing and it can provide an estimate of when it expects this paging to be considered complete (either success / failure). Hence it is proposed to keep what was already agreed in last meeting, but further clarify how exactly it is used as given below:
	retryAfter
	Uinteger
	C
	0..1
	This IE shall be included if the AMF requests the NF Service Consumer to stop sending the N1/N2 message before timeout, and to retry the N1/N2 message transfer request that was rejected after a timeout. The value shall be in seconds.

When included, the value shall be set to an estimate of the AMF on how long it will take before the AMF considers paging procedure as completed.


3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.518v1.1.0.
* * * First Change * * * *

5.2.2.3.1.3
When the UE is in CM-IDLE

When the N1N2MessageTransfer service operation is invoked by a NF Service Consumer for a UE in CM-IDLE state, the AMF shall:

-
respond with the status code "202 Accepted", if the asynchronous type communication is invoked and hence the UE is not paged, update the UE context and store N1 and/or N2 information and initiate communication with the UE and/or 5G-AN when the UE becomes reachable. In this case the AMF shall provide the URI of the resource in the AMF in the "Location" header of the response, which holds the status of the N1/N2 message transfer and a pointer to the stored N1/N2 message. The AMF shall also provide a response body containing the cause, "WAITING_FOR_ASYNCHRONOUS_TRANSFER" that represents the current status of the N1/N2 message transfer;

-
respond with the status code "202 Accepted", if the UE is in 3GPP access and paging is issued, with a response body that carries a cause ATTEMPTING_TO_REACH_UE as specified in subclause 4.2.3.3 and 5.2.2.2.7 of 3GPP TS 23.502 [3]. The NF Service Consumer shall not send any further signalling for the UE if it receives a POST response body ATTEMPTING_TO_REACH_UE unless it has higher priority signalling. The response shall include the "Location" header containing the URI of the resource created in the AMF, which holds the status of the N1/N2 message transfer, e.g. "{apiRoot}/namf-comm/v1/ue-contexts/{ueContextId}/n1-n2-messages/{n1N2MessageId}". The AMF:
-
shall store the N1 and/or N2 information and, when the UE responds with a Service Request, shall initiate communication with the UE and/or 5G-AN using the stored N1 and/or N2 information; or

-
shall notify the NF which invoked the service operation, as specified in subclause 5.2.2.3.2, when the AMF determines that the paging has failed and if the Notification URI is provided,
-
respond with status code "409 Conflict", if the UE is in 3GPP access and there is already an ongoing paging procedure with higher or same priority. The AMF shall set the application error as " HIGHER_PRIORITY_REQUEST_ONGOING" in the "cause" attribute of the ProblemDetails structure of the POST response body. The AMF may provide a retry timer value to the NF Service Consumer in order for the NF Service Consumer to retry the request after the expiry of the timer. When the retry timer is provided, the NF Service Consumer shall not initiate the downlink messaging until the timer expires. The AMF may also provide the ARP value of the QoS flow that has triggered the currently ongoing highest priority paging, so that the NF Service Consumer (e.g SMF) knows that if any subsequent trigger initiating downlink messaging for a QoS flow with the same or lower priority happens.
-
respond with the status code "504 Gateway Timeout", if the paging is not performed. The AMF shall set the POST response body as specified in subclause 6.1.3.10.3.1. 
* * * Next Change * * * *

6.1.3.10.3
Resource Standard Methods

6.1.3.10.3.1
POST

This method initiates a N1 message and/or N2 message transfer at the AMF and may create a resource to store the N1 message if the UE is not reachable or if the UE is paged. 
This method shall support the request data structures specified in table 6.1.3.10.3.1-2 and the response data structures and response codes specified in table 6.1.3.3.3.1-3.

Table 6.1.3.10.3.1-1: Data structures supported by the POST Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	N1N2MessageData
	M
	1
	This contains:

- N1 message, if the NF Service Consumer requests to transfer an N1 message to the UE or;

- N2 information, if the NF Service Consumer requests to transfer an N2 information to the 5G-AN or;

- both, if the NF Service Consumer requests to transfer both an N1 message to the UE and an N2 information to the 5G-AN.


Table 6.1.3.10.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	N1N2MessageTransferRspData


	M
	1
	202 Accepted
	This case represents the successful storage of the N1/N2 information at the AMF when asynchronous communication is invoked or when the AMF pages the UE. If the AMF pages the UE, it shall store the N1/N2 message information until the UE responds to paging.

The HTTP response shall include a "Location" HTTP header that contains the resource URI of the created resource.

	N1N2MessageTransferRspData
	M
	1
	200 OK
	This represents the case where the AMF is able to successfully transfer the N1/N2 message to the UE and/or the AN. The cause included in the response body shall be "N1_N2_TRANSFER_INITIATED" in this case..,

	ProblemDetails
	M
	1
	307 Temporary Redirect
	This represents the case when the related UE context is not fully available at the target NF Service Consumer (e.g. AMF) during a planned maintenance case (e.g. AMF planned maintenance without UDSF case). The "cause" attribute shall be set to one of the following application error:

-
NF_CONSUMER_REDIRECT_ONE_TXN
See table 6.1.7.3-1 for the description of these errors
The Location header of the response shall be set to the target NF Service Consumer (e.g. AMF) to which the request is redirected.

	ProblemDetails
	M
	1
	404 Not Found
	This represents the case when the related UE is not found in the NF Service Consumer (e.g. AMF). The "cause" attribute shall be set to one of the following application error:

-
CONTEXT_NOT_FOUND
See table 6.1.7.3-1 for the description of these errors

	N1N2MessageTransferError


	M
	1
	409 Conflict
	This represents the case where the AMF rejects the N1N2MessageTransfer request due to an ongoing paging for the same or higher priority request. The "cause" attribute of the ProblemDetails structure shall be set to the application error "HIGHER_PRIORITY_REQUEST_ONGOING" in this case.

	N1N2MessageTransferError 
	M
	1
	504 Gateway Timeout
	This represents the case where the UE is not reachable at the AMF and the AMF is unable to page the UE. The "cause" attribute of the ProblemDetails structure shall be set to the application error:

- "UE_NOT_REACHABLE", if the paging fails or the UE is not reachable for paging; 
- "UE_IN_NON_ALLOWED_AREA", if the UE is in a non-allowed area.


* * * Next Change * * * *

6.1.6.2.31
Type: N1N2MsgTxfrFailureNotification
Table 6.1.6.2.31-1: Definition of type N1N2MsgTxfrFailureNotification
	Attribute name
	Data type
	P
	Cardinality
	Description

	cause
	N1N2MessageTransferCause
	M
	1
	This IE shall provide the result of the N1/N2 message transfer at the AMF.

	n1n2MsgDataUri
	Uri
	M
	1
	This IE shall contain the N1N2MessageTransfer request resource URI returned in Location header when the message transfer was initiated (See subclause 6.1.3.3.1.3). This IE shall be used by the NF Service Consumer to co-relate the notification against the UE / session for which the earlier N1/N2 message transfer was initiated.


* * * Next Change * * * *

6.1.6.2.33
Type: N1N2MsgTxfrErrDetail

Table 6.1.6.2.33-1: Definition of type N1N2MsgTxfrErrDetail
	Attribute name
	Data type
	P
	Cardinality
	Description

	retryAfter
	Uinteger
	 O
	0..1
	This IE may be included if the AMF requests the NF Service Consumer to stop sending the N1/N2 message before timeout, and to retry the N1/N2 message transfer request that was rejected after a timeout. The value shall be in seconds.
When included, the value shall be set to an estimate of the AMF on how long it will take before the AMF considers paging procedure as completed.

	highestPrioArp
	Arp
	O
	0..1
	This IE may be included if the "cause" attribute in the ProblemDetails is set to "HIGHER_PRIORITY_REQUEST_ONGOING". When included this IE shall contain the ARP value of the highest priority QoS flow for which currently paging is ongoing.

The NF Service Consumer shall not initiate an Namf_Communication_N1N2MessageTransfer operation for the same UE with an ARP value having a lower priority than this or the same priority as this, until the retryAfter timer expires. 


* * * End of Changes * * * *
