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1. Reason for Change
S2-184337 (agreed at SA2#127) specifies the following requirement for the Xn Handover procedures:
"

2a.
AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (PDU Session To Be Switched with N2 SM Information, PDU Session Rejected with a rejection Cause, UE Location Information,)


The AMF sends N2 SM information by invoking the Nsmf_PDUSession_UpdateSMContext request service operation for each  PDU Session in the lists of PDU Sessions received in the N2 Path Switch Request. 

The Nsmf_PDUSession_UpdateSMContext Request contains either an indication that the PDU Session Is To Be Switched (together with information on  the N3 addressing to use and on the transferred QoS flows) or an indication that the PDU Session is to be Rejected (together with a rejection cause).

For a PDU Sessions to be switched to the Target NG-RAN, upon receipt of the Nsmf_PDUSession_UpdateSMContext request, the SMF determines whether the existing UPF can continue to serve the UE. If the existing UPF cannot continue to serve the UE , steps 3-11 of clause 4.9.1.2.3 or 4.9.1.2.4 are performed depending on whether the existing UPF is a PDU Session Anchor. Otherwise, the following steps 3 to 6 are performed if the existing UPFs can continue to serve the PDU Session.


If a PDU Session is indicated as a rejected PDU Session by the Target NG-RAN without an indication that the PDU session was rejected because User Plane Security Enforcement is not supported in the Target NG-RAN, the SMF deactivates the UP connections of this PDU Session.
"
It is proposed to specify a new indication to explicitly signal to the SMF a request to switch a PDU session. 

For PDU sessions that fail to be switched, the AMF may request the SMF to deactivate the User Plane connection of the PDU session (when the failure is not due to UP security enforcement) or to release the PDU session (when the failure is due to UP security enforcement), using the existing stage 3 procedures. No further change is deemed necessary (no need for a new indication to signal that the "PDU session is to be Rejected" during the Xn handover). 

2. Proposal

It is proposed to agree the following changes to 3GPP TS 29.502 v1.1.0.
* * * First Change * * * *

5.2.2.3.3
Xn Handover

The NF Service Consumer (e.g. AMF) shall request the SMF to switch the downlink N3 tunnel of the PDU session towards a new GTP tunnel endpoint as follows:
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Figure 5.2.2.3.3-1: Xn handover

1.
The NF Service Consumer shall request the SMF to switch the downlink N3 tunnel of the PDU session towards a new GTP tunnel endpoint by sending a POST request, as specified in subclause 5.2.2.3.1, with the following information: 

-
the indication that the PDU session is to be switched; 

-
N2 SM information received from the 5G-AN (see PDU Session Path Switch Request Transfer IE in subclause 9.3.1.21 of 3GPP TS 38.413 [9]), including the new transport layer address and tunnel endpoint of the downlink termination point for the user data for this PDU session (i.e. 5G-AN's GTP-U F-TEID for downlink traffic);

-
user location associated to the PDU session; 

-
other information, if necessary. 

2a.
Upon receipt of such a request, if the SMF can proceed with switching the user plane connection of the PDU session, the SMF shall return a 200 OK response including the following information:

-
N2 SM information (see PDU Session Path Switch Request Ack Transfer IE in subclause 9.3.1.22 of 3GPP TS 38.413 [9]), including the transport layer address and tunnel endpoint of the uplink termination point for the user data for this PDU session (i.e. UPF's GTP-U F-TEID for uplink traffic). 

2b.
Same as step 2b of figure 5.2.2.3.1-1. 

* * * Next Change * * * *

6.1.6.2.4
Type: SMContextUpdateData

Table 6.1.6.2.4-1: Definition of type SmContextUpdateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	pei
	Pei
	C
	0..1
	This IE shall be present if it is available and has not been provided earlier to the SMF.

When present, this IE shall contain the permanent equipment identifier.

	amfId
	NfInstanceId
	C
	0..1
	This IE shall be present upon inter-AMF change or mobility, or upon a N2 handover execution with AMF change. 

When present, it shall contain the identifier of the serving AMF.

	anType
	AccessType
	C
	0..1
	This IE shall be present upon a change of Access Network Type. 

When present, this IE shall indicate the Access Network Type to which the PDU session is to be associated.

	ueLocation
	UserLocation
	C
	0..1
	This IE shall be present if it is available, the UE Location has changed and needs to be reported to the SMF.

When present, this IE shall contain the UE location information.

	ueTimeZone
	TimeZone
	C
	0..1
	This IE shall be present if it is available, the UE Time Zone has changed and needs to be reported to the SMF.

When present, this IE shall contain the UE Time Zone.

	addUeLocation
	UserLocation
	O
	0..1
	Additional UE location. 

This IE may be present, if anType indicates a non-3GPP access and a valid 3GPP access user location information is available. 

When present, it shall contain the last known 3GPP access user location. 

	addUeLocTime
	DateTime
	C
	0..1
	Additional UE location timestamp. 

This IE shall be present if the addUeLocation IE is present. When present, it shall indicate the UTC time when the addUeLocation information was acquired. 

	upCnxState
	UpCnxState
	C
	0..1
	This IE shall be present to request the activation or the deactivation of the user plane connection of the PDU session.

When present, it shall be set as specified in subclause 5.2.2.3.2.

	hoState
	HoState
	C
	0..1
	This IE shall be present to request the preparation, execution or cancellation of a handover of the PDU session.

When present, it shall be set as specified in subclause 5.2.2.3.4.

	toBeSwitched
	boolean
	C
	0..1
	This IE shall be present during an Xn Handover (see subclause 5.2.2.3.3) to request to switch the PDU session to a new downlink N3 tunnel endpoint.
When present, it shall be set as follows:

- true: request to switch to the PDU session.
- false: no request to switch the PDU session (default).

	n1SmMsg
	RefToBinaryData
	C
	0..1
	This IE shall be present if N1 SM Information has been received from the UE.

When present, this IE shall reference the N1 SM Message binary data (see subclause 6.1.6.4.2).

	n2SmInfo
	RefToBinaryData
	C
	0..1
	This IE shall be present if N2 SM Information has been received from the AN. 

When present, this IE shall reference the N2 SM Information binary data (see subclause 6.1.6.4.3).

	targetAmfId
	NfInstanceId
	C
	0..1
	This IE shall be present during a N2 handover preparation with AMF change. 

When present, it shall contain the identifier of the target AMF.

	dataForwarding
	boolean
	C
	0..1
	This IE shall be present and set as specified in subclause 5.2.2.3.x during a 5GS to EPS handover. 

When present, it shall be set as follows:

- true: indirect data forwarding is required; 

- false (default): indirect data forwarding is not required.

	epsBearerSetup
	array(EpsBearerContainer)
	C
	0..N
	This IE shall be present during a 5GS to EPS handover using the N26 interface. 

When present, it shall include the EPS bearer context(s) successfully setup in EPS. 

	cause
	Cause
	O
	0..1
	When present, this IE shall indicate the cause for the requested modification, e.g. the cause for requesting to deactivate the user plane connection of the PDU session.


* * * Next Change * * * *

Annex A (normative):
OpenAPI specification

A.1
General 

 This Annex specifies the formal definition of the Nsmf_PDUSession service. It consists of OpenAPI 3.0.0 specifications, in YAML format.

A.2
Nsmf_PDUSession API

[...]

    SmContextUpdateData:

      type: object

      properties:

        pei:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'

        amfId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'

        anType:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'

        ueLocation:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'

        ueTimeZone:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/TimeZone'

        addUeLocation:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'

        addUeLocTime:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'

        upCnxState:

          $ref: '#/components/schemas/UpCnxState'

        hoState:

          $ref: '#/components/schemas/HoState'
        toBeSwitched:

          type: boolean

          default: false
        n1SmMsg:

          $ref: '#/components/schemas/RefToBinaryData'

        n2SmInfo:

          $ref: '#/components/schemas/RefToBinaryData'

        targetAmfId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'

        dataForwarding:

          type: boolean

          default: false

        epsBearerSetup:

          type: array

          items:

            $ref: '#/components/schemas/EpsBearerContainer'

          minItems: 0

        cause:

          $ref: '#/components/schemas/Cause'

[...]

* * * End of Changes * * * *
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