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3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core Network
APCO
Additional Protocol Configuration Options

ePDG
Evolved Packet Data Gateway
IKEv2
Internet Key Exchange Protocol Version 2
LIA
Location Information Answer

LIR
Location Information Request

LMA
Local Mobility Anchor
NBIFOM
Network-Based IP Flow Mobility
PCF
Policy Control Function

PCO
Protocol Configuration Options

PDU
Packet Data Unit

PGW
PDN Gateway
PMIP
Proxy Mobile IP

RCS
Rich Communication Services

SAA
Server Assignment Answer

SAR
Server Assignment Request

SGW
Serving Gateway

SMF
Session Management Function
TWAN
Trusted WLAN Access Network

UAA
User Authorization Answer

UAR
User Authorization Request

UDM
Unified Data Management

UPF
User Plane Function
VoLTE
Voice over LTE

WLAN
Wireless Local Area Network
WLCP
Wireless LAN Control Plane Protocol
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5.X
P-CSCF Restoration for 5GC
5.X.1
Introduction
The clause 5.x describes solutions to support P-CSCF restoration in 5GC for UEs with an IMS PDU session.
5.X.2
Common Procedures for P-CSCF Restoration in 5GC
If IMS service is required through 5GC, the UE performs Registration procedure and requests PDU Session Establishment procedure for IMS service, as specified in 3GPP TS 23.501 [x1] and 3GPP TS 23.502 [x2]. The UE selects P-CSCF via PDU Session Establishment procedure or via DHCP procedure and performs initial IMS registration (see 3GPP TS 23.228 [y]).
P-CSCF failure may be detected during an originating SIP procedure or terminating SIP procedure. When P-CSCF failure is detected, various mechanisms for P-CSCF restoration can be invoked (by e.g. SMF, UDM or PCF), depending on the mechanism utilized.
Various mechanisms for P-CSCF restoration in 5GC have common procedures which are used to trigger the P-CSCF re-selection at the UE side, as specified in the following subclauses.
5.X.2.1
Alternate P-CSCF Address Update Procedure
The following points are considered as requirements for the procedure specified in this subclause:
1.
P-CSCF discovery is performed by requesting and provisioning P-CSCF address(es) within Protocol Configuration Options (PCO), as specified in 3GPP TS 29.061 [9], subclause 13a.2.1.
2.
The UE supports PCO IE, as specified in 3GPP TS 24.008 [4], subclause 10.5.6.3.
Figure 5.x.2.1-1 describes the P-CSCF address update procedure at detection of P-CSCF failure.
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 Figure 5.x.2.1-1: P-CSCF Address Update Procedure
1. When P-CSCF failure is detected, the SMF determines to initiate PDU Session Update procedure, in order to send new P-CSCF list to the UE.
2.
The SMF invokes Namf_Communication_N1N2MessageTransfer service operation, to trigger the PDU Session Modification procedure. Within the message, the SMF includes new PCO IE with a new list of P-CSCF addresses (which does not include the failed P-CSCF).
3.
The AMF triggers PDU Session Modification procedure to the UE, to deliver new list of P-CSCF to the UE.

4.
Upon receiving the new list of P-CSCFs, if the P-CSCF in use is missing, the UE re-selects one P-CSCF from the list to perform SIP registration.
5.X.2.2
Alternate P-CSCF Selection Triggering Procedure
The following points are considered as requirements for the procedure specified in this subclause:

1.
P-CSCF discovery is performed by requesting P-CSCF address(es) via DHCP method, as specified in 3GPP TS 29.061 [9], subclause 13a.2.1

2.
The UE supports PCO IE, as specified in 3GPP TS 24.008 [4], subclause 10.5.6.3.

Figure 5.x.2.2-1 describes the P-CSCF selection triggering procedure.
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 Figure 5.x.2.2-1: P-CSCF Selection Triggering Procedure
1. When P-CSCF failure is detected, the SMF determines to initiate PDU Session Update procedure, in order to send P-CSCF failure indication to the UE.

2.
The SMF invokes Namf_Communication_N1N2MessageTransfer service operation, to trigger the PDU Session Modification procedure. Within the message, the SMF includes P-CSCF failure indication.

3.
The AMF triggers PDU Session Modification procedure to the UE, to deliver the P-CSCF failure indication to the UE.

4.
Upon receiving the P-CSCF failure indication, the UE discovers P-CSCF via DHCP procedure to perform SIP registration.
5.X.2.3
Release PDU Session with Reactivation Procedure
The following points are considered as requirements for the procedure specified in this subclause:

1.
The UE does not support "Update PDU Session at P-CSCF failure" mechanism, as specified in 3GPP TS 29.061 [9], subclause 13a.2.2.
Figure 5.x.2.3-1 describes the procedure of release PDU session with reactivation indication.
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 Figure 5.x.2.3-1: Release PDU Session with Reactivation Indication
1.
When P-CSCF failure is detected, the SMF determines to initiate PDU Session Release procedure, with reactivation indication.

2.
The network initiates a PDU session release with reactivation indication of the IMS PDU session according to 3GPP TS 23.502 [x2], clause 4.3.4. The exact network function that triggers the procedure depends on method used.
3.
The UE requests to re-establish IMS PDU session. The UE discovers P-CSCF during the IMS PDU session establishment or via DHCP procedure, to perform SIP registration.
5.X.3
P-CSCF Failure Detection at SMF/UPF
5.X.3.1
Overview and Principles
The P-CSCF failure detection at SMF/UPF is an optional mechanism.

This mechanism is executed when an originating request cannot be served due to a P-CSCF failure, as long as there are no other registration flows for this originating UE using an available P-CSCF.

During the establishment of IMS PDU session, the SMF instructs the UPF to detect and report the P-CSCF failure. Once the P-CSCF is reported failure, the SMF initiates IMS PDU sesion update procedure, so as to trigger the UE re-selects P-CSCF and registers again to IMS.
5.X.3.2
P-CSCF Monitoring and Failure Detection Procedure
The following figure 5.x.3.2-1 describes the SMF instrctured P-CSCF monitoring and failure detection. When P-CSCF failure is detected, the SMF tirggers related procedures specified in 5.x.2 for P-CSCF restoration.
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 Figure 5.x.3.2-1: P-CSCF Failure Detection at SMF/UPF
1.
The UE sends a PDU Session Establishment Request towards the AMF, to establish a PDU session for IMS service.
2.
The AMF invokes Nsmf_PDUSession_CreateSMContext service operation to the SMF, to request the SMF to create PDU session for IMS service.

3.
The SMF invokes Npcf_SMFPolicyControl_Get service operation to the PCF, to retrieve session related policy.

4.
The SMF selects appropriate UPF for IMS service and requests the UPF to establish N4 session.

5.
When PDU session is created, the SMF invokes Namf_Communication_N1N2MessageTransfer service operation to the AMF, to inform the request of PDU session establishment. A list of P-CSCF address is also included in the PCO.

6.
The AMF sends PDU Establishenment Response message to the UE, with a list of P-CSCF included in the PCO.

7.
The UE performs an initial registration towards a P-CSCF from the received list.

8.
The P-CSCF sends Rx Push (see 3GPP TS 29.214 [7]) to provide the PCF with the P-CSCF selected by the UE. The PCF sends Rx Push response.

9.
The PCF sends P-CSCF address to the SMF, e.g. using Notification procedure.
Editor's Note

It is FFS on which Npcf procedure/message is used for the PCF to send P-CSCF address to the SMF.
10.
The SMF stores the P-CSCF address and uses N4 session modification procedure to request the UPF to start monitoring the heath of the P-CSCF.

11.
The P-CSCF sends 200 OK to the UE.

12.
A failure in P-CSCF is detected via N6 by the UPF. The UPF sends a N4 Session Report message to the SMF, indicating the P-CSCF failure.

The mechanism of P-CSCF failure detection by UPF is similar as the P-CSCF failure detection by PGW, as described in 3GPP TS 29.601 [9] subclasue 13.a.2.2.
13.
The SMF initiates PDU Session Modification procedure or PDU Session Release with Reactivation Request procedure to all UEs associated to the failure P-CSCF address.

If a UE supports "Update PDU Session at P-CSCF failure" mechanism, the SMF initiates PDU Session Modification procedure to the UE, to trigger the UE re-selects P-CSCF as specified in subclause 5.x.2.1 or 5.x.2.2.
If a UE does not support "Update PDU Session at P-CSCF failure" mechanism, the SMF initiates PDU Session Release with Reactivation procedure to the UE, to trigger the UE re-establish IMS PDUS session, as specified in 5.x.2.3.
14.
Subsequent to step 8, the UE re-selects a P-CSCF and performs an initial IMS registration towards the new P-CSCF, as specified in subclause 5.x.2.
5.X.4
UDM/HSS Based P-CSCF Restoration
5.x.4.1
Overview and principles
The UDM/HSS based P-CSCF restoration is an optional mechanism.
As the IMS system interfaces an HSS, the UDM/HSS in this section shall be interpreted as TS 23.228 [y], annex Y, clause Y.0.
This mechanism is executed when a terminating request does not proceed due to a P-CSCF failure, as long as there are no other registration flows for this terminating UE using an available P-CSCF.

When P-CSCF failure is detected, the UDM shall, either:

-
send a P-CSCF restoration indication to the SMF serving IMS PDU session, and the SMF thus initiates IMS PDU session update procedure, so as to trigger the UE re-selects P-CSCF and registers again to IMS, or
-
send a P-CSCF restoration indication to the AMF serving the UE, and the AMF initiates IMS PDU session re-establishment, and the UE re-selects P-CSCF and registers again to IMS.
5.x.4.2
Trigger P-CSCF Restoration Procedure via SMF
During establishing PDU Session for IMS service, the SMF performs registration to the UDM and provides sufficient information for triggering P-CSCF restoration procedure (e.g. DNN="IMS", P-CSCF supported feature bit, etc), as specified in 3GPP TS 29.503 [z].
When the UDM determines P-CSCF restoration need to be triggered, the UDM selects the SMF serving IMS, according to the SMF registration information in the UDM, to trigger the P-CSCF restoration procedure.
The following figure 5.x.4.2-1 illustrates how the SMF supports P-CSCF restoration procedure in 5G network.
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Figure 5.x.4.2-1: Trigger P-CSCF Restoration Procedure via SMF

0:
The SMF serving the IMS PDU session registers at the UDM. If the SMF supports the UDM based P-CSCF restoration mechanism, it provides a callback URI for P-CSCF restoration notifications. 

1-5. The S-CSCF receives incoming SIP message. If the S-CSCF detects the previous P-CSCF is failed (e.g. due to return SIP error or lack of response), the S-CSCF sends Cx SAR message to the HSS, including P-CSCF restoration indication.

NOTE: 
After receiving the Cx SAR message, the HSS forwards the P-CSCF restoration indication to the UDM internally. The deployment variation of HSS and UDM is out of scope, and the interaction between HSS and UDM is implementation specific. 
6.
The UDM sends Nudm_UECM_PCscfRestoration notification to the SMF serving IMS PDU session, using the received callback URI for P-CSCF restoration notifications. The SMF accepts the Nudm message and sends HTTP response message to the UDM.
7.
The S-CSCF sends a SIP response back to the originating side.

8.
The SMF initiates PDU Session Modification procedure or network-triggered PDU Session Release procedure of the IMS PDU session with Reactivation indication, as specified in subclause 5.x.2.
9.
Subsequent to step 8, the UE re-selects a P-CSCF and performs an initial IMS registration towards the new P-CSCF, as specified in subclause 5.x.2.
10.
The S-CSCF sends the suspended terminating SIP message to a newly selected P-CSCF after the successful SIP registration for the UE.
5.x.4.3
Trigger P-CSCF Restoration Procedure via AMF
During establishing PDU Session for IMS service, the AMF performs registration to the UDM and provides sufficient information for triggering P-CSCF restoration procedure, as specified in 3GPP TS 29.503 [z].

When the UDM determines P-CSCF restoration need to be triggered, the UDM selects the AMF serving the UE according to the AMF registration information in the UDM, to trigger the P-CSCF restoration procedure.

The following figure 5.x.4.3-1 illustrates how the AMF supports P-CSCF restoration procedure in 5G network.
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Figure 5.x.4.3-1: Trigger P-CSCF Restoration Procedure via AMF

0:
The AMF serving the UE registers at the UDM. If the AMF supports the UDM based P-CSCF restoration mechanism, it provides a callback URI for P-CSCF restoration notifications. 

1-5. The S-CSCF receives incoming SIP message. If the S-CSCF detects the previous P-CSCF is failed (e.g. due to return SIP error or lack of response), the S-CSCF sends Cx SAR message to the HSS, including P-CSCF restoration indication.

NOTE: 
After receiving the Cx SAR message, the HSS forwards the P-CSCF restoration indication to the UDM internally. The deployment variation of HSS and UDM is out of scope, and the interaction between HSS and UDM is implementation specific. 
6.
The UDM sends Nudm_UECM_PCscfRestoration notification to the AMF serving the UE, using the received callback URI for P-CSCF restoration notifications. The AMF accepts the Nudm message and sends HTTP response message to the UDM.

7.
The S-CSCF sends a SIP response back to the originating side.

8.
The AMF initiates a network-triggered PDU Session Release procedure of the IMS PDU session with Reactivation indication, as specified in subclause 5.x.2.
9.
Subsequent to step 8, the UE re-selects a P-CSCF and performs an initial IMS registration towards the new P-CSCF, as specified in subclause 5.x.2.
10.
The S-CSCF sends the suspended terminating SIP message to a newly selected P-CSCF after the successful SIP registration for the UE.
5.X.5
PCF Based P-CSCF Restoration
5.x.5.1
Introduction
The PCF based P-CSCF restoration is an optional mechanism.

This mechanism is executed when a terminating request does not proceed due to a P-CSCF failure, as long as there are no other registration flows for this terminating UE using an available P-CSCF.

When P-CSCF failuire is detected, the S-CSCF sends a P-CSCF restoration indication through an alternative P-CSCF and the PCF thus initiates IMS PDU session update procedure, so as to trigger the UE re-selects P-CSCF and registers again to IMS.

5.x.5.2
Trigger P-CSCF Restoration Procedure via PCF
The following figures illustrate the details of PCF based P-CSCF restoration procedure in 5G network.
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Figure 5.x.5.2-1: Trigger P-CSCF Restoration Procedure via PCF
The P-CSCF failure is detected by S-CSCF or IBCF/ATCF, as specified in subclause 5.5.

1.
The S-CSCF receives a terminating INVITE message.
2.
As the previous P-CSCF is detected failure, the S-CSCF forwards the Terminating INVITE message to alternative P-CSCF, as specified in subclause 5.5. The alternative P-CSCF is chosen by local configuration.

3.
The alternative P-CSCF shall send an Rx AAR message with the P-CSCF restoration indication to the associated PCF. The associated PCF is chosen as specified in 3GPP TS 23.503 [x3]. The PCF shall send an Rx AAA to the P-CSCF.
4.
The PCF sends P-CSCF restoration indication to the SMF serving IMS PDU session, e.g. using Notification procedure.

Editor's Note:
It is FFS on which Npcf procedure/message is used for the PCF to send P-CSCF restoration indication to the SMF.
5.
The SMF initiates PDU Session Modification procedure or PDU Session Release with Reactivation Request procedure to the UE, as specified in subclause 5.x.2.
6.
Subsequent to step 8, the UE re-selects a P-CSCF and performs an initial IMS registration towards the new P-CSCF, as specified in subclause 5.x.2.
7.
The S-CSCF sends the suspended terminating SIP message to a newly selected P-CSCF after the successful SIP registration for the UE.
* * * End of Changes * * * *

_1585472303.vsd
�

UE


SMF


UPF


PCF


P-CSCF



_1585574147.vsd
�

UE

SMF

10.SIP Registration completed, continue SIP message delivery


3. SIP Error or lack of response


AMF

Failed  P-CSCF

New  P-CSCF

S-CSCF

2. SIP message


4. Cx SAR
(P-CSCF Rest ind)


8.IMS PDU Update


9. SIP Register


9. SIP Register


1. SIP message


7. SIP Response


5. Cx SAA)


HSS/UDM



_1587219125.vsd
�

UE


SMF


UPF


PCF


P-CSCF



_1587206666.vsd
�

UE

SMF

10.SIP Registration completed, continue SIP message delivery


3. SIP Error or lack of response


AMF

Failed  P-CSCF

New  P-CSCF

S-CSCF

2. SIP message


4. Cx SAR
(P-CSCF Rest ind)


8.IMS PDU Re-establishment


9. SIP Register


9. SIP Register


1. SIP message


7. SIP Response


5. Cx SAA)


HSS/UDM



_1585492982.vsd
�

UE


SMF


UPF


PCF



_1585484046.vsd
�

UE


PCF


Alternative P-CSCF


S-CSCF



_1585472045.vsd
�

UE


SMF


UPF


PCF


P-CSCF



