
3GPP TSG CT4 Meeting #84
C4-183487
KunMing, P.R. China; 16th – 20th April 2018
was C4-183401


was C4-183044
Source:
Huawei
Title:
Corrections to NF Discovery procedure and Nnrf-nfm API
Spec:
3GPP TS 29.510 v0.5.0
Agenda item:
6.2.1.8
Document for:
Agreement
1. Introduction
This PCR proposes some corrections to the NF discovery procedure and some missing details for the Nnrf-nfm API.

2. Reason for Change
There are few contradictions / inconsistencies in the NF discovery service operation and corresponding data model definition in TS 29.510. 

1. The behaviour of NF service consumer upon getting an array of NFProfiles in the response is missing. How the NF service consumer selects one of the NF instances is not specified. For e.g use of capacity information to do a weighted selection is one of the options (this is now described in Ericsson CR C4-183476 as a Table NOTE). Description of error status returned is missing. Correspondingly the following EN is removed
Editor's Note:
It is FFS to specify the behaviour of the NF instances and NF service instances with regards to the capacity parameters.
2. IPaddress data type mentioned in table 6.1.6.3.2-1 is removed since the actual data types used as IPv4addr, IPv6addr and IPv6Prefix and these are referred to TS 29.571.
3. A number of editorial corrections like filling sections that are empty, filling error causes where missing etc.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.510 v0.5.0.
* * * First Change * * * *
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* * * Next Change * * * *
6.1.3.2
Resource: nf-instances (Store)

6.1.3.2.1
Description

This resource represents a collection of the different NF instances registered in the NRF.
This resource is modelled as the Store resource archetype (see subclause C.3 of 3GPP TS 29.501 [5]).
6.1.3.2.2
Resource Definition

Resource URI: {apiRoot}/nrf-nfm/v1/nf-instances
This resource shall support the resource URI variables defined in table 6.1.3.2.2-1.

Table 6.1.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1


6.1.3.2.3
Resource Standard Methods

6.1.3.2.3.1
GET
This method retrieves a list of all NF instances currently registered in the NRF. This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.

Table 6.1.3.2.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	nfType
	NFType


	O
	0..1
	The type of NF to restrict the list of returned NF Instances.


This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 6.1.3.2.3.1-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	Uri
(
	M
	1..N
	200 OK
	The response body contains an array of URIs for each registered NF in the NRF.

	ProblemDetails
	M
	1
	404 Not Found
	This status code shall be returned if the queried NF type does not have any NF instances registered with the NRF.


6.1.3.2.4
Resource Custom Operations

The following subclauses will specify the custom operations supported by the resource.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

6.1.3.2.4.1
Overview
Table 6.1.3.2.4.1-1: Custom operations
	Custom operation URI
	Mapped HTTP method
	Description

	
	
	

	
	
	


6.1.3.2.4.2
Operation: <operation 1>
This subclause will specify the meaning of the operation applied on the resource. 
6.1.3.2.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 

6.1.3.2.4.2.2
Operation Definition

This subclause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the request data structures specified in table 6.1.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.2.4.2.2-2.
Table 6.1.3.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 6.1.3.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


6.1.3.2.4.3
Operation: <operation 2>
And so on if there are more than two operations supported by the resource. Same structure as in subclause 6.1.3.2.4.1.

* * * Next Change * * * *
6.1.3.3.3
Resource Standard Methods

6.1.3.3.3.1
GET

This method retrieves the NF Profile of a given NF instance.

This method shall support the URI query parameters specified in table 6.1.3.3.3.1-1.

Table 6.1.3.3.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.1.3.3.3.1-2 and the response data structures and response codes specified in table 6.1.3.3.3.1-3.
Table 6.1.3.3.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 6.1.3.3.3.1-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	NFProfile


	M
	1
	200 OK
	The response body contains the profile of a given NF Instance.

	ProblemDetails
	M
	1
	403 Forbidden
	The NF Service Consumer is not allowed to query the instances of this NF type.


* * * Next Change * * * *

6.1.3.3.3.2
PUT
This method registers a new NF instance in the NRF, or replaces completely an existing NF instance.

This method shall support the URI query parameters specified in table 6.1.3.3.3.2-1.

Table 6.1.3.3.3.2-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.1.3.3.3.2-2 and the response data structures and response codes specified in table 6.1.3.3.3.2-3.
Table 6.1.3.3.3.2-2: Data structures supported by the PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	NFProfile


	M
	1
	Profile of the NF Instance to be registered, or completely replaced, in NRF.


Table 6.1.3.3.3.2-3: Data structures supported by the PUT Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	NFProfile


	M
	1
	200 OK
	This case represents the successful replacement of an existing NF Instance profile.

Upon success, a response body is returned containing the replaced profile of the NF Instance.

	NFProfile


	M
	1
	201 Created
	This case represents the successful registration of a new NF Instance.

Upon success, a response body is returned containing the newly created NF Instance profile; also, the HTTP response shall include a "Location" HTTP header that contains the resource URI of the created resource.

	ProblemDetails
	M
	1
	400 Bad Request
	This case represents the failure registration of a new NF Instance, because of input parameter error.

	ProblemDetails
	M
	1
	500 Internal Server Error
	This case represents the failure in the registration of a new NF Instance, because of a server internal error.


* * * Next Change * * * *

6.1.3.3.3.3
PATCH
This method updates partially the profile of a given NF instance.

This method shall support the URI query parameters specified in table 6.1.3.3.3.3-1.

Table 6.1.3.3.3.3-1: URI query parameters supported by the PATCH method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.1.3.3.3.3-2 and the response data structures and response codes specified in table 6.1.3.3.3.3-3.
Table 6.1.3.3.3.3-2: Data structures supported by the PATCH Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	PatchDocument

(FFS)
	M
	1
	It contains the list of changes to be made to the profile of the NF Instance, according to the JSON PATCH format specified in IETF RFC 6902 [xx].


Table 6.1.3.3.3.3-3: Data structures supported by the PATCH Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	NFProfile


	M
	1
	200 OK
	Upon success, a response body is returned containing the updated profile of the NF Instance.


* * * Next Change * * * *

6.1.6
Data Model

6.1.6.1
General

This subclause specifies the application data model supported by the API.

Table 6.1.6.1-1 specifies the data types defined for the Nnrf service based interface protocol.

Table 6.1.6.1-1: Nnrf specific Data Types
	Data type
	Section defined
	Description

	NFProfile
	6.1.6.2.2
	

	
	
	

	NFService
	6.1.6.2.3
	

	DefaultNotificationSubscriptions
	6.1.6.2.4
	Data structure for specifying the notifications the NF service subscribes by default along with callback URI.

	IpEndPoint
	6.1.6.2.5
	

	UdrInfo
	6.1.6.2.6
	

	SupiRange
	6.1.6.2.7
	

	AmfInfo
	6.1.6.2.8
	

	SmfInfo
	6.1.6.2.9
	

	NFType
	6.1.6.3.3
	

	NotificationType
	6.1.6.3.4
	

	TransportProtocol
	6.1.6.3.5
	


Table 6.1.6.1-2 specifies data types re-used by the Nnrf service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnrf service based interface. 
Table 6.1.6.1-2: Nnrf re-used Data Types
	Data type
	Reference
	Comments

	N1MessageClass
	3GPP TS 29.518 [6]
	The N1 message type

	N2InformationClass
	3GPP TS 29.518 [6]
	The N2 information type

	IPv4Addr
	3GPP TS 29.571 [7]
	

	IPv6Addr
	3GPP TS 29.571 [7]
	

	IPv6Prefix
	3GPP TS 29.571 [7]
	

	Uri
	3GPP TS 29.571 [7]
	

	Dnn
	3GPP TS 29.571 [7]
	

	SupportedFeatures
	3GPP TS 29.571 [7]
	

	Snssai
	3GPP TS 29.571 [7]
	

	PlmnId
	3GPP TS 29.571 [7]
	


6.1.6.2
Structured data types
6.1.6.2.1
Introduction

This subclause defines the structures to be used in resource representations. 

Allowed structures are: array, object.
6.1.6.2.2
Type: NFProfile

Table 6.1.6.2.2-1: Definition of type NFProfile

	Attribute name
	Data type
	P
	Cardinality
	Description

	nfInstanceID
	string
	M
	1
	Unique identity of the NF Instance.

	nfType
	NFType
	M
	1
	Type of Network Function

	plmn
	PlmnId
	O
	0..1
	PLMN of the Network Function

	sNssai
	Snssai
	O
	0..N
	NSSAIs of the Network Function

	fqdn
	Fqdn
	C
	0..1
	FQDN of the Network Function (NOTE 1)

	ipv4Address
	Ipv4Addr
	C
	0..N
	IPv4 address(es) of the Network Function (NOTE 1)

	ipv6Address
	Ipv6Addr
	C
	0..N
	IPv6 address(es) of the Network Function (NOTE 1)

	ipv6Prefix
	Ipv6Prefix
	C
	0..N
	IPv6 prefix of the Network Function (NOTE 1)

	capacity
	integer
	O
	0..1
	Static capacity information, expressed as a weight relative to other NF instances of the same type

	udrInfo
	UdrInfo
	O
	0..1
	Specific data for the UDR (ranges of SUPI, …)

	amfInfo
	AmfInfo
	O
	0..1
	Specific data for the AMF (AMF Set ID, …)

	smfInfo
	smfInfo
	O
	0..1
	Specific data for the SMF (DNN's, …)

	nfServiceList
	NFService
	O
	0..N
	List of NF Service Instances

	NOTE 1:
At least one of the addressing parameters (fqdn, ipv4address, ipv6adress and ipv6Prefix) shall be included in the NF Profile.



Editor's Note:
The attributes related to specific NFs are not complete yet. Also, it is FFS whether NF-specific parameters are needed at NF service instance level. 



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


6.1.6.2.3
Type: NFService

Table 6.1.6.2.3-1: Definition of type NFService
	Attribute name
	Data type
	P
	Cardinality
	Description

	serviceInstanceID
	string
	M
	1
	Unique ID of the service instance within a given NF Instance

	serviceName
	string
	M
	1
	Name of the service instance (e.g. "udm-sdm")

	version
	string
	M
	1
	Version of the service instance (e.g. "v1")

	schema
	string
	M
	1
	Protocol schema (e.g. "http", "https")

	fqdn
	string
	O
	0..1
	FQDN of the NF where the service is hosted (see NOTE 1)

	ipEndPoint
	IpEndPoint
	O
	0..N
	IP address(es) and port information of the Network Function (including IPv4 and/or IPv6 address) where the service is listening for incoming service requests (see NOTE 1)

	apiPrefix
	string
	O
	0..1
	Optional path segment(s) used to construct the {apiRoot} variable of the different API URIs, as described in 3GPP TS 29.501 [3], subclause 4.4.1

	defaultNotificationSubscriptions
	DefaultNotificationSubscriptions
	O
	0..N
	Notification endpoints for different notification types.

	allowedPlmns
	PlmnId
	O
	0..N
	PLMNs allowed to access the service instance

	allowedNfTypes
	NFType
	O
	0..N
	Type of the NFs allowed to access the service instance

	allowedNssais
	Snssai
	O
	0..N
	NSSAI of the allowed slices to access the service instance

	capacity
	integer
	O
	0..1
	Static capacity information, expressed as a weight relative to other services of the same type. This overrides the NF level capacity.

	supportedFeatures
	SupportedFeatures
	O
	0..1
	Supported Features of the NF Service instance

	NOTE 1:
If both the fqdn and ipEndpoint attributes are not present, the FQDN and IP address related attributes from the NF Profile shall be used to construct the API URIs of this service.


6.1.6.2.4
Type: DefaultNotificationSubscriptions

Table 6.1.6.2.4-1: Definition of type DefaultNotificationSubscriptions

	Attribute name
	Data type
	P
	Cardinality
	Description

	notificationType
	NotificationType
	M
	1
	Type of notification for which the corresponding callback URI is provided.

	callbackUri
	Uri
	M
	1
	The callback URI.

	n1MessageClass
	N1MessageClass
	C
	0..1
	If the notification type is N1_MESSAGES, this IE shall be present and shall identify the class of N1 messages to be notified. 

	n2InformationClass
	N2InformationClass
	C
	0..1
	If the notification type is N2_INFORMATION, this IE shall be present and shall identify the class of N2 information to be notified. 


6.1.6.2.5
Type: IpEndPoint

Table 6.1.6.2.5-1: Definition of type IpEndPoint
	Attribute name
	Data type
	P
	Cardinality
	Description

	ipv4Address
	Ipv4Addr
	C
	0..1
	IPv4 address (NOTE 1)

	ipv6Address
	Ipv6Addr
	C
	0..1
	IPv6 address (NOTE 1)

	ipv6Prefix
	Ipv6Prefix
	C
	0..1
	IPv6 prefix (NOTE 1)

	transport
	TransportProtocol
	O
	0..1
	Transport protocol

	port
	integer
	O
	0..1
	Port number

	NOTE 1: 
Exactly one occurrence of either ipv4Address, ipv6Address or ipv6Prefix shall be included in this data structure.


6.1.6.2.6
Type: UdrInfo

Table 6.1.6.2.6-1: Definition of type UdrInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	supiRanges
	SupiRange
	M
	1..N
	List of ranges of SUPI's whose profile data is available in a given NF (UDR) instance


6.1.6.2.7
Type: SupiRange

Table 6.1.6.2.7-1: Definition of type SupiRange
	Attribute name
	Data type
	P
	Cardinality
	Description

	start
	string
	O
	0..1
	First value identifying the start of a SUPI range, to be used when the range of SUPI's can be represented as a numeric range (e.g., IMSI ranges). This string shall consist only of digits.

Pattern: "^\d+$"

	end
	string
	O
	0..1
	Last value identifying the end of a SUPI range, to be used when the range of SUPI's can be represented as a numeric range (e.g. IMSI ranges). This string shall consist only of digits.

Pattern: "^\d+$"

	pattern
	string
	O
	0..1
	Pattern (regular expression according to the ECMA-262 dialect [8]) representing the set of SUPI's belonging to this range. A SUPI value is considered part of the range if and only if the SUPI string fully matches the regular expression.


EXAMPLE 1:
IMSI range. From: 123 45 6789040000 To: 123 45 6789059999 (i.e., 20,000 IMSI numbers)
JSON: { "start": "123456789040000", "end": "123456789059999" }

EXAMPLE 2:
IMSI range. From: 123 45 6789040000 To: 123 45 6789049999 (i.e., 10,000 IMSI numbers)
JSON: { "pattern": "^imsi-12345678904\d{4}$" }, or
JSON: { "start": "123456789040000",  "end": "123456789049999" }

EXAMPLE 3:
NAI range. "smartmeter-{factoryID}@company.com" where "{factoryID}" can be any string.
JSON: { "pattern": "^nai-smartmeter-.+@company\.com$" }

6.1.6.2.8
Type: AmfInfo

Table 6.1.6.2.8-1: Definition of type AmfInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	amfSetId
	string
	M
	1
	AMF set identifier.


6.1.6.2.9
Type: SmfInfo

Table 6.1.6.2.9-1: Definition of type SmfInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	dnnList
	Dnn
	M
	1..N
	DNN's supported by the SMF

	servingArea
	string
	O
	0..N
	The service areas the SMF supports


Editor's Note:
The content and usage of the service area is FFS.

6.1.6.3
Simple data types and enumerations
6.1.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

6.1.6.3.2
Simple data types 

The simple data types defined in table 6.1.6.3.2-1 shall be supported.

Table 6.1.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description

	
	
	

	
	
	

	
	
	


	Fqdn
	string
	FQDN (Fully Qualified Domain Name)

	
	
	


6.1.6.3.3
Enumeration: NFType
The enumeration NFType represents the different types of Network Functions that can be found in the 5GC.
Table 6.1.6.3.3-1: Enumeration NFType

	Enumeration value
	Description

	"NRF"
	Network Function: NRF

	"UDM"
	Network Function: UDM

	"AMF"
	Network Function: AMF

	"SMF"
	Network Function: SMF

	"AUSF"
	Network Function: AUSF

	"NEF"
	Network Function: NEF

	"PCF"
	Network Function: PCF

	"SMSF"
	Network Function: SMSF

	"NSSF"
	Network Function: NSSF

	"UDR"
	Network Function: UDR

	"LMF"
	Network Function: LMF

	"GMLC"
	Network Function: GMLC

	"5G_EIR"
	Network Function: 5G-EIR

	"SEPP"
	Network Function: SEPP

	"UPF"
	Network Function: UPF

	"N3IWF"
	Network Function: N3IWF

	"AF"
	Network Function: AF

	"UDSF"
	Network Function: UDSF


6.1.6.3.4
Enumeration: NotificationType
Table 6.1.6.3.4-1: Enumeration NotificationType

	Enumeration value
	Description

	"N1_MESSAGES"
	Notification of N1 messages

	"N2_INFORMATION"
	Notification of N2 information

	"LOCATION_NOTIFICATION"
	Notification of Location Information by AMF towards NF Service Consumers (e.g GMLC)


6.1.6.3.5
Enumeration: TransportProtocol

Table 6.1.6.3.5-1: Enumeration TransportProtocol

	Enumeration value
	Description

	"TCP"
	Transport protocol: TCP


* * * Next Change * * * *

6.2.2
Usage of HTTP

6.2.2.1
General

HTTP/2, as defined in IETF RFC 7540 [x], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].

HTTP/2 shall be transported as specified in subclause 5.3 of 3GPP TS 29.500 [4].

HTTP messages and bodies for the Nnrf_NFDiscovery service shall comply with the OpenAPI [y] specification contained in Annex A.
6.2.2.2
HTTP Standard Headers

6.2.2.2.1
General
The mandatory standard HTTP headers as specified in subclause 5.2.2.2 of 3GPP TS 29.500 [4] shall be supported.
6.2.2.2.2
Content type 


The following content types shall be supported:

-
The JSON format (IETF RFC 8259 [x]). The use of the JSON format shall be signalled by the content type "application/json". See also subclause 5.4 of 3GPP TS 29.500 [4].
-
The Problem Details JSON Object (IETF RFC 7807 [z]). The use of the Problem Details JSON object in a HTTP response body shall be signalled by the content type "application/problem+json".
* * * Next Change * * * *

6.2.4
Custom Operations without associated resources 
There are no custom operations defined without any associated resources for the Nnrf_NFDiscovery service in this release of this specification.



	
	
	

	
	
	

	
	
	











	
	
	
	

	
	
	
	



	
	
	
	

	

	
	
	
	
	






* * * End of Changes * * * *

