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* * * First Change * * * *

5.13
Ethernet traffic (for 5GC)
5.13.1
General

An SMF and UPF may support Ethernet PDU sessions, as specified in subclause 5.6.10.2 of 3GPP TS 23.501[28].

For a PFCP session set up for an Ethernet PDU session, the SMF shall:

-
include the PDN Type IE set to "Ethernet" in the PFCP Session Establishment Request;

-
provision PDR(s), for uplink and/or downlink traffic, with Ethernet Packet Filter(s), based on at least any combination of:

-
Source/destination MAC address;  

-
Ethertype as defined in IEEE 802.3 [31]; 

-
Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) VID fields as defined in IEEE 802.1Q [30];  

-
Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) PCP/DEI fields as defined in IEEE 802.1Q [30]; 
-
IP Packet Filter Set, in case Ethertype indicates IPv4/IPv6 payload. 
-
request an UPF acting as PDU session anchor to strip the preamble and frame check sequence (FCS) from the Ethernet frame for downlink traffic, and/or to add the preamble and frame check sequence (FCS) to the Ethernet frame for uplink traffic.
The SMF may also request a UPF, acting as PDU session anchor, to redirect ARP or IPv6 Neighbour Solicitation traffic to the SMF as specified in subclause 5.13.2, or to perform ARP proxying or IPv6 Neighbour Advertisement proxying as specified in subclause 5.13.3. 

For a PFCP session set up for an Ethernet PDU session, the UPF shall: 



-
detect Ethernet traffic, based on Ethernet Packet Filter(s) provisioned in PDR(s) by the SMF, and process the Ethernet traffic as instructed in the FAR, QER(s) and URR(s) associated to the PDR(s);

-
forward ARP or IPv6 Neighbour Solicitation messages to the SMF, as specified in subclause 5.13.2, if so required by the SMF.
-
perform ARP proxying or IPv6 Neighbour Advertisement proxying, as specified in subclause 5.13.3, if so required by the SMF; 

NOTE 1:
Ethernet Preamble and Start of Frame delimiter are not sent over 5GS. 
NOTE 2:
How the UPF/SMF builds the ARP or the IPv6 Neighbour cache is not specified in this release and is implementation specific.

Editor's Note: It is FFS how the SMF shall set the DL PDR at the anchor PDU session anchor. Stage 2 says "The UPF shall store the MAC addresses, received from the UE, and associate those with the appropriate PDU Session". The DL PDR should normally contain unambiguous Packet Detection Information allowing to detect incoming traffic for the PDU session (usually UE IP Address). Here, there is no UE IP address and the SMF does not know the MAC addresses received by the UPF from the UE.
* * * Next Change * * * *

8.2.93
MAC address
The MAC address IE shall be encoded as shown in Figure 8.2.93-1. It shall contain a MAC address value.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 133 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	spare
	UDES
	USOU
	DEST
	SOUR
	

	
	m to (m+5)
	Source MAC address value
	

	
	n to (n+5)
	Destination MAC address value
	

	
	o to (o+5)
	Upper Source MAC address value
	

	
	p to (p+5)
	Upper Destination MAC address value
	

	
	s to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.93-1: MAC address
The following flags are coded within Octet 5:

-
Bit 1 – SOUR (Source): If this bit is set to "1", then the source MAC address value is provided.
-
Bit 2 – DEST (Destination): If this bit is set to "1", then the destination MAC address value is provided.
-
Bit 3 – USOU (Source): If this bit is set to "1", then the source MAC address value contains the lower value and Upper Source MAC address value contains the upper value of an MAC address range.

-
Bit 4 – UDES (Destination): If this bit is set to "1", then the destination MAC address value contains the lower value and Upper Destination MAC address value contains the upper value of an MAC address range.-
Bit 5 to 8: Spare, for future use and set to 0.

Octets "m to (m+5)" or "n to (n+5)" and "o to (o+5)" or "p to (p+5)", if present, shall contain a MAC address value (12-digit hexadecimal numbers).

* * * End of Changes * * * *


