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1. Introduction
<Introduction part (optional)>

2. Reason for Change
The paper proposes to make some overall cleanup and correction activities of the specification:

· Remove blank rows in tables

· Remove guide texts

· Filling empty subclauses with normative texts
· Remove unused subclauses
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS <TS number and version>.
* * * First Change * * * *

5.2.2.5
N1N2MessageSubscribe

5.2.2.5.1
General

The N1N2MessageSubscribe service operation is used by a NF Service Consumer (e.g LMF) to subscribe to the AMF for notifying N1 messages of a specific type (e.g LPP) or N2 information of a specific type (e.g NRPPa). 

5.2.2.5.2
Use of N1N2MessageSubscribe for Individual UEs

An NF Service Consumer (e.g LMF) may subscribe to notifications of specific N1 message type (e,g LPP) or N2 information type (e.g NRPPa). In this case the NF Service Consumer shall subscribe by using the HTTP POST method with the following URI. See also Figure 5.2.2.5.2-1.

The URI: "{apiRoot}/namf_comm/v1/ue_contexts/{ueContextId}/n1-n2-messages/subscriptions"
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Figure 5.2.2.5.2-1 N1N2 Message Subscribe
1.
The NF Service Consumer shall send a POST request to create a subscription resource in the AMF for a UE specific N1/N2 message notification. The payload body of the POST request shall contain:

-
N1 and/or N2 Message Type, identifying the type of N1 and/or N2 message to be notified

-
A callback URI for the notification
2.
If the request is accepted, the AMF shall include a HTTP Location header to provide the location of a newly created resource (subscription) together with the status code 201 indicating the requested resource is created in the response message. 

5.2.2.6
N1N2MessageUnSubscribe

5.2.2.6.1
General

The N1N2MessageUnSubscribe service operation is used by a NF Service Consumer (e.g LMF) to unsubscribe to the AMF to stop notifying N1 messages of a specific type (e.g LPP). 
The NF Service Consumer shall use the HTTP method DELETE with the following URI to request the deletion of the subscription for the N1 / N2 message towards the AMF. See also Figure 5.2.2.6.1-1.

The URI: "{apiRoot}/namf_comm/v1/ue_contexts/{ueContextId}/n1-n2-messages/subscriptions/{subscriptionId}"
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Figure 5.2.2.6.1-1 N1N2 Message Unsubscribe

1.
The NF Service Consumer shall send a DELETE request to delete an existing subscription resource in the AMF.

2.
If the request is accepted, the AMF shall reply with the status code 204 indicating the resource identified by subscription ID is successfully deleted, in the response message.
* * * Next Change * * * *

5.2.2
Service Operations 


5.2.2.1
Introduction
This subclause describes the service operations supported by Namf_Communication service.

5.2.2.2
UEContextTransfer
5.2.2.2.1
General

The UEContextTransfer service operation is used during the following procedure:

-
General Registration procedure (see 3GPP TS 23.502 [3], subclause 4.2.2.2.2)

The UEContextTransfer service operation is invoked by a NF Service Consumer, e.g. a target AMF, towards the AMF (acting as source AMF), when the target AMF receives a Registration Request with the UE's 5G-GUTI included and the serving AMF has changed since last registration, to retrieve the UE Context, e.g. the UE's SUPI and MM Context, in the source AMF. 

The NF Service Consumer (e.g. the target AMF) shall retrieve the UE Context by using the HTTP PATCH method with the URI of an "Individual ueContext" resource, see subclause 6.1.3.2. See also Figure 5.2.2.2.1-1.
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Figure 5.2.2.2.1-1 UE Context Transfer

1.
The NF Service Consumer, e.g. target AMF, shall send a PATCH request, to modify the attribute "transferStatus" to the value "TRANSFERRING".
2. 
The (source) AMF shall respond with the status code 200 OK if the request is accepted. The payload body of the PATCH response shall contain the representation of the requested UE Context, where the attribute "transferStatus" is set to "TRANSFERRING". The Source AMF shall start a timer to follow up the status of the UE Context Transfer procedure, and shall reset the attribute "transferStatus" to "NULL" after the timer expires.
Editor's Note: the description of failure cases is FFS.





* * * Next Change * * * *

5.3.2 
Service Operations


5.3.2.1
Introduction
This subclause describes the service operations supported by Namf_EventExposure service.

* * * Next Change * * * *

5.3.2.4 
Notify

5.3.2.4.1
General

The Notify service operation is invoked by the AMF, to send a notification, towards the notification URL, when certain event included in the subscription has taken place. 

The AMF shall use HTTP method POST, using the notification URL received in the subscription creation as specified in subclause 5.3.2.2.2, including e.g. the subscription ID, Event ID(s) for which event has happened, to send a notification. See Figure 5.3.2.4.1-1.

The Notify service operation shall also be invoked by the AMF, when it determines to delete certain subscriptions.

Editor's Note: It is FFS whether and how a server to notify the resource is deleted. Such server initiated resource deletion should have the same mechanism for all 3GPP scenarios.
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Figure 5.3.2.4.1-1 Notify

1.
The AMF shall send a POST request to send a notification.

2.
If the notification is received, the NF Service Consumer shall acknowledge reply with the status code 204 indicating the notification is received, in the response message.

Editor's Note: the description of failure cases is FFS.



* * * Next Change * * * *

5.4.2.2 
EnableUEReachability
5.4.2.2.1
General

The EnableUEReachability service operation is used in the following procedure:

-
MT SMS over NAS in CM-IDLE state (see 3GPP TS 23.502 [3], subclause 4.13.3.6)
The EnableUEReachability service operation shall be invoked by the NF Service Consumer (e.g. SMSF) to enable the reachability of the UE. The service operation triggers the AMF to page the UE if the UE is in CM-IDLE state and the NAS message is to be sent over via 3GPP access. The AMF shall accept the request and respond to the SMSF immediately if the UE is in CM-CONNECTED state.
The NF Service Consumer shall invoke the service by using the HTTP method PUT, to update the state of the UE to be reachable, which is identified by the UE’s SUPI. The AMF shall update the state of the UE to CM-CONNECTED state by paging the UE if the UE is in CM-IDLE state. If the UE is not reachable, the AMF shall indicate to the NF Service Consumer in the response.
5.4.2.2.2
Procedure using Enable UE Reachability
Figure 5.4.2.2.1-1 shows a scenario where the NF Service Consumer (e.g. SMSF) sends a request to the AMF to make the UE reachable. The URI included in the request shall be {apiRoot}/namf_mt/v1/ue-contexts/{ueContextId}/ue_reachind. Where the ueContextId is composed by supi-{supi}.
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Figure 5.4.2.2.2-1: NF Service Consumer enables the reachability of the UE

1.
The NF Service Consumer sends a PUT request to the resource representing the ueReachInd resource of the AMF. The payload body of the PUT request shall contain a representation of the ueReachInd resource to be updated. 

2.
On success, "204 No Context" shall be returned. 
The definition of the ueReachInd resource is specified in subclause 6.3.3.

Editor's Note: the description of failure cases is FFS.



* * * Next Change * * * *

6.1.2
Usage of HTTP

6.1.2.1
General


6.1.2.2
HTTP standard headers

6.1.2.2.1
General

6.1.2.2.2
Content type 

The JSON format shall be supported. The use of the JSON format (IETF RFC 8259 [8]) shall be signalled by the content type "application/json". See also subclause 5.4 of 3GPP TS 29.500 [4].

Multipart messages shall also be supported (see subclause 6.1.2.4) using the content type "multipart/related", comprising:

-
one JSON body part with the "application/json" content type; and 

-
one or two binary body parts with 3gpp vendor specific content subtypes.  

The 3gpp vendor specific content subtypes defined in Table 6.1.2.2.2-1 shall be supported.

Table 6.1.2.2.2-1: 3GPP vendor specific content subtypes 
	content subtype
	Description

	vnd.3gpp.ngap
	Binary encoded payload, encoding NG Application Protocol (NGAP) IEs, as specified in subclause 9.4 of 3GPP TS 38.413 [12] (ASN.1 encoded).

	vnd.3gpp.5gnas
	Binary encoded payload, encoding a 5GS NAS message, as specified in 3GPP TS 24.501 [11].  

	NOTE: 
Using 3GPP vendor content subtypes allows to describe the nature of the opaque payload (e.g. NGAP or 5GS NAS information) without having to rely on metadata in the JSON payload. 


See subclause 6.1.2.4 for the binary payloads supported in the binary body part of multipart messages.

6.1.2.3
HTTP custom headers

6.1.2.3.1
General


* * * Next Change * * * *

6.1.3.2.2
Resource Definition

Resource URI:{apiRoot}/namf-comm/v1/ue-contexts/{ueContextId} 
This resource shall support the resource URI variables defined in table 6.1.3.2.2-1.

Table 6.1.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1

	ueContextId
	Represents the 5G Globally Unique Temporary Identifier (See 3GPP TS 23.501 [2] clause 5.9.4)


Pattern: "5g-guti-[0-9]{5,6}[0-9a-fA-F]{14}"
Or represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)

pattern: "(imsi-[0-9]{5,15}|nai-.+)"
Or represents the Permanent Equipment Identifier (see 3GPP TS 23.501 [2] clause 5.9.3)


pattern: "(imei-[0-9]{15})"

	 
	 

	 
	 


* * * Next Change * * * *

6.1.3.3.2
Resource Definition

Resource URI:{apiRoot}/namf-comm/v1/subscriptions
This resource shall support the resource URI variables defined in table 6.1.3.3.2-1.

Table 6.1.3.3.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1

	 
	 

	 
	 


* * * Next Change * * * *

6.1.4
Custom Operations without associated resources
There are no custom operations without associated resources supported on Namf_Communicatoin Service.




	
	
	

	
	
	

	
	
	











	
	
	
	

	
	
	
	



	
	
	
	

	

	
	
	
	
	






* * * Next Change * * * *

6.1.6.2
Structured data types


* * * Next Change * * * *

6.1.6.3
Simple data types and enumerations


* * * Next Change * * * *

6.2.2
Usage of HTTP

6.2.2.1
General


6.2.2.2
HTTP standard headers

6.2.2.2.1
General

6.2.2.2.2
Content type 

The JSON format shall be supported. The use of the JSON format (IETF RFC 8259 [8]) shall be signalled by the content type "application/json". See also subclause 5.4 of 3GPP TS 29.500 [4].





* * * Next Change * * * *

6.2.3.2.2
Resource Definition

Resource URI: {apiRoot}/namf-evts/v1/subscriptions
This resource shall support the resource URI variables defined in table 6.2.3.2.2-1.

Table 6.2.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.2.1

	 
	 

	 
	 


* * * Next Change * * * *

6.2.4
Custom Operations without associated resources 
There are no custom operations without associated resources supported on Namf_EventExposure Service.





	
	
	

	
	
	

	
	
	











	
	
	
	

	
	
	
	



	
	
	
	

	

	
	
	
	
	






* * * Next Change * * * *


* * * Next Change * * * *

6.3.2
Usage of HTTP

6.3.2.1
General


6.3.2.2
HTTP standard headers

6.3.2.2.1
General

6.3.2.2.2
Content type 

The JSON format shall be supported. The use of the JSON format (IETF RFC 8259 [8]) shall be signalled by the content type "application/json". See also subclause 5.4 of 3GPP TS 29.500 [4].





* * * Next Change * * * *

6.3.3.2.3.1
PUT


This method shall support the URI query parameters specified in table 6.3.3.2.3.1-1.

Table 6.3.3.2.3.1-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.3.3.2.3.1-2 and the response data structures and response codes specified in table 6.3.3.2.3.1-3.

Table 6.3.3.2.3.1-2: Data structures supported by the PUT Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	MtUeInformation

	M
	1
	Contain the State of the UE, the value shall be set to UE Reachable.


Table 6.3.3.2.3.1-3: Data structures supported by the <method 1> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	
	
	
	204 No Content
	Indicate the ueReachInd is updated to UE Reachable successfully.

	FailureReason

(FFS)<type> or n/a
	O
	0..1
	406 Not Acceptable
	Indicate the operation is failed as the UE is not reachable, e.g. after paging.




6.3.3.2.4
Resource Custom Operations
There is no custom operations supported on this resource.




	
	
	

	
	
	

	
	
	










	
	
	
	

	
	
	
	



	
	
	
	

	

	
	
	
	
	








6.3.4
Custom Operations without associated resources 
There are no custom operations without associated resources supported on Namf_MT service.




	
	
	

	
	
	

	
	
	











	
	
	
	

	
	
	
	



	
	
	
	

	

	
	
	
	
	






6.3.5
Notifications
There are no notifications supported on Namf_MT service.




6.3.6
Data Model

6.3.6.1
General

This subclause specifies the application data model supported by the API.


Table 6.3.6.3-1 specifies the data types defined for the Namf_MT service based interface protocol.

Table 6.3.6.3-1: Namf specific Data Types

	Data type
	Section defined
	Description

	MtUeInformation
	6.3.6.3.3
	Contain the UeReachability, indicates the reachable or unreachable of the UE

	UeReachability
	6.2.6.3.7
	Describes the reachability of the UE


Table 6.3.6.3-2 specifies data types re-used by the Namf_MT service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Namf_MT service based interface. 

Table 6.3.6.3-2: Namf_MT re-used Data Types

	Data type
	Reference
	Comments

	FailureReason
	tbd
	Common data type used in response bodies


6.3.6.2
Structured data types

6.3.6.2.1
Introduction
This subclause defines the structures to be used in resource representations.


6.3.6.2.2
Type: MtUeInformation

Table 6.3.6.3.2-1: Definition of type MtUeInformation

	Attribute name
	Data type
	P
	Cardinality
	Description

	reachability
	UeReachability
	M
	1
	The reachable or unreachable of the UE

	 
	 
	
	
	

	 
	 
	
	
	




6.3.6.3
Simple data types and enumerations


6.3.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

6.3.6.3.2
Simple data types
None.


	
	
	

	
	
	





	
	

	
	

	
	




6.3.6.4
Binary data
None.

* * * Next Change * * * *

6.4.2
Usage of HTTP

6.4.2.1
General


6.4.2.2
HTTP standard headers

6.4.2.2.1
General

6.4.2.2.2
Content type 

The JSON format shall be supported. The use of the JSON format (IETF RFC 8259 [8]) shall be signalled by the content type "application/json". See also subclause 5.4 of 3GPP TS 29.500 [4].





* * * Next Change * * * *

6.4.3.2.3
Resource Standard Methods

There are no standard methods supported on this resource.
* * * Next Change * * * *

6.4.4
Custom Operations without associated resources
There are no custom operations without associated resources supported on Namf_Location service. 





	
	
	

	
	
	

	
	
	











	
	
	
	

	
	
	
	



	
	
	
	

	

	
	
	
	
	






* * * Next Change * * * *

6.4.6.1
General

This subclause specifies the application data model supported by the API.

Table 6.4.6.1-1 specifies the data types defined for the Namf_Location service based interface protocol.

Table 6.4.6.1-1: Namf_Location specific Data Types

	Data type
	Section defined
	Description

	RequestUELocation
	6.4.6.2.2
	Information within Provide Location Request

	ProvideUELocation
	6.4.6.2.3
	Information within Provide Location Response


Table 6.4.6.1-2 specifies data types re-used by the Namf_Location service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Namf_Location service based interface. 

Table 6.4.6.1-2: Namf_Location re-used Data Types

	Data type
	Reference
	Comments

	Supi
	3GPP TS 29.571 [6]
	Subscription Permanent Identifier

	Gpsi
	3GPP TS 29.571 [6]
	General Public Subscription Identifier

	LcsClientType
	3GPP TS 29.571 [6]
	LCS Client Type (Emergency, Lawful Interception …)

	LcsQoS
	3GPP TS 29.571 [6]
	LCS QoS (accuracy, response time)

	SupportedGADShapes
	3GPP TS 29.571 [6]
	LCS supported GAD shapes

	LocationEstimate
	3GPP TS 29.571 [6]
	Estimate of the location of the UE

	AccuracyFulfilmentIndicator
	3GPP TS 29.571 [6]
	Requested accuracy was fulfilled or not

	AgeOfLocationEstimate
	3GPP TS 29.571 [6]
	Age Of Location Estimate

	PositioningData
	3GPP TS 29.571 [6]
	Usage of each positioning method

	Ecgi
	3GPP TS 29.571 [6]
	UE EUTRAN cell information

	Ncgi
	3GPP TS 29.571 [6]
	UE NR cell information


6.4.6.2
Structured data types

6.4.6.2.1
Introduction

This subclause defines the structures to be used in resource representations. 


* * * Next Change * * * *

Annex A (normative):
OpenAPI specification

* * * End of Changes * * * *
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