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1. Introduction
<Introduction part (optional)>

2. Reason for Change
This paper is aiming to describe the failure cases of the Namf_EventExposure Service Operations, including:
· Subscribe: (Creation of a subscription, Modification of a subscription)
· Unsubscribe

· Notify

According to 3GPP TS 29.500, the service operations shall map application errors in most suitable HTTP status codes. E.g. if the subscription data contains unsupported event or unsupported report options, 400 Bad Request should be returned indicating the client is sending a request that cannot be understood by AMF; or when trying to delete or modify a subscription with a not existing subscription ID, 404 Not found will be returned. These kinds of generic handling are covered in "Error Handling" subclause thus will not be explicitly stated on service operation level.
Specifically, when creating a subscription for specific UE or modifying a subscription to a specific UE, the client passing a UE ID that are not being served by the AMF, the AMF should reject it. It is recommended to return 403 Forbidden with Problem Details describing that "UE is not serviced by AMF".
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.518 v1.0.0.
* * * First Change * * * *

5.3.2.2.2
Creation of a subscription

The Subscribe service operation is invoked by a NF Service Consumer, e.g. NEF, towards the AMF, when it needs to create a subscription to monitor at least one event relevant to the AMF. The NF Service Consumer may subscribe to multiple events in a subscription. A subscription may be associated with one UE, a group of UEs or any UE. 
The NF Service Consumer shall request to create a new subscription by using HTTP method POST with URI of the subscriptions collection, see subclause 6.2.3.2.
The NF Service Consumer may include the following information in the HTTP message body: 

-
NF ID

-
UE(s) Identification (one UE ID, identification for a group of UE(s), any UE)
-
Event Filters with Event Id(s), Immediate one time notification flag, reporting options (e.g. Maximum Number of Reports or Monitoring Duration).
Editor's Note: Possible additional parameters are FFS.

Editor's Note: Some parameters above require further clarification.

The NF Service Consumer shall also include a Notification URL in the message body. 
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Figure 5.3.2.2.2-1 Subscribe for Creation
1.
The NF Service Consumer shall send a POST request to create a subscription resource in the AMF. The payload body of the POST request shall contain a representation of the individual subscription resource to be created.

2.
If the request is accepted, the AMF shall include a HTTP Location header to provide the location of a newly created resource (subscription) together with the status code 201 indicating the requested resource is created in the response message. If the NF Service Consumer has included the immediateFlag with value as "true" in the event subscription, the AMF shall include the current status of the events subscribed, if available (e.g current location information is included if the subscribed event is LOCATION_REPORT). If the NF Service Consumer has set the event reporting option as ONE_TIME and if the AMF has included the current status of the events subscribed in the response, then the AMF shall not do any subsequent event notification for the events given in the AmfCreateEventSubscription parameter. 

If the subscription resource to be created is for a specific UE and the UE identified by the UE ID in the request is not being served by the AMF, AMF should reject the request using "403 Forbidden" response code. A "ProblemDetails" object shall be included in the response with the "details" field set to "Requested UE is not served by the AMF".

5.3.2.2.3
Modification of a subscription

The Subscribe service operation is invoked by a NF Service Consumer, e.g. NEF, towards the AMF, when it needs to modify an existing subscription previously created by itself at the AMF.

The NF Service Consumer shall modify the subscription by using HTTP method PATCH with the URI of the individual subscription resource (see subclause 6.2.3.3) to be modified.

See also Figure 5.3.2.2.3-1 below.
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Figure 5.3.2.2.3-1 Modification of a Subscription

1.
The NF Service Consumer shall send a PATCH request to modify a subscription resource in the AMF.

2.
If the request is accepted, the AMF shall the representation of the modified subscription resource or its sub-
resource together with the status code 200. 

If the modification of the subscription is changing event monitoring pattern to a specific UE and the UE identified by the requested UE ID is not being served by the AMF, the AMF should reject the request using "403 Forbidden" response code. A "ProblemDetails" object shall be included in the response with the "details" field set to "Requested UE is not served by the AMF".

5.3.2.3 
Unsubscribe

5.3.2.3.1
General

The Unsubscribe service operation is invoked by a NF Service Consumer, e.g. NEF, towards the AMF, to remove an existing subscription previously created by itself at the AMF.

The NF Service Consumer shall use HTTP method DELETE with the following URL to request the deletion toward the AMF. See also Figure 5.3.2.3.1-1.

URI: "{apiRoot}/namf_evets/v1/subscriptions/{subscriptionId}"
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Figure 5.3.2.3.1-1 Unsubscribe a subscription

1.
The NF Service Consumer shall send a DELETE request to delete an existing subscription resource in the AMF.

2.
If the request is accepted, the AMF shall reply with the status code 204 indicating the resource identified by 
subscription ID is successfully deleted in the response message.

5.3.2.4 
Notify

5.3.2.4.1
General

The Notify service operation is invoked by the AMF, to send a notification, towards the notification URL, when certain event included in the subscription has taken place. 

The AMF shall use HTTP method POST, using the notification URL received in the subscription creation as specified in subclause 5.3.2.2.2, including e.g. the subscription ID, Event ID(s) for which event has happened, to send a notification. See Figure 5.3.2.4.1-1.

The Notify service operation shall also be invoked by the AMF, when it determines to delete certain subscriptions.

Editor's Note: It is FFS whether and how a server to notify the resource is deleted. Such server initiated resource deletion should have the same mechanism for all 3GPP scenarios.
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Figure 5.3.2.4.1-1 Notify

1.
The AMF shall send a POST request to send a notification.

2.
If the notification is received, the NF Service Consumer shall acknowledge reply with the status code 204 indicating the notification is received, in the response message.


* * * Next Change * * * *

6.2.3.2.3.1
POST

This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.

Table 6.2.3.2.3.1-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.2.3.2.3.1-2 and the response data structures and response codes specified in table 6.2.3.2.3.1-3.

Table 6.2.3.2.3.1-2: Data structures supported by the POST Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	AmfCreateEventSubscription
	M
	1
	Describes of an AMF Event Subscription to be created


Table 6.2.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	AmfCreatedEventSubscription 
	M
	1
	201 Created
	Represents successful creation of an AMF Event Subscription

	ProblemDetails
	M
	1
	403 Forbidden
	Represents the creation of subscription is rejected, with the problem details described in the response body.

Supported reason(s) of rejection:

· Requested UE not served by the AMF


* * * Next Change * * * *

6.2.3.3.3.1
PATCH

This method shall support the URI query parameters specified in table 6.2.3.3.3.1-1.

Table 6.2.3.3.3.1-1: URI query parameters supported by the PATCH method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.2.3.3.3.1-2 and the response data structures and response codes specified in table 6.2.3.3.3.1-3.

Table 6.2.3.3.3.1-2: Data structures supported by the PATCH Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	AmfUpdateEventSubscription
	M
	1
	Document describes the modification(s) to a AMF Event Subscription


Editor's Note: The detailed format of modification document in the PATCH request is FFS.

Table 6.2.3.3.3.1-3: Data structures supported by the PATCH Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	AmfUpdatedEventSubscription
	M
	1
	200 OK
	Represents a successful update on AMF Event Subscription

	ProblemDetails
	M
	1
	403 Forbidden
	Represents the creation of subscription is rejected, with the problem details described in the response body.

Supported reason(s) of rejection:

· Requested UE not served by the AMF


* * * Next Change * * * *

6.2.6
Data Model

6.2.6.2
General

This subclause specifies the application data model supported by the API.

Table 6.2.6.2-1 specifies the data types defined for the Namf_EventExposure service based interface protocol.

Table 6.2.6.2-1: Namf_EventExposure specific Data Types

	Data type
	Section defined
	Description

	AmfEventSubscription
	6.2.6.2.2
	Represents an individual event subscription resource on AMF

	AmfEvent
	6.2.6.2.3
	Describes an event to be subscribed

	AmfEventNotification
	6.2.6.2.4
	Represents a notification generated by AMF to be delivered

	AmfEventReport
	6.2.6.2.5
	Represents a report triggered by a subscribed event type, except the report triggered by UES_IN_AREA_REPORT event type

	AmfEventOptions
	6.2.6.2.6
	Describes how the reports shall be generated by a subscribed event

	AmfEventState
	6.2.6.2.7
	Represents the state of a subscribed event

	UeLocation
	6.2.6.2.8
	Represents the location information of a UE

	RmInfo
	6.2.6.2.9
	Represents the registration state of a UE for an access type

	CmInfo
	6.2.6.2.10
	Represents the connectivity state of a UE for an access type

	SubscribedData
	6.2.6.2.11
	Represents the subscribed data received from UDM

	CommunicationFailure
	6.2.6.2.12
	Describes a communication failure detected by AMF

	AmfCreateEventSubscription
	6.2.6.2.13
	Describes of an AMF Event Subscription to be created

	AmfCreatedEventSubscription
	6.2.6.2.14
	Represents successful creation of an AMF Event Subscription

	AmfUpdateEventSubscription
	6.2.6.2.15
	Document describes the modification(s) to an AMF Event Subscription

	AmfUpdatedEventSubscription
	6.2.6.2.16
	Represents a successful update on an AMF Event Subscription

	AmfEventArea
	6.2.6.2.17
	Represents an area to be monitored by an AMF event.

	AmfEventType
	6.2.6.3.3
	Describes the supported event types of Namf_EventExposure Service

	AmfEventTrigger
	6.2.6.3.4
	Describes how AMF should generate the report for the event

	LocationFilter
	6.2.6.3.5
	Describes the supported filters of LOCATION_REPORT event type

	SubscribedDataFilter
	6.2.6.3.6
	Describes the supported filters of SUBSCRIBED_DATA_REPORT event type

	UeReachability
	6.2.6.3.7
	Describes the reachability of the UE

	PresenceState
	6.2.6.3.8
	Describes the presence state of the UE to a specified area of interest

	RmState
	6.2.6.3.9
	Describes the registration management state of a UE

	CmState
	6.2.6.3.10
	Describes the connectivity management state of a UE


Editor's Note: the possibility to use common data type "UserLocationInformation" instead of UeLocation is FFS.

Table 6.2.6.2-2 specifies data types re-used by the Namf_EventExposure service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Namf_EventExposure service based interface. 

Table 6.2.6.2-2: Namf_EventExposure re-used Data Types

	Data type
	Reference
	Comments

	Supi
	3GPP TS 29.571 [6]
	

	GroupId
	3GPP TS 29.571 [6]
	

	DurationSec
	3GPP TS 29.571 [6]
	

	Gpsi
	3GPP TS 29.571 [6]
	

	Uri
	3GPP TS 29.571 [6]
	

	Pei
	3GPP TS 29.571 [6]
	

	UserLocationInformation
	3GPP TS 29.571 [6]
	See NOTE

	TaI
	3GPP TS 29.571 [6]
	See NOTE

	TimeZone
	3GPP TS 29.571 [6]
	See NOTE

	AccessType
	3GPP TS 29.571 [6]
	

	ProblemDetails
	3GPP TS 29.571 [6]
	Problem Details

	NOTE:
These data types are not defined yet, but already recorded in an Editor's Note in subclause 5.4 of 3GPP TS 29.571 [6].


* * * End of Changes * * * *

NF Service Consumer
AMF
1. PATCH …/subscriptions/{subscriptionId} (Deltas)
2. 200 OK (resource representation)



_1579950499.vsd
NF Service Consumer


AMF


1. POST .../subscriptions (AmfCreateEventSubscription)


2. 201 Created (AmfCreatedEventSubscription (with optional event report))



_1578420314.vsd
NF Service Consumer


AMF


1. POST {eventNotificationUrl}(AmfEventNotification) 


2. 204 No Content



_1570555588.vsd
NF Service Consumer


AMF


1. DELETE …/subscriptions/{subscriptionId} 


2. 204 No Content



