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1. Overall Description:

CT4 thanks SA3 for their LS on the documentation of security requirements for API design. 
CT4 confirms that it is possible to specify API design guidelines related to security considerations in TS 29.501, assuming they are agreeable to CT4. Based on earlier exchanges with SA3, CT4 has for instance already specified in TS 29.501 that keys shall be unique in JSON objects.
Guidelines should not hinder future extensibility of the APIs. Therefore requirements such as those listed below can only be considered with large enough limits, such as 16k, 128k and 32 respectively. The exact figures will be determined by CT4 later.
-
Each message shall have a defined maximum number of IEs. 

-
Each datastructure shall have a defined maximum size.

-
Each datastructure shall have a defined maximum nesting depth.

2. Actions:

To SA3 group.

ACTION: 
CT4 asks SA3 group to take the above response into account.
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