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1. Introduction
It was agreed to require use of simultaneous multiple HTTP connections (i.e. TCP connections in this release) between a pair of NFs, the benefit is to increase the reliability of the signalling path (see discussion in C4-182067). It was also proposed in that discussion paper that more guidance on how to maintain and use the multiple HTTP connections is needed so as to reduce the risk of interoperability issue.
2. Reason for Change
The main guidance on how to maintain and use multiple HTTP connections is:
1)
how to select one among the existing HTTP connections when there is HTTP request to be sent;

2)
when to create new HTTP connections due to stream ID exhaustion.

For 1):
Round-robin can be an alternative, however the stream ID consuming rate is fair among the multiple HTTP connections, that will lead to the stream IDs of those HTTP connections exhausted (almost) at the same time. It should be guaranteed that stream IDs are consumed in different speeds. One simple way to achieve this is to have different weights for HTTP connections. Higher weight means the HTTP connection has more chance to be selected, thus high weight HTTP connections will be exhausted faster than the low weight ones.
For 2):

Since multiple HTTP connections are guaranteed, a new HTTP connection can be established right after one has been exhausted. It’s a simple way.

3. Proposal

It is proposed to agree the following changes to 3GPP TS 29.500 v0.4.0.
* * * First Change * * * *

5.2.6 
HTTP/2 Connection management
The HTTP request / response exchange mechanism as specified in sub-clause 8.1 of IETF RFC 7540 [7] shall be supported between the 3GPP NFs. A 3GPP NF (acting as an HTTP/2 client) shall support establishing multiple HTTP/2 connections (at least two) towards a peer NF (acting as an HTTP/2 server) or a proxy. The peer NF is identified by host and port pair where the host is derived from the target URI (see subclause 6.1.1). 
NOTE 1:
HTTP/2 connection redundancy allows transporting messages through diverse IP paths and improve 5GC resiliency.
NOTE 2:
Establishing multiple HTTP/2 connections ensures that HTTP/2 stream ID is reused, is distributed, and hence delays the exhaustion of HTTP/2 stream IDs on each HTTP/2 connection.

When sending an HTTP/2 request, an NF shall select one from the existing HTTP/2 connections towards the peer NF (acting as an HTTP/2 server) or the proxy. The NF shall make sure that different HTTP/2 connections are used in different frequency.
NOTE 3
To use the multiple HTTP/2 connections in different frequency can avoid the exhaustions of all of the HTTP/2 connections happen in a short period of time.
Editor’ Note:
It is FFS how the NF makes sure that different HTTP/2 connections are used in different frequency.
As per subclause 8.1 of IETF RFC 7540 [7] a HTTP/2 request/response exchange fully consumes a single stream. When the HTTP/2 Stream IDs on a given HTTP/2 connection is exhausted, an NF (acting as a HTTP/2 client), shall establish another HTTP/2 connection towards its peer NF (acting as a HTTP/2 server) as specified in subclause 5.3. 

NOTE 4:
As per IETF RFC 7540 [7], a stream ID once closed cannot be reused on the same HTTP/2 connection. Considering the number of request / response exchanges between 3GPP NFs, the total available streams per HTTP/2 connection will exhaust frequently (once in few days).
* * * Next Change * * * *

5.3
Transport protocol
The Transmission Control Protocol as described in IETF RFC 793 [6] shall be used as transport protocol as required by HTTP/2 (see IETF RFC 7540 [7]). 
NOTE:
When using TCP as the transport protocol, an HTTP/2 connection is mapped to a TCP connection.
* * * End of Changes * * * *
