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Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Service Interruption: A period of time in which one or more network elements do not respond to requests and do not send any requests to the rest of the system.

S-CSCF Restoration Information: Information required for the S-CSCF to handle traffic for a registered user. This information is stored in HSS and if lost, retrieved by the S-CSCF.

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

AMF
Access and Mobility Management Function
APCO
Additional Protocol Configuration Options

ePDG
Evolved Packet Data Gateway

IKEv2
Internet Key Exchange Protocol Version 2

LIA
Location Information Answer

LIR
Location Information Request

LMA
Local Mobility Anchor

NBIFOM
Network-Based IP Flow Mobility

PCO
Protocol Configuration Options

PGW
PDN Gateway

PMIP
Proxy Mobile IP

RCS
Rich Communication Services

SAA
Server Assignment Answer

SAR
Server Assignment Request

SGW
Serving Gateway
SMF
Session Management Function
TWAN
Trusted WLAN Access Network

UAA
User Authorization Answer

UAR
User Authorization Request
UDM
Unified Data Management
VoLTE
Voice over LTE
WLAN
Wireless Local Area Network

WLCP
Wireless LAN Control Plane Protocol

*** END CHANGES ***
*** BEGIN CHANGES ***
5.0
General

The following clauses show the requirements and information flows of IMS Restoration Procedures for the P-CSCF service interruption in each of the scenarios where they apply.

Procedures over S9 between V-PCRF and H-PCRF are not supported in this release of the specification.
For 5GS, only the HSS/UDM based solution is supported in this release of the specification
*** END CHANGES ***
*** BEGIN CHANGES ***
5.4
HSS/UDM-based P-CSCF restoration for 3GPP access

5.4.1
Introduction

The HSS/UDM-based P-CSCF restoration described in the subclause 5.4 is an optional mechanism which applies when the UE is using a 3GPP access for the IMS PDN connection/PDU sessions.

When supported, this mechanism shall be executed when a terminating request cannot be serviced due to a P-CSCF failure, as long as there are no other IMS registration flows for this terminating UE using an available P-CSCF.

The HSS/UDM-based P-CSCF restoration consists of a basic mechanism that makes usage of a path through HSS/UDM and MME/SGSN/AMF to request the release of the IMS PDN connection/PDU session to the corresponding UE, as described in subclause 5.4.2; and an optional extension only used in GPRS and EPS that avoids the IMS PDN deactivation and re-activation, as described in subclause 5.4.3.
5.4.2
Description

5.4.2.1
General

The call flow for the HSS/UDM-based P-CSCF restoration mechanism is described in figure 5.4.2.1-1. The nodes included in this call flow shall execute following procedures if they support the HSS/UDM-based P-CSCF restoration mechanism.



[image: image2.emf]UE

AMF/MME/

SGSN

Failed 

P-CSCF

New 

P-CSCF

S-CSCF

8. SIP Register

HSS/UDM

1. SIP message

2. SIP message

4. Cx SAR

(P-CSCF Rest ind)

5b. N8 Namf_MT_P-CSCFRestoration service operation

    S6a/S6d IDR/IDA (P-CSCF Restoration Indication)

    Gr ISD (P-CSCF Restoration Indication)

7. IMS PDN connection/

PDU session release

IMS PDN connection/PDU 

session re-establishment

8. SIP Register

3. SIP Error or lack of response

Register completion

6. SIP Response

PCO-based optional 

extension is NOT supported 

If PCO-based 

optional extension is 

supported: see 

subclause 5.4.3 

5a. Cx SAA

)


Figure 5.4.2.1-1: HSS-based P-CSCF restoration

1.
The terminating S-CSCF receives a SIP message for a destination UE.

2.
The S-CSCF forwards the SIP message to this called UE’s terminating P-CSCF.

3.
The S-CSCF shall identify whether the called UE’s terminating P-CSCF is not able to process this request, based on received error codes (i.e. the UE registration data is not present) or no response. In this case, the following steps shall apply to execute the HSS/UDM-based P-CSCF restoration. For more information about S-CSCF failure detection, see subclause 5.4.2.2.

4.
The S-CSCF shall check the registration status of the Public User Identity associated to the called UE. If the registration state of the Public User Identity is Registered, the S-CSCF shall check if the Public User Identity is currently registered with one or more Private User Identities. 

-
If the Public User Identity is currently registered with only one Private User Identity, the S-CSCF shall unregister this Public User Identity by sending a Cx SAR to the HSS/UDM, including a P-CSCF Restoration indication. 

-
If the Public User Identity is currently registered with more than one Private User Identity, the S-CSCF shall send a deregistration request to the HSS/UDM for the corresponding Public User Identity and Private User Identity pair via Cx SAR, including a P-CSCF Restoration indication.

5.
The HSS/UDM shall identify whether the AMF/MME/SGSN supports HSS/UDM-based P-CSCF restoration based on feature support information provided by the MME/SGSN as described in subclause 5.4.2.3 and by AMF as described in subclause 5.4.2.x, then when the HSS/UDM receives a Cx SAR with a P-CSCF Restoration indication, it shall check whether the serving node(s) for corresponding user support this feature: 

-
if at least one of the serving nodes support the feature:

-
the HSS/UDM shall send a P-CSCF restoration indication to the supporting serving node(s) where the IMSI associated to the received Private Identity is registered, i.e. SGSN and/or MME, using S6a/S6d IDR/IDA or Gr ISD request/answer and/or AMF using the Namf_MT_P-CSCFRestoration service operation 
over N8; and

-
the HSS shall perform either the unregistration or deregistration requested and it shall send a successful response to the S-CSCF via Cx SAA. The S-CSCF shall set respectively this Public User Identity as Unregistered or this UE as not registered. 

NOTE 1: 
The S-CSCF can start a P-CSCF Restoration Ongoing Timer to monitor the P-CSCF Restoration procedure. If the UE performs a new IMS registration before this timer expires, as a result of the P-CSCF Restoration procedure execution, the S-CSCF stops the timer. Otherwise, the S-CSCF registers again the Public User Identity by sending a Cx SAR to the HSS and it stops the timer. The value of the P-CSCF Restoration Ongoing Timer can consider how long the P-CSCF Restoration execution may take, and then it can take into account factors like paging re-transmission timers.

-
in addition, if the 3GPP AAA Server supports P-CSCF restoration for WLAN and if the user has an IMS APN/DNN configuration subscription for a WLAN access and is registered to a WLAN access, the procedure described in subclause 5.6.2.2 from step 5 onwards shall apply.

-
otherwise, the HSS shall provide an error response back in Cx SAA to the S-CSCF. 

NOTE 2:
In case there is not homogeneous support of this feature in corresponding user serving nodes, the P-CSCF Restoration procedure may be triggered as long as one serving node supports this feature, but if the UE is only reachable in the non-supporting serving node, the restoration procedure is not successful.

6.
The S-CSCF shall send a SIP response back to the originating side. This shall be an error response if only one Private User Identity is registered, since the S-CSCF is not able to progress the request; otherwise the S-CSCF shall select the best possible response following normal forking procedures. 


Subject to an operator policy, the error response sent by S-CSCF may in addition inform the originating side that a terminating request reattempt is possible based on timer expiration.

NOTE 3: 
Steps 4 and 6 above are not required to be in this order, reverse order is also possible.

7.
Upon reception of the P-CSCF Restoration indication from the HSS/UDM, the AMF/MME/SGSN from the received IMSI shall identify if the MM context of the UE exists and if the UE has an IMS PDN connection context or PDU session towards the IMS DNN. If either the MM context or the IMS PDN connection context/PDU session does not exist, the AMF/MME/SGSN shall discard the P-CSCF Restoration indication without further processing; otherwise the AMF/MME/SGSN shall continue as below. 

NOTE 4:
GSMA PRD IR.65 [21] clause 2.3 recommends one single IMS APN in case of simultaneous usage of VoLTE and RCS.


In case of EPS/GPRS, the MME/SGSN shall check the UE state:

-
If the UE is in ECM-IDLE state, the MME/SGSN shall page the UE.

- 
If the UE is initially in ECM-CONNECTED state or when it gets a response from the UE after paging:

-
If ISR is active, the MME/SGSN shall send a message, via the S3 interface, to stop paging the UE at the other ISR-associated node; and

-
The MME/SGSN shall execute the optional PCO-based optional extension to this mechanism as described in subclause 5.4.3, if this optional extension is supported by the MME/SGSN and by the serving SGW/PGW; otherwise it shall proceed as below.

NOTE 5:
The support of this feature by the serving SGW/PGW is determined based on the local configuration at the MME/SGSN.

-
The SGSN, or the MME if this is not the last PDN connection of the UE, shall release the UE’s IMS PDN connection towards the UE by initiating a PDN disconnection procedure with the NAS cause "reactivation requested". If this is the last PDN connection of the UE, the MME shall initiate a detach procedure with the NAS cause code "reactivation requested". Additionally, the MME/SGSN shall also release the same PDN connection towards the SGW/PGW by sending Delete Session message (not shown in the figure).

In case of 5GS the AMF shall check the UE state:

-
If the UE is in CM-IDLE state, the AMF shall page the UE.

- 
If the UE is initially in CM-CONNECTED state or when it gets a response from the UE after paging:

-
The AMF shall send positive response to the Namf_MT_P-CSCFRestoration service operation 
over the N8 interface, to stop paging the UE at other associated nodes; and shall invoke the Nsmf_PDUSession_ReleaseSMContext service operation in SMF to trigger the PDU session release procedure.
Editor's note:
It is FFS how to handle the case where AMF may not be able to contact the SMF.
8.
As a result of the release of the IMS PDN connection/PDU session, the UE shall activate the IMS PDN connection/PDU session, select an available P-CSCF and perform a new initial IMS registration, as per 3GPP TS 29.061 [9].

*** END CHANGES ***
*** BEGIN CHANGES ***
5.4.2.3
MME/SGSN mechanism support

If the MME/SGSN supports this mechanism, it shall indicate support of this feature to the HSS in S6a/S6d ULR. If support is indicated, this information shall be stored by HSS per MME/SGSN.
5.4.2.x
AMF mechanism support

If the AMF supports this mechanism, it shall indicate support of this feature to the UDM in the Nudm_UECM_Registration service operation of N8. If support is indicated, this information shall be stored by UDM per AMF.

*** END CHANGES ***
*** BEGIN CHANGES ***
5.4.6
HSS/UDM based P-CSCF restoration in roaming scenarios 

The considered roaming scenarios are the ones described in 3GPP TS 23.401 [17] clause 4.2.2, and in 3GPP TS 23.501[xx] clause 4.2.4.

For these roaming scenarios, when the VPLMN and the HPLMN both support the HSS/UDM based P-CSCF restoration mechanism, this mechanism shall be used for P-CSCF restoration. The HPLMN shall be aware that the VPLMN supports the HSS/UDM based P-CSCF restoration mechanism by signalling from the VPLMN. The HPLMN should not trigger a P-CSCF restoration otherwise.

For the roaming scenarios when either the VPLMN or the HPLMN does not support the HSS/UDM based P-CSCF restoration mechanism, then the AMF/MME/SGSN which is located in network supporting the HSS based mechanism, depending on operator policy, may apply:

-
no P-CSCF restoration mechanism; or

-
another existing mechanism e.g. the "Update PDP context/bearer at P-CSCF failure" mechanism described in subclause 5.1. The PGW/GGSN shall be aware (e.g. by local configuration) that the HSS based P-CSCF restoration mechanism cannot be used.

NOTE:
The PGW/GGSN identifies the roaming or non-roaming scenario based on the serving PLMN-ID and IMSI received from the MME/SGSN at the PDN connection establishment.

*** END CHANGES ***
�New service operation. Needed in 23.502?


�Maybe some other method shall be used?
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