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1. Reason for Change
Subclause 5.2.2.3.10 contains the following editor's note:
Editor's Note: It is FFS whether to model data forwarding as a separate subresource or using the dataForwarding IE as specified above.

Subclause 4.11.1.2.1 of TS 23.502 describes the setup and release of data forwarding tunnels during a 5GS to EPS handover using N26 as follows:
"

10a.
If indirect data forwarding applies, the AMF sends the Nsmf_PDUSession_UpdateSMContext Request (Serving GW Address(es) and Serving GW DL TEID(s) for data forwarding) to the PGW-C+SMF, for creating indirect data forwarding tunnel. If multiple PGW-C+SMFs serves the UE, the AMF maps the EPS bearers for Data forwarding to the PGW-C+SMF address(es) based on the association between the EPS bearer ID(s) and PDU Session ID(s). In home-routed roaming case, the AMF requests the V-SMF to create indirect forwarding tunnel.
…

21.
If indirect forwarding was used, then the expiry of the timer at AMF started at step 12c triggers the AMF to invoke Nsmf_PDUSession_UpdateSMContext Request service operation with an indication to release the forwarding tunnels of the V-SMF, in order to release temporary resources used for indirect forwarding that were allocated at step 10. The V-SMF returns Nsmf_PDUSession_Update SMContext Response message.

"

This has been modelled in TS 29.502 with a dataForwarding attribute of the SM context resource, defined as a boolean, taking the value true when when data forwarding tunnels are setup, and the value false when data forwarding tunnels are released. The dataForwarding attribute represents the state of the SM context with respect to whether data forwarding resources are set up or not. This is similar in principle to the hoState attribute which represents whether handover resources are setup or not. For all the scenarios, the (V-)SMF modeling relies on a single SM context resource with a flat representation of all the states of the SM context (UP connection state, Handover state, Data Forwarding state, etc) and with a reduced set of HTTP methods to create, read, modify and delete the resource.
Modeling data forwarding tunnels as a separate subresource of the SM context would result in a different modeling for the setup and release of data forwarding resources vs. handover resources, and in additional, specific and hierarchical resource and methods to just setup and release data forwarding tunnels. This would also require specific procedures to query the SM context resource and the associated data forwarding subresource, when wishing to retrieve the SM context, e.g. for testing or troubleshooting. 
It can also be noted that: 
a) indirect data forwarding tunnels can also be setup in other scenarios than 5GS to EPS handover using N26, e.g. in N2 handover (see step 4 of subclause 5.2.2.3.4.1 of TS 29.502) or EPS to 5GS Handover (see step 4 of subclause 5.2.2.3.9.2 of TS 29.502), and that the SM context is the only resource specified in these scenarios;
b) the setup of the data forwarding tunnels, in the 5GS to EPS handover scenario, requires the SMF to map the EPS bearers for Data Forwarding to the 5G QoS flows based on the association between the EPS bearer ID(s) and QFI(s) for the QoS flow(s), i.e. mapping information that is associated to the SM context resource. 

For the reasons above, it is proposed to stick to the current modeling of TS 29.502 for the setup and release of data forwarding tunnels. 

2. Proposal

It is proposed to agree the following changes to 3GPP TS 29.502 v1.0.0.
* * * First Change * * * *

5.2.2.3.10
5GS to EPS Handover using N26 interface 

The NF Service Consumer (e.g. AMF) shall request the SMF to establish indirect data forwarding tunnels during a 5GS to EPS handover, as follows. 
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Figure 5.2.2.3.10-1: 5GS to EPS Handover using N26 interface (data forwarding tunnels setup)

1.
The NF Service Consumer shall send a PATCH request, as specified in subclause 5.2.2.3.1, with the following information: 

-
dataForwarding IE set to true; 

-
EPS bearer contexts received from the MME in the Forward Relocation Response.

2.
Upon receipt of such a request, the SMF shall map the EPS bearers for Data Forwarding to the 5G QoS flows based on the association between the EPS bearer ID(s) and QFI(s) for the QoS flow(s), and shall return a 200 OK response including the following information:

-
N2 SM information providing the 5G-AN with the CN transport layer address and tunnel endpoint (i.e. UPF's GTP-U F-TEID) for Data Forwarding and the QoS flows for Data Forwarding for this PDU session.

2'.
If the SMF cannot proceed with the request, the SMF shall return a 403 Forbidden response, with the following information: 

-
failure cause.

The NF Service Consumer (e.g. AMF) shall request the SMF to release indirect data forwarding tunnels, as follows. 
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Figure 5.2.2.3.10-2: 5GS to EPS Handover using N26 interface (data forwarding tunnels release)

1.
The NF Service Consumer shall send a PATCH request, as specified in subclause 5.2.2.3.1, with the following information: 

-
dataForwarding IE set to false. 

2.
Upon receipt of such a request, the SMF shall release the resources used for indirect data forwarding, and shall return a 200 OK response including the following information:

-
dataForwarding IE set to false.

2'.
If the SMF cannot proceed with the request, the SMF shall return a 403 Forbidden response, with the following information: 

-
failure cause.


* * * End of Changes * * * *
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