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1. Introduction
Chapter 5 of IETF RFC 7230 explains how an HTTP/1.1 request shall be routed by an HTTP/1.1 entity, the format of the URI in the request first line, the presence of host headers and the forwarding of request by intermediaries.
Chapter 6 of TS 29.500 deals with routing mechanisms in 5G systems.
2. Reason for Change
Chapter 6 of TS 29.500 clarifies the format of the pseudo-header ":authority" but missed to provide some important information about routing.

For instance, in 5G system, a SEPP can be discovered using the NF discovery service.

It is also unclear what information an HTTP intermediary uses when connecting inbound toward the Origin Server.

The reason for change is providing more details on routing in an HTTP/2 network including the mapping of a URI to all pseudo-headers, SEPP discovery for connecting inbound and other 5G system specificities.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 29.500.
* * * First Change * * * *

6.1
Routing mechanisms
6.1.1
General

For HTTP message routing between Network Functions, the message routing mechanism as specified in clause 5 of IETF RFC 7230 [12] is almost followed with some differences due to the adoption of HTTP/2 and to some 5G system specificities.
6.1.X1
Identifying a target resource
The target resource is identified by a target URI. The target URI in 5GS is either a Resource URI, a Custom operation URI or a Callback URI as defined in subclause 4.4 of 3GPP TS 29.501 [5].
6.1.X2
Connecting inbound
If the request is not satisfied by a local cache, then the client shall connect to an authority server for the target resource or to a proxy.

If a proxy is applicable for the target URI, the client connects inbound by establishing (or reusing) a connection to that proxy resource as defined in subclause 5.2 of IETF RFC 7230 [12]. For connecting inbound to an authority not in the same PLMN as the client, the SEPP configuration may be discovered automatically by using the Nnrf_NFDiscovery service exposed by the NRF as defined in 3GPP TS 29.510 [8].
NOTE:
The SEPP as well as other proxies inside the PLMN may also be discovered using the Web Proxy Auto-Discovery Protocol.
If no proxy is applicable, then the client connects directly to an authority server for the target resource as defined in IETF RFC 7230 [12].
6.1.X3
Pseudo-header setting
Once an inbound connection is obtained, the client sends a request message over the wire. The message starts with a HEADERS frame containing the following request Pseudo-Header Fields identifying the request target. The ":method" pseudo-header is always present.
When sending a request directly to an origin server or to a proxy, other than a CONNECT or server-wide OPTIONS request, a client shall include the below pseudo-headers:
-
":scheme".

-
":authority".
-
"path" includes the path and query components of the target URI. The path includes the optional deployment-specific string of the Resource URI or Custom operation URI "apiRoot" part.
When sending a CONNECT request to a proxy, a client shall include the ":authority" pseudo-header. ":scheme" and ":path" ones are absent.
When sending a server-wide OPTIONS request to an origin server or to a proxy, a client shall include the below pseudo-headers:

-
":scheme".

-
":authority".

-
"path" set with the value "*".
6.1.X3.1
Routing within a PLMN

For HTTP/2 request messages where the target URI authority component designates an origin server in the same PLMN as the client, the ":authority" HTTP/2 pseudo-header field shall be set to:


":authority" = uri-host [":" port] as specified in subclause 8.1.2.3 of IETF RFC 7540 [7], excluding the [userinfo "@"] information as specified in clause 3.2 of IETF RFC 3986 [14].

Where the uri-host shall be:

-
FQDN of the target NF service; or

-
IP address of the target NF service

The FQDN of the target NF service needs not contain the PLMN identifier.
6.1.X3.2
Routing across PLMN

In order to reach the correct target NF service in the right PLMN and for HTTP/2 request messages where the target URI authority component designates an origin server not in the same PLMN as the client, the ":authority" HTTP/2 pseudo-header shall contain the FQDN including the PLMN ID. 

The ":authority" pseudo-header field in the HTTP/2 request message shall be set to:


":authority" = uri-host [":" port] as specified in subclause 8.1.2.3 of IETF RFC 7540 [7], excluding the [userinfo "@"] information as specified in clause 3.2 of IETF RFC 3986 [14].

Where the uri-host shall be:

-
FQDN of the target NF service

The FQDN of the target NF service shall contain the PLMN identifier.

The format of the FQDN of target NF service is specified in subclause 28.2 of 3GPP TS 23.003 [15].
6.1.X4
Host header

Clients that generate HTTP/2 requests directly shall use the ":authority" pseudo-header field instead of the Host header field. An intermediary that converts an HTTP/2 request to HTTP/1.1 shall create a Host header field by copying the value of the ":authority" pseudo-header field.
6.1.X4
Message forwarding

An HTTP/2 proxy shall use the ":authority" pseudo-header field to connect inbound to the origin server or another proxy if the request cannot be satisfied by the proxy cache.
An HTTP/2 proxy may also use other headers and/or payload content to connect inbound to the origin server or another proxy if the request cannot be satisfied by the proxy cache.
* * * End of Changes * * * *

