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1. Reason for Change
Subclause 6.3.7.1 of TS 23.501 specifies that the SMF selects the PCF for a PDU session, using the NRF, local operator policies, DNN or using the same PCF as selected by the AMF for the UE (i.e. for access and mobility policy).
In roaming case, the AMF selects the V-PCF and H-PCF for a UE (S2-181049 agreed at SA2#125).

S2-181388 agreed at SA2#125 adds correspondingly a new PCF ID parameter in the Create SM Context and Create service operations.

Corresponding changes need to be specified in stage 3. It is assumed that for roaming cases, 

· in LBO:  the AMF needs to provide the (local) SMF with the V-PCF 

· in HR: the AMF needs to provide the h-SMF (via V-SMF) with the H-PCF 

2. Proposal

It is proposed to agree the following changes to 3GPP TS 29.502 v0.4.0.
* * * First Change * * * *

6.1.6.2.2
Type: SmContextCreateData

Table 6.1.6.2.2-1: Definition of type SmContextCreateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	supi
	Supi
	C
	0..1
	This IE shall be present, except if the UE is emergency registered and UICCless. 

When present, it shall contain the subscriber permanent identify. 

	pei
	Pei
	C
	0..1
	This IE shall be present if the UE is emergency registered and it is either UIClless or the SUPI is not authenticated. 

For all other cases, this IE shall be present if it is available. 

When present, it shall contain the permanent equipment identifier.

	pduSessionId
	PduSessionId
	M
	1
	This IE shall contain the PDU Session ID.

	dnn
	Dnn
	M
	1
	This IE shall contain the requested DNN. 

	sNssai
	SingleNssai
	M
	1
	This IE shall contain the requested S-NSSAI for the serving PLMN.

	hplmnSnssai
	SingleNssai
	C
	0..1
	This IE shall contain the requested S-NSSAI for the HPLMN, for HR roaming scenarios.

	amfId
	AmfId
	M
	1
	This IE shall contain the identifier of the serving AMF(GUAMI).

	n1SmContainer
	N1SmContainer
	M
	1
	FFS

	anType
	AccessType
	M
	1
	This IE shall indicate the Access Network Type to which the PDU session is to be associated.

	ueLocation
	UeLocation
	M
	1
	This IE shall contain the UE location information.

	ueTimeZone
	UETimeZone
	M
	1
	This IE shall contain the UE Time Zone.

	smContextStatusUri
	URI
	M
	1
	This IE shall include the callback URI to receive notification of SM context status.

	hSmfId
	HSmfId
	C
	0..1
	This IE shall be present in HR roaming scenarios. When present, it shall contain the identifier or address of the selected H-SMF.

	indicationFlags
	IndicationFlags
	C
	0..1
	This IE shall be present if any of the applicable flags is set to 1: 

- Unauthenticated SUPI: this flag shall be set to 1 if the SUPI is present in the message but is not authenticated and is for an emergency registered UE.

	oldPduSessionId
	PduSessionId
	C
	0..1
	This IE shall be present if this information is received from the UE.

When present, it shall contain the old PDU Session ID. See subclause 4.3.5.2 of 3GPP TS 23.502 [3]. 

	pcfId
	NfInstanceId
	O
	0..1
	When present, this IE shall contain the identifier of the PCF selected by the AMF for the UE (for Access and Mobility Policy Control); it shall be the V-PCF in LBO roaming and the H-PCF in HR roaming.


Editor's Note: the condition of presence of the attributes needs further study.
6.1.6.2.9
Type: PduSessionCreateData

Table 6.1.6.2.9-1: Definition of type PduSessionCreateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	supi
	Supi
	C
	0..1
	This IE shall be present, except if the UE is emergency registered and UICCless. 

When present, it shall contain the subscriber permanent identify. 

	pei
	Pei
	C
	0..1
	This IE shall be present if the UE is emergency registered and it is either UIClless or the SUPI is not authenticated. 

For all other cases, this IE shall be present if it is available. 

When present, it shall contain the permanent equipment identifier.

	pduSessionId
	PduSessionId
	M
	1
	This IE shall contain the PDU Session ID.

	dnn
	Dnn
	M
	1
	This IE shall contain the requested DNN. 

	sNssai
	SingleNssai
	M
	1
	This IE shall contain the requested S-NSSAI mapped to the HPLMN S-NSSAI by the VPLMN.

	vsmfId
	VsmfId
	M
	1
	This IE shall contain the identifier of the serving SMF.

	vsmfPduSessionUri
	Uri
	M
	1
	This IE shall include the URI representing the PDU session in the V-SMF.

	vcnTunnelInfo
	TunnelInfo
	M
	1
	This IE shall contain the N9 tunnel information on the visited CN side.

	anType
	AccessType
	M
	1
	This IE shall indicate the Access Network Type to which the PDU session is to be associated.

	sessionAmbr
	SessionAmbr
	M
	1
	This IE shall contain the requested Session AMBR.

	pduSessionType
	PduSessionType
	M
	1
	This IE shall indicate the requested PDU type.

	sscMode
	SscMode
	M
	1
	This IE shall indicate the requested SSC mode.

	ueLocation
	UeLocation
	M
	1
	This IE shall contain the UE location information.

	ueTimeZone
	UETimeZone
	M
	1
	This IE shall contain the UE Time Zone.

	indicationFlags
	IndicationFlags
	C
	0..1
	This IE shall be present if any of the applicable flags is set to 1: 

- Unauthenticated SUPI: this flag shall be set to 1 if the SUPI is present in the message but is not authenticated and is for an emergency registered UE.

	gpsi
	Gpsi
	C
	0..1
	This IE shall be present if it is available. When present, it shall contain the user's GPSI. 

	smPduDnRequestContainer
	SmPduDnRequestContainer
	C
	0..1
	This IE shall be present if the corresponding information has been received from the UE.

When present, it shall contain the information received from the UE.

	n1SmInfoFromUe
	N1SmContainer
	C
	0..1
	This IE shall be present if the V-SMF has received known N1 SM information from the UE that does not need to be interpreted by the V-SMF. When present, this IE shall contain the corresponding N1 SM information. 

	unknownN1SmInfo
	N1SmContainer
	C
	0..1
	This IE shall be present if the V-SMF has received unknown N1 SM information from the UE. When present, this IE shall contain the unknown N1 SM information. 

	hPcfId
	NfInstanceId
	O
	0..1
	When present, this IE shall contain the identifier of the H-PCF selected by the AMF for the UE (for Access and Mobility Policy Control). 

	FFS
	
	
	
	


Editor's Note: the condition of presence of the attributes needs further study.

Editor's Note: Some IEs in the table above do not need to be interpreted by the V-SMF, but only transferred from the UE to the H-SMF (e.g. PCO, requested SSC mode). It is FFS whether these IEs will be signalled individually on the N16 interface as specified above, or signalled transparently over N16 within an N1 SM Container. The principles specified in subclause 5.2.3.1 will apply. 

* * * End of Changes * * * *

