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1. Introduction
<Introduction part (optional)>

2. Reason for Change
ReleaseUEContext service operation shall also consider the emergency attached UE, if the UE is UICCless or the SUPI is not authenticated.
If the UE is UICCless, or the SUPI is not authenticated, pei shall be included as the ueContextId to identify the resource. And the SUPI can also be included in the request body in case the SUPI is not authenticated case.

During the handover cancel procedure, if the target AMF removes the UE’s context successfully, there is no need to carry any further information to the source AMF, the "204 No Content" with an empty payload body in the POST response can satisfy the requirement, and no need to define the "200 OK" with payload in the response.

If the target AMF receives the ReleaseUEContext from the source AMF, the target AMF triggers the removal of all the PDU sessions of the UE to the related SMFs, there is no need to indicate the PDU session IDs in the request message. It is proposed to remove the related editor’s note.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.518v0.4.0.
* * * First Change * * * *

5.2.2.9
ReleaseUEContext
5.2.2.9.1
General

The ReleaseUEContext service operation is used during the following procedure:

-
Inter NG-RAN node N2 based handover, Cancel procedure (see 3GPP TS 23.502 [3], subclause 4.9.1.4)

The ReleaseUEContext service operation is invoked by a NF Service Consumer, e.g. a source AMF, towards the AMF (acting as target AMF), when the source AMF receives the Handover Cancel from the 5G-AN during the handover procedure, to release the UE Context in the target AMF. 

The NF Service Consumer (e.g. the source AMF) shall release the UE Context by using the HTTP "release" custom operation with the following URI. See also Figure 5.2.2.9.1-1.

The URI: "{apiRoot}/namf-comm/v1/ue-contexts/{ueContextId}/release", where the ueContextId is composed by supi.{supi}. For the UE that is emergency attached, the ueContextId is composed by pei.{pei}.
NOTE:
The Prefix "supi." allows the receiver knowing which identifier, e.g. 5g_guti, supi, pei, is used to identify the UE context.


 
Figure 5.2.2.9.1-1 Release UE Context

1.
The NF Service Consumer, e.g. source AMF, shall send a POST request, to release the ueContext in the target AMF. The payload body of the POST request shall contain any data that needs to be passed to the target AMF.
2.
On success, the target AMF shall return 
"204 No Content" with an empty payload body in the POST response
. 

Editor's Note:

The description of failure cases is FFS.
* * * Next Change * * * *

6.1.3.2.4
Resource Custom Operations

6.1.3.2.4.1
Overview

Table 6.1.3.2.4.1-1: Custom operations

	Custom operaration URI
	Mapped HTTP method
	Description

	{apiRoot}/namf-comm/v1/ue-contexts/{ueContextId}/release
	POST
	Release an existing individual ueContext resource.

It is used for the Release UE Context service operation.

	
	
	


6.1.3.2.4.2
Operation: (POST) release

6.1.3.2.4.2.1
Description

This ueContextId identifies the individual ueContext is composed by supi.{supi} or pei.{pei}.
The ueContextId shall be the supi.{supi}, except for the case:

-
If the UE is emergency attached and the UE is UICCless;
-
If the UE is emergency attached but SUPI is not authenticated.

The ueContextId shall be the pei.{pei} for the case:

-
If the UE is emergency attached and the UE is UICCless;

-
If the UE is emergency attached but SUPI is not authenticated.
6.1.3.2.4.2.2
Operation Definition

This operation shall support the request data structures specified in table 6.1.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.2.4.2.2-2.

Table 6.1.3.2.4.2.2-1: Data structures supported by the (POST) release Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	UEContextRelease

	M
	1
	The information used for releasing of the UE Context

	
	
	
	



Table 6.1.3.2.4.2.2-2: Data structures supported by the (POST) release Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	n/a
	
	
	204 No Content
	This case represents the handover is cancelled successfully. 



	ProblemDetails
	M
	1
	406 Not Acceptable
	This case represents the detailed problem of the error case, e.g. the SUPI or PEI is unknown.


* * * Next Change * * * *

6.1.6.1
General

This subclause specifies the application data model supported by the API.

Data types that may be common to multiple APIs (offered by the same or different NFs) should be specified in a new separate TS (similar approach as for TS 29.230 for Diameter AVPs).

Table 6.1.6.1-1 specifies the data types defined for the Namf service based interface protocol.

Table 6.1.6.1-1: Namf specific Data Types

	Data type
	Section defined
	Description

	SubscriptionData
	6.1.6.2.2
	Information within AMFStatusChangeSubscribe

	AmfStatusChangeNotification
	6.1.6.2.3
	Information within AMFStatusChangeNotify

	AmfStatusInfo
	6.1.6.2.4
	Information within AMFStatusChangeNotify

	UEContextRelease
	6.1.6.2.x
	Information within ReleaseUeContext


Table 6.1.6.1-2 specifies data types re-used by the Namf service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Namf service based interface. 

Table 6.1.6.1-2: Namf re-used Data Types

	Data type
	Reference
	Comments

	Guami
	3GPP TS 29.571 [6]
	Globally Unique AMF Identifier

	AmfName
	3GPP TS 29.571 [6]
	The name of the AMF

	Supi
	3GPP TS 29.571 [6]
	Subscription Permanent Identifier

	IndicationFlags
	3GPP TS 29.571 [6]
	Indication

	Cause
	3GPP TS 29.571 [6]
	5G-AN Cause

	ProblemDetails
	3GPP TS 29.571 [6]
	Detailed problems in failure case


* * * Next Change * * * *

6.1.6.2.x
Type: UEContextRelease
Table 6.1.6.2.x-1: Definition of type UEContextRelease
	Attribute name
	Data type
	P
	Cardinality
	Description

	supi
	Supi
	C
	0..1
	This IE shall be present if the UE is emergency registered and the SUPI is not authenticated.

	indicationFlags
	IndicationFlags
	C
	0..1
	This IE shall be present if any of the applicable flags is set to 1: 

- Unauthenticated SUPI: this flag shall be set to 1 if the SUPI is present in the message but is not authenticated and is for an emergency registered UE.

	ngapCause
	Cause
	M
	1
	This IE shall contain the cause value received from the source 5G-AN in the handover Cancel message received over the NGAP interface.


* * * End of Changes * * * *

NF Service Consumer
AMF
1. POST …/ue-contexts/{ueContextId}/release(Data)
2. 200 OK



NF Service Consumer
AMF
1. POST …/ue-contexts/{ueContextId}/release(Data)
2. 204 No Content



