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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

The present document specifies the technical realization of the 5GC Service Based Architecture, protocols supported over the Service Based Interfaces, and the functionalities supported in the Service Based Architecture. 
The service requirements for the 5G system are defined in 3GPP TS 22.261 [2]. The system architecture requirements are defined in 3GPP TS 23.501 [3] and the procedures and flows in 3GPP TS 23.502 [4].
The design principles and documentation guidelines for 5GC SBI APIs are specified in 3GPP TS 29.501 [5].
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 22.261: "Service requirements for the 5G system; Stage 1".
[3]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[4]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[5]
3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]
IETF RFC 793: "Transmission Control Protocol".
[7]
IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[8]
3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[9]
OpenAPI: "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.
[10]
IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[11]
IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[12]
IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".

[13]
3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".
[14]
IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".
3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format (EW)

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

HTTP
Hypertext Transfer Protocol

TCP
Transmission Control Protocol
4
Service Based Architecture Overview
4.1
NF Services
3GPP TS 23.501 [3] defines the 5G System Architecture as a Service Based Architecture, i.e. a system architecture in which the system functionality is achieved by a set of NFs providing services to other authorized NFs to access their services.
Control Plane (CP) Network Functions in the 5G System architecture shall be based on the service based architecture.
A NF service is one type of capability exposed by a NF (NF Service Producer) to other authorized NF (NF Service Consumer) through a service based interface. A NF service may support one or more NF service operation(s). See clause 7 of 3GPP TS 23.501 [3].
Network Functions may offer different functionalities and thus different NF services. Each of the NF services offered by a Network Function shall be self-contained, acted upon and managed independently from other NF services offered by the same Network Function (e.g. for scaling, healing).
4.2
Service Based Interfaces
A service based interface represents how the set of services is provided or exposed by a given NF. This is the interface where the NF service operations are invoked.
The following Control Plane interfaces within the 5G Core Network specified in 3GPP TS 23.501 [3] are defined as service based interfaces:

-
Namf, Nsmf, Nudm, Nnrf, Nnssf, Nausf, Nnef, Nsmsf, Nudr, Npcf, N5g-eir, Nlmf.

4.3
NF Service Framework
4.3.1
General
The Service Based Architecture shall support the NF Service Framework that enable the use of NF services as specified in subclause 7.1 of 3GPP TS 23.501 [3].

The NF Service Framework includes the following mechanisms:

-
NF service registration and de-registration: to make the NRF aware of the available NF instances and supported services (see subclause 7.1.5 of 3GPP TS 23.501 [3]);

-
NF service discovery: to enable a NF Service Consumer to discover NF Service Producer instance(s) which provide the expected NF service(s) (see subclause 7.1.3 of 3GPP TS 23.501 [3]);

-
NF service authorization: to ensure the NF Service Consumer is authorized to access the NF service provided by the NF Service Producer (see subclause 7.1.4 of 3GPP TS 23.501 [3]). 

The corresponding stage 3 procedures are defined in 3GPP TS 29.510 [8].
4.3.2
NF Service Advertisement URI

When invoking a service operation of a NF Service Producer, the NF Service Consumer may provide NF Service Advertisement URL(s) in the service operation request, based on operator policy, if it expects that the NF Service Producer may subsequently consume NF service(s) which the NF Service Consumer can provide (as a NF Service Producer).
When receiving NF Service Advertisement URI(s) in a service operation request, the NF Service Producer may store and use the Service Advertisement URL(s) to discover NF services produced by the NF Service Consumer in subsequent procedures, based on operator policy.

The NF Service Advertisement URI identifies the nfInstance resource(s) in the NRF which are registered by NF Service Producer(s).

An example of NF Service Advertisement URI could be represented as: 

"{apiRoot}/nnrf-disc/nf-instances?nfInstanceId={nfInstanceId}".

NOTE:
The NF Service Advertisement URI can be used e.g. when different NRFs are deployed in the PLMN. 

When applicable, the NF Service Advertisement URI(s) shall be carried in HTTP message body.

Editor's Note:
 It is FFS that NF Service Advertisement URL(s) are needed for service operations using HTTP methods without message body (GET/DELETE), usually such service operations do not create a service association between the consumer and producer.
5
Protocols over Service Based Interfaces
5.1
Protocol Stack Overview

The protocol stack for the service based interfaces is shown on Figure 5.1-1.
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Figure 5.1-1: SBI Protocol Stack
Editor's Note: Whether TLS will be used is FFS.
5.2
HTTP/2 protocol
5.2.1
General
HTTP/2 as described in IETF RFC 7540 [7] shall be used in Service based interface.
5.2.2
HTTP standard headers
5.2.2.1
General

This subclause lists the HTTP standard headers that shall be supported on SBI, other HTTP standard headers defined in IETF RFCs may be supported by NF.

5.2.2.2
Mandatory HTTP standard headers
The HTTP standard headers shall be supported on SBI are defined in Table 5.2.2.2-1.

Table 5.2.2.2-1: Mandatory HTTP standard headers

	Name
	Reference
	Description

	Accept
	IETF RFC 7231 [11]
	This header is used to specify response media types that are acceptable.

	Content-Length
	IETF RFC 7230 [12]
	This header is used to provide the anticipated size, as a decimal number of octets, for a potential payload body.

	Content-Type
	IETF RFC 7231 [11]
	This header is used to indicate the media type of the associated representation.

	Location
	IETF RFC 7231 [11]
	This header is used in some responses to refer to a specific resource in relation to the response.


Editor's note:
It is FFS whether other headers shall be supported.
5.2.3
HTTP custom headers
5.2.4
HTTP error handling
HTTP/2 connection error and stream error shall be supported as specified in subclause 5.4 of IETF RFC 7540 [7].
Editor's note:
The support of other error handling is FFS.
5.2.5 
HTTP/2 Server Push

HTTP/2 Server Push as specified in sub-clause 8.2 of IETF RFC 7540 [7] may be supported and may be used by a NF Service Producer to proactively push resources to a NF Service Consumer, see subclause 4.9.5 of 3GPP TS 29.501 [5].
A NF Service Consumer may choose to disable HTTP/2 Server Push by setting SETTINGS_ENABLE_PUSH to 0, as specified in sub-clause 8.2 of IETF RFC 7540 [7].
5.2.6 
HTTP Request Response Exchange and HTTP/2 Stream Usage
The HTTP request / response exchange mechanism as specified in sub-clause 8.1 of IETF RFC 7540 [7] shall be supported between the 3GPP NFs. As per subclause 8.1 of IETF RFC 7540 [7] a HTTP request / response exchange fully consumes a single stream. Prior to the exhaustion of the HTTP/2 Stream IDs on a given TCP connection, an NF (acting as a HTTP/2 client), shall ensure that another TCP connection towards its peer NF (acting as a HTTP/2 server) is available. 

Editor's Note: It is FFS if a criteria for the point at which new TCP connection is initiated prior to Stream ID exhaustion needs to be specified.

NOTE: As per IETF RFC 7540 [7], a stream ID once closed cannot be reused on the same TCP connection. Considering the number of request / response exchanges between 3GPP NFs, the total available streams per TCP connection will exhaust frequently (once in few days).
5.3
Transport protocol
The Transmission Control Protocol as described in IETF RFC 793 [6] shall be used as transport protocol as required by HTTP/2 (see IETF RFC 7540 [7]).
5.4
Serialization protocol
The JavaScript Object Notation (JSON) format as described in IETF RFC 8259 [10] shall be used as serialization protocol.

For transmitting large parts of opaque binary data along with JSON format, multipart messages shall be supported using:

-
A multipart/related media type;
-
3gpp vendor specific content subtype; and 
-
Cross-referencing from the JSON payload using the Content-ID field.
Use of multipart messages is documented in specific specifications.
5.5
Interface Definition Language

OpenAPI Specification [9] shall be used as Interface Definition Language (IDL) of SBI.
6
General functionalities in Service Based Architecture
Technical realization of general functionalities in SBA
6.1
Routing mechanisms

6.1.1
General

For HTTP message routing between Network Functions, the message routing mechanism as specified in clause 5 of IETF RFC 7230 [12] shall be followed.
6.1.1
Routing within a PLMN

For HTTP/2 request messages, the ":authority" HTTP/2 pseudo-header field shall be set to:


":authority" = uri-host [":" port] as specified in subclause 8.1.2.3 of IETF RFC 7540 [7], excluding the [userinfo "@"] information as specified in clause 3.2 of IETF RFC 3986 [14].

Where the uri-host shall be:

-
FQDN of the target NF service; or

-
IP address of the target NF service

The FQDN of the target NF service need not contain the PLMN identifier.
6.1.2
Routing across PLMN

In order to reach the correct target NF service in the right PLMN, the ":authority" HTTP/2 pseudo-header shall contain the FQDN including the PLMN ID. 

The ":authority" pseudo-header field in the HTTP/2 request message shall be set to:


":authority" = uri-host [":" port] as specified in subclause 8.1.2.3 of IETF RFC 7540 [7], excluding the [userinfo "@"] information as specified in clause 3.2 of IETF RFC 3986 [14].

Where the uri-host shall be:

-
FQDN of the target NF service

The FQDN of the target NF service shall contain the PLMN identifier.

Editor's Note: It is FFS if a standard FQDN format like <service name>.mncxyz.mccxyz.3gppnetwork.org needs to be specified in 3GPP TS 23.003 for message routing across PLMN.
6.2
Server-initiated communication
The Subscribe-Notify service operations shall be supported between NFs as specified in subclause 7.1.2 of 3GPP TS 23.501 [3].
Subscribe-Notify service operations require bidirectional communication between the NFs when the server needs to initiate communication with the client. 

Subscribe-Notify service operations shall be supported with two TCP connections, one per direction, as follows:

-
NF service consumer acts as an HTTP client and NF service producer acts as an HTTP server when NF service consumer subscribes to NF service producer’s notifications; 

-
NF service producer acts as an HTTP client and NF service consumer acts as an HTTP server when NF service producer delivers notifications to NF service consumer.
6.3
Load Control
This clause will specify the mechanism of Load Control.
6.4
Overload Control
This clause will specify the mechanism of Overload Control.
6.5
Support of Stateless NFs

6.5.1
General
A NF may become stateless by decoupling the "compute" resource and "storage" resource as specified in subclause 4.1 of 3GPP TS 23.501 [3].

6.5.2
Stateless AMFs

AMF may become stateless by storing the UE related information in the UDSF. Procedures for AMF planned removal or the AMF auto-recovery are specified in subclauses 5.21.2.2 and 5.21.2.3 of 3GPP TS 23.501 [3].
6.6
Extensibility mechanisms
A versioning of services in the request URI shall be supported by 3GPP 5G APIs, but version upgrades shall only be applied for non-backward compatible changes or the introduction of new mandatory features.

The following mechanism to negotiate applicable optional features shall be used by 5G APIs. This supported feature mechanism shall be applied separately for each API.

Suitable resources associated to or representing the NF Service Consumer (e.g. a top-level resource or a sub-resource representing the NF Service Consumer) shall be identified in each API to support the negotiation of the applicable optional features between the NF Service Consumer and NF Service Producer for this resource. Each such resource for a 5G API shall contain a "supportedFeature" attribute of the SupportedFeature data type defined in 3GPP TS 29.571 [13] containing a bitmask to indicate supported features. The features and their positions in that bitmask are defined separately for each API.

The HTTP client acting as NF service consumer shall include in the HTTP PUT or POST requests to create the resource associated to or representing the NF Service Consumer of 5G API the "supportedFeature" attribute indicating which of the optional features defined for the corresponding service are supported by the HTTP client.

The HTTP server shall determine the supported features for the corresponding resource by comparing the supported features indicated by the client with the supported features the HTTP server supports. Features that are supported both by the client and the server are supported for that resource. The HTTP server shall include the "supportedFeature" attribute indicating those features in the representation of the resource it returns to the HTTP client in the HTTP response confirming the creation of the resource.
The supported features for a resource associated to or representing the NF Service Consumer shall also be applicable to all subordinate resources of that resource, and for all custom operations related to any of those resources. If any of those resources is used for the subscription to notifications (see subclause 4.6.2 of 3GPP TS 29.501 [5]), the supported features shall also apply to those notifications.

Attributes used for the representation of a resource, particular values in enumerated data types, and/or procedural description can be marked to relate to a particular supported feature. Such attributes shall not be mandated in data structures. Such attributes or enumerated values shall only be sent and such procedures shall only be applied if the corresponding feature is supported.

Unknown attributes and values shall be ignored by the receiving entity.

NOTE:
The sender may send such information before the supported features for a resource have been determined.
Editor's Note:
 the text needs to be expanded to describe how to negotiate features for APIs designed without any resource.  

Additionally, a NF instance may register the features (or a subset of the features) it supports to the NRF, to enable NF Service Consumers to discover NF Service Producers supporting specific features. Which features a NF instance registers to the NRF is determined by operator policy.
6.7
Security mechanisms
This clause will specify the Security mechanisms.
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