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1. Reason for Change
It was concluded in TR 29.891 to support multipart messages to transmit large parts of opaque binary data along with JSON using:

-
a multipart/related media type;

-
3gpp vendor specific content subtype; and 
-
cross-referencing from the json payload using the Content-ID field.
As identified in subclause 6.2.2.5.4.2.1 of TR 29.891, large opaque binary payloads need to be transferred over N11:  

The 5GC presents several use cases, which may require to transfer one or more large opaque binary payloads over certain service based interfaces:  

-
N1 SM payload over N11, encoded in binary TLV format as specified in 3GPP TS 24.501 [73], e.g. 

-
a PDU Session Establishment Request or Accept message can contain several tens of octets, depending on the size of parameters such as the DNN (2-100), QoS Rules (2-65537), ePCO (4-65538); 

 …
-
N2 SM payload over N11, encoded in binary ASN.1 format as specified in 3GPP TS 38.413 [74], e.g. 

-
a PDU Session Setup Request or Response message can contain several tens of octets, dependent on parameters such as the number of Qos Flows;

…
Corresponding requirements need to be specified for the SMF PDUSession API. 
2. Proposal

It is proposed to agree the following changes to 3GPP TS 29.502 v0.3.0.
* * * First Change * * * *
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* * * Next Change * * * *

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

DNN
Data Network Name

HR
Home Routed
JSON
Javascript Object Notation
NAS
Non-Access Stratum

SM
Session Management

SMF
Session Management Function
* * * Next Change * * * *

6.1.2.2.2
Content type 


The JSON format shall be supported. The use of the JSON format (IETF RFC 8259 [x4]) shall be signalled by the content type "application/json". See also subclause 5.4 of 3GPP TS 29.500 [4].
Multipart messages shall also be supported (see subclause 6.1.2.4) using the content type "multipart/related", comprising:

-
one JSON body part with the "application/json" content type; and 

-
one or two binary body parts with 3gpp vendor specific content subtypes.  

The 3gpp vendor specific content subtypes defined in Table 6.1.2.2.2-1 shall be supported.
Table 6.1.2.2.2-1: 3GPP vendor specific content subtypes 
	content subtype
	Description

	vnd.3gpp.ngap
	Binary encoded payload, encoding NG Application Protocol (NGAP) IEs, as specified in subclause 9.4 of 3GPP TS 38.413 [x1] (ASN.1 encoded).

	vnd.3gpp.5gnas
	Binary encoded payload, encoding a 5GS NAS message, as specified in 3GPP TS 24.501 [x2].  

	NOTE: 
Using 3GPP vendor content subtypes allows to describe the nature of the opaque payload (e.g. NGAP or 5GS NAS information) without having to rely on metadata in the JSON payload. 


See subclause 6.1.2.4 for the binary payloads supported in the binary body part of multipart messages.
* * * Next Change * * * *

6.1.2.4
HTTP multipart messages
HTTP multipart messages shall be supported, to transfer opaque N1 SM Information and/or N2 SM Information, in the following service operations (and HTTP messages):

-
Create SM Context Request and Response (POST);

-
Update SM Context Request and Response (PATCH).
HTTP multipart messages shall include one JSON body part and one or two binary body parts comprising N1 SM Information, N2 SM Information or both (see subclause 6.1.6.4).
The JSON body part shall be the "root" body part of the multipart message. It shall be encoded as the first body part of the multipart message. The "Start" parameter does not need to be included.

The multipart message shall include a "type" parameter (see IETF RFC 2387 [x3]) specifying the media type of the root body part, i.e. "application/json".

NOTE:
The "root" body part (or "root" object) is the first body part the application processes when receiving a multipart/related message, see IETF RFC 2387 [x3]. The default root is the first body within the multipart/related message. The "Start" parameter indicates the root body part, e.g. when this is not the first body part in the message. 

A binary body part shall include a Content-ID header (see IETF RFC 2045 [x5]), and the JSON body part shall make a reference to the binary body part using the Content-ID header field.

Examples of multipart/related messages can be found in Annex B. 

* * * Next Change * * * *

6.1.6.4
Binary data


6.1.6.4.1
Introduction
This subclause defines the binary data that shall be supported in a binary body part in an HTTP multipart message (see subclauses 6.1.2.2.2 and 6.1.2.4). 
Editor's note: It is FFS whether to also allow the alternative encoding of the following payloads as Based64 encoded strings, e.g. for N1 SM Information or N2 SM Information with a short length.
6.1.6.4.2
N1 SM Information
N1 SM Information shall encode a 5GS NAS SM message as specified in 3GPP TS 24.501 [x2], using the vnd.3gpp.5gnas content-type. 
N1 SM Information may encode e.g. the following 5GS NAS SM message: 

-
PDU session establishment request (see subclause 8.3.1 of 3GPP TS 24.501 [x2]) to transfer a UE request to establish a PDU session; 
-
PDU session establishment accept (see subclause 8.3.2 of 3GPP TS 24.501 [x2]) to transfer the SMF response to the UE request to establish a PDU session. 

6.1.6.4.3
N2 SM Information

N2 SM Information shall encode NG Application Protocol (NGAP) IEs, as specified in subclause 9.4 of 3GPP TS 38.413 [x1] (ASN.1 encoded), using the vnd.3gpp.ngap content-type.
N2 SM Information may encode e.g. the following NGAP IEs: 
-
PDU Session Setup Request Transfer IE (see subclause 9.3.1.11 of 3GPP TS 38.413 [x1]) to request the 5G-AN to establish resources for a PDU session; 

-
PDU Session Setup Response Transfer IE (see subclause 9.3.1.12 of 3GPP TS 38.413 [x1]) to transfer the response from the 5G-AN with the resources established for the PDU session;

-
PDU Session Path Switch Request Transfer IE (see subclause 9.3.1.21 of 3GPP TS 38.413 [x1]) to request the SMF to switch the downlink N3 tunnel of the PDU session towards a new GTP tunnel endpoint; 
-
PDU Session Path Switch Request Ack Transfer (see subclause 9.3.1.22 of 3GPP TS 38.413 [x1]) to acknowledge the switching of the N3 tunnel of the PDU session. 
* * * Next Change * * * *

Annex B (Informative):
HTTP Multipart Messages
B.1
Example of HTTP multipart message
Editor's Note: this annex will include an example of a multipart message.
B.2
OpenAPI specification of multipart body 
Editor's Note: this subclause serves as a temporary placeholder until the formal OpenAPI document is specified for the SMF PDUSession API. 
  /sm-contexts:
    post:

      requestBody:

        content:

          multipart/related:

            schema:

              type: object

              properties:

                jsonData:

                  type: object

                  properties: {  ....  here comes the JSON part ....  }

                binaryPayload:

                  type: string

                  format: binary

            encoding:

              jsonData:

                contentType: application/json

              binaryPayload:

                contentType: vnd.3gpp.5gnas
                headers:

                  Content-Id:

                    schema:

                      type: string
        required: true

The JSON part will include an attribute encoded as a string, allowing to reference the value of the Content-ID header field of the binary body part.
* * * End of Changes * * * *

