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1. Introduction
Since the service based interfaces use HTTP as the protocol so far it has been assumed that the standard TCP ports used for HTTP (port 80 and 8080) will be used. However each NF can support multiple services. It should be possible to have the following deployment options
1. Each NF service uses a separate HTTP server process within an NF and each HTTP server tries to binds to the same IP address but different port. In this deployment model the network interface (IP address) shared by multiple NF services is common but there is clear process / container level isolation.
a. See https://www.digitalocean.com/community/questions/multiple-docker-containers-on-the-same-host-listening-to-the-same-port for some discussion on this.
2. Each NF service in an NF uses the same HTTP server process and hence the HTTP server binds only to the standard TCP port. However each service is identified by a different API root and hence the HTTP server can route the incoming HTTP request to the correct service based on the API root URI. In this deployment model, the network interface and the HTTP server process are shared by multiple NF services, however there is clear resource level isolation (i.e API Root URI are different).
3. Each NF service uses a separate HTTP server process within an NF and each HTTP server binds to a separate IP address but the standard TCP ports for HTTP. In this deployment model neither the network interface nor the HTTP server process are shared by multiple NF services in an NF. This deployment model has the highest level of isolation.
3GPP specifications should allow different deployment models for the operators to take full flexibility in terms of how the NF services are deployed. For case#2 and case#3, there is no restriction from the specifications.

However, for case#1, so far it has not been specified whether different NF services can bind to different TCP ports for handling the HTTP requests. Hence in order to handle this case, there is a need to specify and reserve a range of TCP ports with IANA for use by 3GPP 5G NF Services. Standardizing the port range and reserving it with IANA will help avoid firewalls and routers on path unnecessarily blocking the HTTP communication thinking that the traffic is seen on an unknown port.

Proposal#1: Specify a range of TCP ports in TS 29.500 for use by NF services and register that range with IANA for use by 3GPP 5G NF Services.

Since a range of TCP ports is allowed, an NF service can bind to any port within that range. So how can a NF Service consumer discover the port on which the NF service producer is bound? For this the following mechanism can be used:
1. During NF / NF Service Registration procedure with the NRF, the TCP port on which an NF service is bound is provided as part of the NF Service profile.

2. During NF / NF Service discovery, the NRF returns this TCP port information to the NF service consumer.

Proposal#2: Specify TCP port number also as a return parameter of Nnrf_NFDiscovery service operation and the TCP port as part of NF Service profile in TS 29.510 and inform SA2.
2. Reason for Change
Based on Proposal#1 - the clause 5.3 on transport protocol is further explained with the TCP port number usage.
3. Conclusions
<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.500.
* * * First Change * * * *
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* * * Second Change * * * *

5.3
Transport protocol
The Transmission Control Protocol as described in IETF RFC 793 [6] shall be used as transport protocol as required by HTTP/2 (see IETF RFC 7540 [7]). An NF service may either use the IANA registered standard HTTP ports as specified in [x] or use any of the 3GPP registered TCP ports for the 5GC NF Services in the range x - y. The TCP port(s) that an NF Service uses shall be provided as part of the NF profile during NF Registration procedure to the NRF as specified in sub-clause 4.17.1 of 3GPP TS 23.502 [4]. 
Editor's Note:

A TCP port range x-y needs to be registered with IANA.
* * * End of Changes * * * *

