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1. Reason for Change
The protocol details on how to handover a PDU session between 3GPP and untrusted non-3GPP access are not specified yet.
The corresponding stage 2 call flows are specified in subclauses 4.9.2 of TS 23.502.
This pCR provides very first inputs addressing this scenario. 

2. Proposal

It is proposed to agree the following changes to 3GPP TS 29.502 v0.3.0.
* * * First Change * * * *

5.2.2.3.5
Handover between 3GPP and untrusted non-3GPP access procedures


5.2.2.3.5.1
General
Editor's Note: this subclause will contain a general introduction. 
5.2.2.3.5.2
Handover of a PDU session without AMF change or with target AMF in same PLMN
In these scenarios, the same V-SMF is used before and after the handover.
The NF Service Consumer (e.g. AMF) shall request the SMF to handover an existing PDU session from 3GPP access to untrusted non-3GPP access, or vice-versa, as follows. 
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Figure 5.2.2.3.5.2-1: Handover between 3GPP and untrusted non-3GPP access
1.
The NF Service Consumer shall request the SMF to handover an existing PDU session from 3GPP access to untrusted non-3GPP access, or vice-versa, by sending a PATCH request, as specified in subclause 5.2.2.3.1, with the following information: 

-
updating the anType attribute of the individual SM Context resource in the SMF to the target access type, i.e. to 3GPP_ACCESS or NON_3GPP_ACCESS;  

-
other information, if necessary. 

2.
Upon receipt of such a request, if the SMF can proceed with handing over the PDU session to the target access type, the SMF shall return a 200 OK response including the following information:

-
FFS. 

2'.
If the SMF cannot proceed with handing over the PDU session to the target access type, the SMF shall return a 403 Forbidden response, with the following information: 

-
failure cause; 
-
N1 SM Information to reject the UE request. 
* * * End of Changes * * * *
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