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1. Introduction
In its Reply LS on transparent relay between SMF in the VPLMN and SMF in the HPLMN (S2-179560), SA2: 

1) clarifies their requirements wrt to the handling of NAS SM information for HR PDU sessions, as follows (see subclause 4.3.1 of TS 23.502):

As defined in 23.501 § 5.6.3, considering the case of Home Routed PDU session, the NAS SM information processing by SMF in the network considers following kind of NAS SM information:

· Information that both the V-SMF and H-SMF process: indication of the nature of the NAS SM signalling (e.g. PDU Session Establishment Request), Session-AMBR,
· Information that is not processed by the V-SMF, only processed by the H-SMF: PDU Type, SSC mode, Protocol Configuration Options, SM PDU DN Request Container, QoS Rule(s), UE addressing information (allocated IPv4 address, interface identifier)
The NAS SM information processing split between V-SMF and H-SMF is transparent to the UE.
2)  requests to consider the possibility to pass NAS SM information not comprehended by the V-SMF between the UE and the H-SMF, e.g. for scenarios where the V-SMF implements an earlier (older) version of the NAS specification than the H-SMF, to enable the support of new SM features in HR roaming scenarios only requiring support from the H-SMF, without impacts to the V-SMF.
SA2 has discussed the following way forward:

At the V-SMF: when the V-SMF receives an uplink NAS SM message in case of home routed roaming:

1. The vSMF parses every information element (IE) that it knows as per its release support. 

2. For information the V-SMF does not know, the V-SMF takes the part of the NAS SM message assumed to contain IES of a release not supported by the V-SMF, and forwards to H-SMF in a container over N16. 

At the H-SMF: if the H-SMF receives this N16 container with information from a release not supported by the V-SMF, then:

1. The H-SMF processes the information in the container that the H-SMF understands, 

The H-SMF drops the information in the container that the H-SMF does not understand

and for NAS signaling from H-SMF towards the UE:
At the H-SMF:

· The H-SMF creates an N16 container, which contains information of release(s) not supported by the V-SMF in IE format and includes the N16 container in the corresponding N16 message.  

At the V-SMF:

· The V-SMF adds the content of the N16 container at the end of the downlink NAS SM message, and sends the downlink NAS SM message to the UE. 

Note that the UE would still be unaware whether the IE was created by the V-SMF or copied by V-SMF from the message received from H-SMF. 

SA2 requests feedback from CT1 and CT4 on 2).
2. Discussion

1) Split of NAS SM information between information processed and not processed by V-SMF

"Information that is not processed by the V-SMF" corresponds to information that the V-SMF does not need to interpret, but simply to transfer across N11/N16. 

NAS SM IEs which only needs to be transferred by the V-SMF between the UE and H-SMF can be extended in later versions/releases of the NAS specification, e.g. defining new fields or values within existing IEs and the extensions should not impact the V-SMF.
To do so, such NAS SM IEs need to be forwarded over N16 with the same encoding as over N1. These IEs could be signalled over N16: 

a) within one single N1 SM Container IE, aggregating all such IEs encoded as over NAS (including IE Type and Length fields); or

b) as individual json attributes (one attribute per NAS SM IE), encoded as the NAS SM IE (with the Value part only or alternatively also including the Type and Length fields). 

Encoding the entire NAS SM IEs with their Type and Length fields is preferred and safer, as this provides all the NAS SM information to the H-SMF, e.g. providing the NAS IE type (e.g. TLV or TLV-E) may be useful if specific requirements are defined for specific IE types.
Encoding these NAS SM IEs in individual json attributes does not bring much value if the NAS IE type is passed over N16, and this would require API changes (data type changes) whenever new NAS SM IEs are defined in future not requiring interpretation by the V-SMF.
NOTE 1:
NAS SM IEs which do not need to be interpreted by the V-SMF in HR roaming scenarios (e.g. selected SSC mode) should all be specified ideally with a type field (i.e. not as a V or LV IE), to enable the recipient of the N1 SM container over N16 (V-SMF or H-SMF) to interpret unambiguously the IEs being received. This is not the case for instance for the Selected SSC mode IE in the PDU Session Establishment Accept message in subclause 8.3.2.1 of 3GPP TS 24.501 (defined as V IE). Alternatively, specific json attributes will need to be defined over N16, only for NAS SM IEs encoded as V or LV (there are very few such IEs, and only defined in Rel-15). 
So it is proposed to consider encoding all the (comprehended) NAS SM IEs which do not require to be interpreted by the V-SMF within one single N1 SM Container IE over N16 (including IE Type and Length fields), from V-SMF to H-SMF and vice-versa.
This N1 SM Container IE will include e.g. the requested PDU session type, the requested SSC mode, the PCO, the SM PDU DN Request Container, etc. 

This N1 SM Container IE can be conveyed as one JSON attribute within HTTP request and response body, defined with the Bytes data type (i.e. String with format "byte" as defined in OpenAPI Specification i.e. base64-encoded characters, see TS 29.571). 
NOTE 2:
It could be also considered to encode this information in a separate binary body part, using multipart/related content-type, if the average size of this information is expected to exceed several tens of octets.
NOTE 3:
While transferring NAS SM IEs transparently from the H-SMF towards the UE has the advantages discussed above, this prevents the V-SMF from having a tight control over the information sent to the UE and might, in the worst case, result in interoperability problems with the UE if the information provided by the H-SMF is not correct. 
2) Forward compatibility to later releases, with V-SMF implementing an earlier (older) version of the NAS specification than the H-SMF
It should be possible to support new SM features only requiring support from the H-SMF without impacting the V-SMF, when the H-SMF complies with a more recent release than the V-SMF. E.g. defining new NAS SM IEs in signalling from the UE to the H-SMF and/or signalling from the H-SMF to the UE.

The following assumptions are made on the 5G NAS design:
· when extending a NAS message with new IEs, the new IEs are specified at the end of the NAS SM message; 

· when receiving a NAS IE that it does not comprehend in a message, the receiver is able to jump over unknown NAS information elements and to analyse any following information elements (like defined in EPS in TS 24.301). 
Possible solution (along SA2 suggestions)
a) The V-SMF could forward all the NAS SM IEs that it does not comprehend (e.g. IE defined in the uplink 5GSM message in a later release than the release supported by the V-SMF) within one N1 SM Container over N16, aggregating all such IEs encoded as over NAS (including IE Type and Length fields) – it is assumed here that this can only be IE formatted with an IE type. This could be a separate container from the one discussed in 1) to explicitly signal to the H-SMF that this is information that is pushed but that is not comprehended by the V-SMF (as opposed to information that is comprehended by the V-SMF but which does not need to be interpreted by the V-SMF). 
b) The H-SMF would process the information in the container that the H-SMF understands and which does not require support from the V-SMF. Other N1 SM IEs would be dropped (e.g. information that the H-SMF does not understand, or that the H-SMF understands but which requires support from the V-SMF).
NAS SM features & IEs not requiring support from the V-SMF could be derived from TS 29.502, as being information not specified as individual json attributes over the N16 interface (i.e. information only conveyed transparently over N16 through N1 SM Containers).
c) Likewise, for signalling towards the UE, the H-SMF would include N1 SM IEs which are not supported by the V-SMF and do not need to be supported by the V-SMF in an N1 SM Container over N16.

d) Upon receipt of such N1 SM Container from the H-SMF, the V-SMF would append the NAS SM IEs encapsulated in the N1 SM Container received over N16 at the end of the NAS SM message sent to the UE.

e) If the N1 SM Container including NAS SM IEs unknown to the V-SMF and the N1 SM Container containing NAS SM IEs which are known to the V-SMF but do not require to be interpreted by the V-SMF are different, the H-SMF needs to determine IEs which are known or not known to the V-SMF. Since it is not deemed suitable to require the V-SMF to advertise the release or version of the specification it implements, nor to advertise all the optional NAS SM IE it supports (especially on a roaming interface), the H-SMF could determine IEs unknown to the V-SMF from the IEs received from the V-SMF in the N1 SM Container with unknown information described in a) above.

An additional mechanism may be required though to allow the H-SMF to determine which IEs are known or not by the V-SMF, e.g. to ensure that IEs known by the V-SMF are not returned by the H-SMF in the N1 SM Container over N16 with unknown information, as this would possibly result in sending known IEs to the UE at the end of the NAS message instead of at the IE place defined in the NAS specification. Relying on the N1 SM Container with unknown information received from the V-SMF to determine IEs supported or not supported by the V-SMF may not suffice, e.g. when new IEs would be defined in NAS signalling towards the UE and whose inclusion would not be dependent on the presence of new IEs in NAS signalling from the UE. 

Otherwise, if the NAS SM IEs unknown to the V-SMF and the NAS SM IEs which are known to the V-SMF but do not require to be interpreted by the V-SMF are included in the same N1 SM Container, the H-SMF does not need to determine IEs known or not known to the V-SMF. With respect to population of such N1 SM Container, the following alternatives can be considered.
1st Alternative:
An alternative could be to require the H-SMF to send all NAS SM IEs which the V-SMF does not need to interpret in the same N1 SM Container towards the V-SMF, mixing IEs that are known but do not need to be interpreted by the V-SMF with IEs that are not known by the V-SMF. The V-SMF would then parse through this container and encode at the end of the NAS SM message (to be sent to the UE) IEs that it does not understand, and encode at their right place the IEs it understands. This approach would however require:

a) the H-SMF to encode these IEs in the container in the same order as defined in the NAS specification; 
b) the V-SMF complying to a certain version of the NAS specification to implement (i.e. comprehend and be capable to encode) all the IEs of this version which the H-SMF may request to transfer (at least all the IEs preceding the last IE that the V-SMF implements in a NAS message); this would otherwise possibly result in the NAS SM IEs being not sent in the same order as specified in the NAS specification, e.g. 
if the V-SMF is compliant to V15.x.y but does not support all V15.x.y IEs (i.e. IEs newly introduced in V15.x.y) and the H-SMF is compliant to V16.a.b, the H-SMF can include V15.x.y IEs and release 16 IEs, and then the V-SMF will put non-supported V15.x.y IEs and release 16 IEs at the end of the NAS SM message. If the non-supported V15.x.y IEs are defined to be present earlier than the supported V15.x.y IEs, IEs would be sent in a wrong order.
This alternative would no longer require the H-SMF to know which NAS SM IEs are known or not by the V-SMF. In practice, the V-SMF would find in this container first the IEs it knows, and then the IEs it does not know. 

2nd alternative:  

Another alternative could be to require the H-SMF to send all NAS SM IEs which the V-SMF does not need to interpret in the same N1 SM Container towards the V-SMF, mixing IEs that are known and not known by the V-SMF, like in the first alternative, but allowing NAS SM IEs to be sent in a different order than how they are specified in the NAS specification. This would remove the requirement for a V-SMF complying to a certain version of the NAS specification to implement (i.e. comprehend and be capable to encode) all the IEs of this version. 
The first alternative is preferred over the second alternative as the first alternative avoids change in the order of NAS SM IEs in NAS SM messages.
3. Conclusion
For the split of NAS SM information between information processed and not processed by V-SMF, it is proposed to consider encoding all the NAS SM IEs which do not require to be interpreted by the V-SMF within one single N1 SM Container IE over N16 (including IE Type and Length fields), from V-SMF to H-SMF and vice-versa. 
For Forward compatibility to later releases, with V-SMF implementing an earlier (older) version of the NAS specification than the H-SMF, it is proposed to proceed with the 1st alternative, i.e. that: 
· V-SMF forwards all the NAS SM IEs that it does not comprehend (e.g. IE defined in the uplink 5GSM message in a later release than the release supported by the V-SMF) within one separate N1 SM Container over N16; 

· H-SMF encodes all the NAS SM IEs which do not need to be interpreted by V-SMF (regardless of whether they are known or not by the V-SMF) in the same N1 SM Container; H-SMF encodes these IEs in the container in the same order as defined in the NAS specification; 

· V-SMF parses through this container and encode at the end of the NAS SM message (to be sent to the UE) IEs that it does not understand, and encode at their right place the IEs it understands; 

· V-SMF complying to a certain version of the NAS specification shall implement (i.e. comprehend and be capable to encode at the right place) all the IEs of this version which the H-SMF may request to transfer (at least all the IEs preceding the last IE that the V-SMF implements in a NAS message).
With these conclusions, the following N1 SM containers need to be defined over N16:

· 2 N1 SM containers from V-SMF to H-SMF (1 for comprehended IEs not requiring to be interpreted by V-SMF, 1 for IEs not known by V-SMF);

· 1 N1 SM container from H-SMF to V-SMF (for IEs which do not require to be interpreted by V-SMF, regardless of whether they are known or not by V-SMF).
A corresponding pCR to TS 29.502 is provided in C4-181171.
