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1. Introduction
<Introduction part (optional)>

2. Reason for Change
It is proposed to support the stateless AMFs and stateless UDMs in 5G network.
There are two alternatives to support stateless AMFs, alternative1 stateless AMF with UDSF and alternative2 stateless AMF without UDSF.
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Figure1. AMF stateless with UDSF
Step1:  AMF1 stores the context for registered UE(s) in the UDSF.
Step2: AMF1 identified by GUAMI(s) shall be able to instruct other peer CP NFs, subscribed to receive such a notification.
Step3: AMF1 deregister itself from NRF.
Step4: If the CP NFs register with NRF for AMF unavailable notification, then the NRF shall be able to notify the subscribed NFs to receive such a notification that AMF identified by GUAMI(s) will be unavailable for processing transactions.
Step5: If the CP NF does not subscribe to receive AMF1 unavailable notification (either directly from the AMF1 or via NRF), or the AMF1 is failed, the CP NF may attempt forwarding the transaction towards the AMF1 and detect that the AMF1 is unavailable after certain number of attempts.
Step6: For the UE(s) that were associated to the corresponding AMF1, when the peer CP NF needs to initiate a transaction towards the AMF1 that is marked unavailable, CP NF should select another AMF from the same AMF set.

Step7: AMF3 retrieves the UE context from the UDSF based on SUPI, 5G-GUTI or AMF UE NGAP ID.
Step8: If the new AMF is aware of a different AMF serving the UE (by implementation specific means), it reject the transaction from the peer CP NFs with a cause to indicate that new AMF has been selected.
Step9: The peer CP NF re-sends the signalling message to AMF2;
Step10: The AMF2 updates the peer NFs (that subscribed to receive AMF unavailability notification from old AMF).
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Figure2. AMF stateless without UDSF
Step1: For each GUAMI the backup AMF information (in association to the GUAMI) is configured in the AMF1, the AMF1 sends this information to other CP NFs during the first (per NF) interaction with other CP NFs, this is used for the AMF auto-recovery case.
Step2: The AMF1 forwards the registered UE contexts grouped by the same GUAMI value, to target AMF3 within the same AMF set;
Step3: AMF1 shall be able to instruct other peer CP NFs, subscribed to receive such a notification, that it will be unavailable for processing transactions by including GUAMI(s) configured on this AMF and its corresponding target AMF3;

Step4: AMF3 deregister itself from NRF;

Step5: If the CP NFs register with NRF for AMF1 unavailable notification, then the NRF shall be able to notify the subscribed NFs to receive such a notification (along with the corresponding target AMF3) that AMF1 identified by GUAMI(s) will be unavailable for processing transactions.
Step6: For AMF1 auto-recovery, backup AMF3, based on the failure detection of the AMF1, detects the AMF1 is failed.

Step7: The peer CP NF detects that the AMF1 has failed;

Step8: The AMF3 updates the peer NFs (that subscribed to receive AMF1 unavailability notification from old AMF) with the new AMF3 information.

Step9: The peer CP NFs send the MT signalling to the AMF3.

The UDM/PCF/NEF may (as an option) become stateless by storing data in the UDR. NFs that consume UDM/PCF/NEF services may select any (available) UDM/PCF/NEF that has access to the UDR storing the data. 
3. Conclusions

The requirement of supporting stateless AMFs and stateless UDM/PCF/NEFs shall be defined in 3GPP TS 29.500
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.500 v0.3.0.
* * * First Change * * * *

6.5
Support of Stateless NFs

6.5.1
Stateless AMFs

AMF shall be able to dynamically update the NRF with the new or updated GUAMI(s) to provide mapping between GUAMI(s) and AMF information as specified in subclause 5.21.2.1 of 3GPP TS 23.501 [3].
AMF planned removal or the AMF auto-recovery should be supported in the network with or without UDSF deployment as specified in subclause 5.21.2.2 and 5.21.2.3 of 3GPP TS 23.501 [3].
6.5.2
Stateless UDM/PCF/NEFs
The UDM, PCF or NEF may become stateless by storing data in the UDR. NFs that consume UDM, PCF or NEF services may select any available UDM, PCF or NEF that has access to the UDR storing the data as specified in subclause 4.2.5 of 3GPP TS 23.501 [3].
* * * End of Changes * * * *
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