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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control. 
y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

The present document specifies the stage 3 protocol and data model for the Nsmf Service Based Interface. It provides stage 3 protocol definitions and message flows, and specifies the API for each service offered by the SMF other than the Session Management Event Exposure service.

The 5G System stage 2 architecture and procedures are specified in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3].

The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition are specified in 3GPP TS 29.500 [4] and 3GPP TS 29.501 [5].
The Session Management Event Exposure Service is specified in 3GPP TS 29.508 [6].

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4]
3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[5]
3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[6]
3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
 3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format (EW)

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

DNN
Data Network Name

HR
Home Routed

NAS
Non-Access Stratum

SM
Session Management

SMF
Session Management Function
4
Overview
4.1
Introduction

Within the 5GC, the SMF offers services to the AMF, other SMF (V-SMF or H-SMF), PCF and NEF via the Nsmf service based interface (see 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3]).

Figure 4.1-1 provides the reference model (in service based interface representation and in reference point representation), with focus on the SMF and the scope of the present specification.
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Figure 4.1-1: Reference model – SMF 

The functionalities supported by the SMF are listed in subclause 6.2.2 of 3GPP TS 23.501 [2].

5
Services offered by the SMF
5.1
Introduction

The SMF supports the following services. 

Table 5.1-1: NF Services provided by SMF

	Service Name
	Description
	Example Consumer

	Nsmf_PDUSession
	This service manages the PDU sessions and uses the policy and charging rules received from the PCF. The service operations exposed by this NF service allows the consumer NFs to establish, modify and delete the PDU sessions.
	V-SMF, H-SMF, AMF

	Nsmf_EventExposure
	This service exposes the events happening on the PDU sessions to the consumer NFs.
	PCF, NEF, AMF


The Nsmf_EventExposure service is specified in 3GPP TS 29.508 [6].
5.2
Nsmf_PDUSession Service
5.2.1
Service Description
The Nsmf_PDUSession service operates on the PDU Sessions. The service operations exposed by this service allow other NFs to establish, modify and release the PDU Sessions. The following are the key functionalities of this NF service:

-
Creation, modification and deletion of SM contexts for PDU Sessions upon receiving N1 message notification from AMF carrying the NAS SM messages; an SM context represents an association between the NF Service Consumer (e.g. AMF) and the SMF for a PDU session;
-
Creation, modification and deletion of PDU sessions between the V-SMF and H-SMF, in HR roaming scenarios; 
-
Association of policy and charging rules with PDU Sessions and binding the policy and charging rules to flows;

-
Interacting with the UPF over N4 for creating, modifying and releasing user plane sessions;

-
Process user plane events from the UPF and apply the corresponding policy and charging rules.

The Nsmf_PDUSession service supports the following service operations.
Table 5.2.1-1: Service operations supported by the Nsmf_PDUSession service

	Service Operations
	Description
	Operation

Semantics
	Example Consumer(s)

	Create SM Context
	Create an SM context in SMF, or in V-SMF in HR roaming scenarios, for a PDU session.
	Request/Response
	AMF

	Update SM Context
	Update the SM context of a PDU session and/or provide the SMF with N1 or N2 SM information received from the UE or from the AN.
	Request/Response
	AMF

	Release SM Context
	Release the SM context of a PDU session when the PDU session has been released.
	Request/Response
	AMF

	Notify SM Context Status 
	Notify the NF Service Consumer about the status of an SM Context of a PDU session (e.g. the SM Context is released within the SMF).
	Subscribe/Notify
	AMF

	Create
	Create a PDU session in the H-SMF, in HR roaming scenarios.
	Request/Response
	V-SMF

	Update
	Update a PDU session in the H-SMF or V-SMF, in HR roaming scenarios.
	Request/Response
	V-SMF, H-SMF

	Release
	Release a PDU session in the H-SMF, in HR roaming scenarios. 
	Request/Response
	V-SMF

	Notify Status 
	Notify the NF Service Consumer about the status of a PDU session (e.g. the PDU session is released due to local reasons within the H-SMF).
	Subscribe/Notify
	V-SMF


5.2.2
Service Operations

5.2.2.1
Introduction
This subclause will contain a generic introduction of the service operations described in the following subclauses.

5.2.2.2
Create SM Context service operation
5.2.2.2.1
General

The Create SM Context service operation shall be used to create an individual SM context, for a given PDU session, in the SMF, or in the V-SMF for HR roaming scenarios. 

It is used in the following procedures: 

-
UE requested PDU Session Establishment (see subclause 4.3.2 of 3GPP TS 23.502 [3]); 

-
Handover of a PDU session between 3GPP access and non-3GPP access, when the target AMF does not know the SMF resource identifier of the SM context used by the source AMF, e.g. during an inter-PLMN handover (see subclause 4.9.2.1 of 3GPP TS 23.502 [3]).

There shall be only one individual SM context per PDU session.

The NF Service Consumer (e.g. AMF) shall create an SM context by using the HTTP POST method as shown in Figure 5.2.2.2.1-1.  
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Figure 5.2.2.2.1-1: SM context creation

1.
The NF Service Consumer shall send a POST request to the resource representing the SM contexts collection resource of the SMF. The payload body of the POST request shall contain a representation of the individual SM context resource to be created; it shall also contain a subscription for SM context status notification.

2.
On success, "201 Created" shall be returned, the payload body of the POST response shall contain the representation describing the status of the request and the "Location" header shall be present and shall contain the URI of the created resource. 

Editor's Note: the description of failure cases is FFS.





5.2.2.3
Update SM Context service operation
5.2.2.3.1
General

The Update SM Context service operation shall be used to update an individual SM context and/or provide N1 or N2 SM information received from the UE or the AN, for a given PDU session, towards the SMF, or the V-SMF for HR roaming scenarios. 

It is used in the following procedures: 

-
PDU Session modification (see subclause 4.3.3 of 3GPP TS 23.502 [3]);

-
Activation or Deactivation of User Plane connectivity of an existing PDU session, i.e. establishment or release of the N3 tunnel between the AN and serving CN (see subclause 5.6.8 of 3GPP TS 23.501 [2] and subclauses 4.2.3 and 4.2.6 of 3GPP TS 23.502 [3]);

-
Xn and N2 Handover procedures (see subclauses 4.9.1 of 3GPP TS 23.502 [3]);

-
Handover between 3GPP and untrusted non-3GPP access procedures (see subclause 4.9.2 of 3GPP TS 23.502 [3]); 

-
Inter-AMF change due to AMF planned maintenance or AMF failure (see subclause 5.21.2 of 3GPP TS 23.501 [2]), or inter-AMF mobility in CM-IDLE mode (see subclause 4.2.2.2 of 3GPP TS 23.502 [3]);

-
All procedures requiring to provide N1 or N2 SM information to the SMF, e.g. UE requested PDU Session Establishment procedure (see subclause 4.3.2.2 of 3GPP TS 23.502 [3]);

-
System interworking procedures with EPS (see subclause 4.11 of 3GPP TS 23.502 [3]).
The NF Service Consumer (e.g. AMF) shall update an individual SM context and/or provide N1 or N2 SM information to the SMF by using the HTTP PATCH method as shown in Figure 5.2.2.3.1-1.  
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Figure 5.2.2.3.1-1: SM context update

1.
The NF Service Consumer shall send a PATCH request to the resource representing the individual SM context resource in the SMF. The payload body of the PATCH request shall contain the modification instructions and/or the N1 or N2 SM information.

2.
On success, "204 No Content" or "200 OK" shall be returned; in the latter case, the payload body of the PATCH response shall contain the representation describing the status of the request and/or N1 or N2 SM information. 

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PATCH response body

Editor's Note: failure scenarios are FFS.

The following subclauses specify additional requirements applicable to specific scenarios. 
5.2.2.3.2
Activation and Deactivation of User Plane connectivity of a PDU session
The NF Service Consumer shall request the SMF to activate the User Plane connectivity of an existing PDU session, i.e. establish the N3 tunnel between the 5G-AN and UPF, by updating the upConnectionState attribute of the individual SM Context resource in the SMF to the value "active".

Upon receipt of such a request, the SMF shall return a 200 OK and include N1 and N2 SM information in the payload body of the PATCH response, if the request can be served by the SMF. 

The NF Service Consumer shall request the SMF to deactivate the User Plane connectivity of an existing PDU session, i.e. release the N3 tunnel, by updating the upConnectionState attribute of the individual SM Context resource in the SMF to the value "inactive".

Upon receipt of such a request, the SMF shall return a 204 No Content and release the N3 tunnel of the PDU session. 

Editor's Note: The following aspects are FFS: detailed description of the upConnectionState and related behaviour in SMF; failure scenarios.
5.2.2.3.3
Xn Handover


The NF Service Consumer shall provide the SMF with the N2 SM Container including AN transport layer information (N3 tunnel). 

Upon receipt of such a request, the SMF shall return a 200 OK and include N2 SM information in the payload body of the PATCH response including CN transport layer information (N3 tunnel), if the request can be served by the SMF. 

Editor's Note: The following aspects are FFS: detailed description of the behaviour in SMF; failure scenarios.

5.2.2.3.4
N2 Handover

Editor's Note: Description is FFS. See slide 21 of C4-176050.

5.2.2.3.5
Handover between 3GPP and untrusted non-3GPP access procedures

Editor's Note: Description is FFS. 

5.2.2.3.6
Inter-AMF change or mobility

Editor's Note: Description is FFS. 
5.2.2.4
Release SM Context service operation

5.2.2.4.1
General

The Release SM Context service operation shall be used to release the SM Context of a given PDU session, in the SMF, or in the V-SMF for HR roaming scenarios, in the following procedures: 

-
UE initiated Deregistration (see subclause 4.2.2.3.2 of 3GPP TS 23.502 [3]); 

-
Network initiated Deregistration (see subclause 4.2.2.3.2 of 3GPP TS 23.502 [3]), e.g. AMF initiated deregistration;

-
Network requested PDU session release (see subclause 4.3.4.2 of 3GPP TS 23.502 [3]), e.g. AMF initiated release when there is a mismatch of the PDU session status between the UE and the AMF.

The NF Service Consumer (e.g. AMF) shall release the SM Context of a given PDU session by using the HTTP "release" custom operation as shown in Figure 5.2.2.4.1-1.  
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Figure 5.2.2.4.1-1: SM context release

1.
The NF Service Consumer shall send a POST request to the resource representing the individual SM context to be deleted. The payload body of the POST request shall contain any data that needs to be passed to the SMF.

2.
On success, the SMF shall return either:

-
"204 No Content" with an empty payload body in the POST response, if no data needs to be returned to the NF Service Consumer; or 

-
"200 OK" with the data to be returned to the NF Service Consumer in the payload body in the POST response. 

Editor's Note: whether both "200 OK" and "204 No Content" are needed is FFS; the description of failure cases is also FFS.





5.2.2.5
Notify SM Context Status service operation

5.2.2.5.1
General

 The Notify SM Context Status service operation shall be used by the SMF to notify the NF Service Consumer about the status of an SM context related to a PDU session (e.g. when the SM context is released) in the SMF, or the V-SMF for HR roaming scenarios. 

It is used in the following procedures: 

-
UE requested PDU Session Establishment procedure, when the PDU session establishment fails after the Create SM Context response (see subclause 4.3.2.2 of 3GPP TS 23.502 [3]);

-
UE or Network requested PDU session release (see subclause 4.3.4.2 of 3GPP TS 23.502 [3]), e.g. SMF initiated release.
The SMF shall notify the NF Service Consumer by using the HTTP POST method as shown in Figure 5.2.2.5.1-1.  
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Figure 5.2.2.5.1-1: SM context status notification

1.
The SMF shall send a POST request to the SM Context Status callback reference provided by the NF Service Consumer during the subscription to this notification. The payload body of the POST request shall contain the notification payload.

2.
On success, "204 No Content" shall be returned and the payload body of the POST response shall be empty. 

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the POST response body

Editor's Note: Failure scenarios are FFS.




5.2.2.6
Create service operation

5.2.2.6.1
General

The Create service operation shall be used to create an individual PDU session in the H-SMF for HR roaming scenarios.

It is used in the following procedures: 

-
UE requested PDU Session Establishment (see subclause 4.3.2.2.2 of 3GPP TS 23.502 [3]).
The NF Service Consumer (e.g. V-SMF) shall create a PDU session by using the HTTP POST method as shown in Figure 5.2.2.6.1-1.  
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Figure 5.2.2.6.1-1: PDU session creation

1.
The NF Service Consumer shall send a POST request to the resource representing the PDU sessions collection resource of the H-SMF. The payload body of the POST request shall contain a representation of the individual PDU session resource to be created; it shall also contain a URI ({vsmfPduSessionUri}) representing the PDU session resource in the V-SMF, for possible use by the H-SMF to subsequently modify or release the PDU session. 

2.
On success, "201 Created" shall be returned, the payload body of the POST response shall contain the representation describing the status of the request and the "Location" header shall contain the URI of the created resource. 





5.2.2.7
Update service operation

5.2.2.7.1
General

The Update service operation shall be used in HR roaming scenarios to: 

-
update an individual PDU session in the H-SMF and/or provide the H-SMF with information received by the V-SMF in N1 SM signalling from the UE; 

-
update an individual PDU session in the V-SMF and/or provide information necessary for the V-SMF to send N1 SM signalling to the UE.

It is invoked by the V-SMF in the following procedures: 

-
UE or visited network requested PDU Session modification (see subclause 4.3.3.3 of 3GPP TS 23.502 [3]);

-
UE or visited network requested PDU Session release (see subclause 4.3.4.3 of 3GPP TS 23.502 [3;

-
All procedures requiring to provide the H-SMF with information received by the V-SMF in N1 SM signalling from the UE to the H-SMF, e.g. UE requested PDU Session release procedure (see subclause 4.3.4.3 of 3GPP TS 23.502 [3]).
It is invoked by the H-SMF in the following procedures: 

-
Home network requested PDU Session modification (see subclause 4.3.3.3 of 3GPP TS 23.502 [3]);

-
All procedures requiring to provide information necessary for the V-SMF to send N1 SM signalling to the UE, e.g. home network requested PDU Session release procedure (see subclause 4.3.4.3 of 3GPP TS 23.502 [3]).
5.2.2.7.2
 Update service operation towards H-SMF
The NF Service Consumer (e.g. V-SMF) shall update a PDU session in the H-SMF and/or provide the H-SMF with information received by the V-SMF in N1 SM signalling from the UE, by using the HTTP PATCH method as shown in Figure 5.2.2.7.2-1.  
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Figure 5.2.2.7.2-1: Pdu session update towards H-SMF
1.
The NF Service Consumer shall send a PATCH request to the resource representing the individual PDU session resource in the H-SMF. The payload body of the PATCH request shall contain the modification instructions and/or the information received by the V-SMF in N1 signalling from the UE.

2.
On success, "204 No Content" or "200 OK" shall be returned; in the latter case, the payload body of the PATCH response shall contain the representation describing the status of the request and/or information necessary for the V-SMF to send N1 SM signalling to the UE. 

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PATCH response body

Editor's Note: failure scenarios are FFS.

5.2.2.7.3
 Update service operation towards V-SMF


The NF Service Consumer (e.g. H-SMF) shall update a PDU session in the V-SMF and/or provide information necessary for the V-SMF to send N1 SM signalling to the UE, by using the HTTP "modify" custom operation as shown in Figure 5.2.2.7.3-1.  
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Figure 5.2.2.7.3-1: Pdu session update towards V-SMF
1.
The NF Service Consumer shall send a POST request to the resource representing the individual PDU session resource in the V-SMF. The payload body of the POST request shall contain the modification instructions and/or the information necessary for the V-SMF to send N1 SM signalling to the UE.

2.
On success, "204 No Content" or "200 OK" shall be returned; in the latter case, the payload body of the POST response shall contain the representation describing the status of the request and/or information received by the V-SMF in N1 signalling from the UE. 

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the POST response body

Editor's Note: Detailed description of H-SMF initiated QoS modification (including creation, modification and release of QoS flows) is FFS. Failure scenarios are FFS.

Editor's Note: It is FFS whether the PATCH method can be used for the PDU session update towards the V-SMF.

5.2.2.8
Release service operation

5.2.2.8.1
General

The Release service operation shall be used to request an immediate and unconditional deletion of an invidual PDU session resource in the H-SMF, in HR roaming scenarios.

It is invoked by the V-SMF in the following procedures: 

-
UE initiated Deregistration (see subclause 4.2.2.3.2 of 3GPP TS 23.502 [3]);

-
Network initiated Deregistration (see subclause 4.2.2.3.2 of 3GPP TS 23.502 [3]), e.g. AMF initiated deregistration;

-
visited network requested PDU Session release (see subclause 4.3.4.3 of 3GPP TS 23.502 [3]), e.g. AMF initiated release when there is a mismatch of the PDU session status between the UE and the AMF.

The NF Service Consumer (e.g. V-SMF) shall release a PDU session in the H-SMF by using the HTTP "release" custom operation as shown in Figure 5.2.2.8.1-1.  
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Figure 5.2.2.8.1-1: Pdu session release
1.
The NF Service Consumer shall send a POST request to the resource representing the individual PDU session resource in the H-SMF. The payload body of the POST request shall contain any data that needs to be passed to the H-SMF.

2.
On success, the H-SMF shall return either: 

-
"204 No Content" with an empty payload body in the POST response, if no data needs to be returned to the NF Service Consumer; or 

-
"200 OK" with the data to be returned to the NF Service Consumer in the payload body in the POST response. 
Editor's Note: failure scenarios are FFS.




5.2.2.9
Notify Status service operation

5.2.2.9.1
General

The Notify Status service operation shall be used to notify the NF Service Consumer about the status of a PDU session (e.g. when the PDU session is released), in HR roaming scenarios.

It is used in the following procedures: 

-
Home network requested PDU Session release (see subclause 4.3.4.3 of 3GPP TS 23.502 [3]), e.g. H-SMF initiated release.

The H-SMF shall notify the NF Service Consumer (e.g. V-SMF) by using the HTTP POST method as shown in Figure 5.2.2.9-1.  
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Figure 5.2.2.9-1: PDU session status notification
1.
The H-SMF shall send a POST request to the resource representing the individual PDU session resource in the V-SMF. The payload body of the POST request shall contain the notification payload, with the status information.

2.
On success, "204 No Content" shall be returned and the payload body of the POST response shall be empty.
Editor's Note: Failure scenarios are FFS.




6
API Definitions

6.1
Nsmf_PDUSession Service API 

6.1.1
API URI
URIs of this API shall have the following root:

{apiRoot}/{apiName}/{apiVersion}/

where the "apiName" shall be set to "nsmf-pdusession" and the "apiVersion" shall be set to "v1" for the current version of this specification.

6.1.2
Usage of HTTP

6.1.2.1
General
This subclause will include a reference to TS 29.500 for the description of the Transport and HTTP/2.0 protocol requirements and for the security requirements.
6.1.2.2
HTTP standard headers
6.1.2.2.1
General

6.1.2.2.2
Content type 

This subclause will indicate the encoding of HTTP requests/responses and the applicable MIME media type for the related Content-Type header. 

6.1.2.3
HTTP custom headers
6.1.2.3.1
General

This clause will list, if applicable, the possible reused HTTP custom headers and the definition of new HTTP custom headers introduced by this specification.
6.1.3
Resources 

6.1.3.1
Overview

Figure 6.1.3.1-1 describes the resource URI structure of the Nsmf_PDUSession API. 
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Figure 6.1.3.1-1: Resource URI structure of the Nsmf_PDUSession API

Table 6.1.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 6.1.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	SM contexts
collection
	{apiRoot}/nsmf-pdusession/v1/sm-contexts
	POST
	
Create SM Context service operation

	Individual SM context
	{apiRoot}/nsmf-pdusession/v1/sm-contexts/{smContextRef}
	PATCH
	
Update SM Context service operation

	
	{apiRoot}/ nsmf_pdusession/v1/sm-contexts/{smContextRef}/release
	
release
(POST)


	
Release SM Context service operation

	SM context status notification callback
	{smContextStatusUri} 
(NF Service Consumer provided callback reference)
	POST
	Notify SM Context Status operation

	PDU sessions collection 

(H-SMF)
	{apiRoot}/nsmf-pdusession/v1/pdu-sessions
	POST
	Create service operation

	Individual PDU session
(H-SMF)
	{apiRoot}/nsmf-pdusession/v1/pdu-sessions/{pduSessionRef}
	PATCH
	Update service operation 
(initiated by V-SMF)

	
	{apiRoot}/nsmf-pdusession/v1/pdu-sessions/{pduSessionRef}/release
	
release
(POST)
	Release service operation 

	Individual PDU session

(V-SMF)
	{vsmfPduSessionUri}/modify


	
modify
(POST)
	Updated service operation

(initiated by H-SMF)

	
	{vsmfPduSessionUri}
	POST
	Notify Status service operation


Editor's Note:
 potential additional methods, e.g. GET method for testing or debugging, are FFS.

6.1.3.2
Resource: SM contexts collection

6.1.3.2.1
Description

This resource represents the collection of the individual SM contexts created in the SMF.
6.1.3.2.2
Resource Definition


Resource URI: {apiRoot}/nsmf-pdusession/v1/sm-contexts
This resource shall support the resource URI variables defined in table 6.1.3.2.2-1.

Table 6.1.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1.

	
	

	
	


6.1.3.2.3
Resource Standard Methods



6.1.3.2.3.1
POST

This method creates an individual SM context resource in the SMF, or in V-SMF in HR roaming scenarios.

This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.

Table 6.1.3.2.3.1-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	SmContextCreateData
	M
	1
	Representation of the SM context to be created in the SMF.


Table 6.1.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	
	
	
	
	



	SmContextCreatedData
	M
	1
	201 Created
	This case represents the successful creation of an SM context. 

Upon success, a response body is returned containing the representation describing the status of the request.




6.1.3.2.4
Resource Custom Operations


6.1.3.2.4.1
Overview
Table 6.1.3.2.4.1-1: Custom operations
	Custom operaration URI
	Mapped HTTP method
	Description

	
	
	

	
	
	










	
	
	
	

	
	
	
	



	
	
	
	

	

	
	
	
	
	






6.1.3.3
Resource: Individual SM context

6.1.3.3.1
Description

This resource represents an individual SM context created in the SMF. 
6.1.3.3.2
Resource Definition

Resource URI: {apiRoot}/nsmf-pdusession/v1/sm-contexts/{smContextRef}
This resource shall support the resource URI variables defined in table 6.1.3.3.2-1.

Table 6.1.3.3.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1.


6.1.3.3.3
Resource Standard Methods

6.1.3.3.3.1
PATCH
This method updates an individual SM context resource and/or provide N1 or N2 SM information received from the UE or the AN, for a given PDU session, towards the SMF, or in V-SMF in HR roaming scenario.

This method shall support the URI query parameters specified in table 6.1.3.3.3.1-1.

Table 6.1.3.3.3.1-1: URI query parameters supported by the PATCH method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.1.3.3.3.1-2 and the response data structures and response codes specified in table 6.1.3.3.3.1-3.
Table 6.1.3.3.3.1-2: Data structures supported by the PATCH Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	SmContextUpdateData
	M
	1
	Representation of the updates to apply to the SM context.


Table 6.1.3.3.3.1-3: Data structures supported by the PATCH Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	SmContextUpdatedData
	C
	0..1
	200 OK
	This case represents a successful update of the SM context, when the SMF needs to return information in the response.

	
	
	
	204 No Content
	This case represents a successful update of the SM context, when the SMF does not need to return information in the response.

	FFS
	
	
	
	


6.1.3.3.4
Resource Custom Operations

6.1.3.3.4.1
Overview
Table 6.1.3.3.4.1-1: Custom operations
	Custom operaration URI
	Mapped HTTP method
	Description

	{resourceUri}/release
	POST
	Release SM Context service operation.


6.1.3.3.4.2
Operation: release
6.1.3.3.4.2.1
Description

6.1.3.3.4.2.2
Operation Definition

This custom operation releases an individual SM context resource in the SMF, or in V-SMF in HR roaming scenario

This operation shall support the request data structures specified in table 6.1.3.3.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.3.4.2.2-2.
Table 6.1.3.3.4.2.2-1: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	SmContextReleaseData
	C
	0..1
	Representation of the data to be sent to the SMF when releasing the SM context. 


Table 6.1.3.3.4.2.2-2: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	SmContextReleasedData
	M
	1
	200 OK
	This case represents a successful release of the SM context, when the SMF needs to return information in the response.

	
	
	
	204 No Content
	This case represents a successful release of the SM context, when the SMF does not need to return information in the response.

	FFS
	
	
	
	


6.1.3.4
Resource: SM context status notification callback

6.1.3.4.1
Description

This resource represents the callback reference provided by the NF Service Consumer (e.g. AMF) to receive SM context status notifications. 
6.1.3.4.2
Resource Definition

Resource URI: {smContextStatusUri} 
This resource shall support the resource URI variables defined in table 6.1.3.4.2-1.

Table 6.1.3.4.2-1: Resource URI variables for this resource
	Name
	Definition

	smContextStatusUri
	Callback reference provided by the NF Service Consumer during the subscription to this notification.


6.1.3.4.3
Resource Standard Methods

6.1.3.4.3.1
POST
This method sends a SM context status notification to the NF Service Consumer.

This method shall support the URI query parameters specified in table 6.1.3.4.3.1-1.

Table 6.1.3.4.3.1-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.1.3.4.3.1-2 and the response data structures and response codes specified in table 6.1.3.4.3.1-3.
Table 6.1.3.4.3.1-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	SmContextStatusNotification
	M
	1
	Representation of the SM context status notification.


Table 6.1.3.4.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	
	
	
	204 No Content
	This case represents a successful notification of the SM context status change.

	FFS
	
	
	
	


6.1.3.4.4
Resource Custom Operations

6.1.3.4.4.1
Overview
Table 6.1.3.4.4.1-1: Custom operations
	Custom operation URI
	Mapped HTTP method
	Description

	
	
	


6.1.3.5
Resource: PDU sessions collection (H-SMF)

6.1.3.5.1
Description

This resource represents the collection of the individual PDU sessions created in the H-SMF. 

6.1.3.5.2
Resource Definition

Resource URI: {apiRoot}/nsmf-pdusession/v1/pdu-sessions
This resource shall support the resource URI variables defined in table 6.1.3.5.2-1.

Table 6.1.3.5.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1.


6.1.3.5.3
Resource Standard Methods

6.1.3.5.3.1
POST
This method creates an individual PDU session resource in the H-SMF.

This method shall support the URI query parameters specified in table 6.1.3.5.3.1-1.

Table 6.1.3.5.3.1-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.1.3.5.3.1-2 and the response data structures and response codes specified in table 6.1.3.5.3.1-3.
Table 6.1.3.5.3.1-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	PduSessionCreateData
	M
	1
	Representation of the PDU session to be created in the H-SMF.


Table 6.1.3.5.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	PduSessionCreatedData
	M
	1
	201 Created
	This case represents the successful creation of a PDU session. 

Upon success, a response body is returned containing the representation describing the status of the request.

	FFS
	
	
	
	


6.1.3.5.4
Resource Custom Operations

6.1.3.5.4.1
Overview
Table 6.1.3.5.4.1-1: Custom operations
	Custom operaration URI
	Mapped HTTP method
	Description

	n/a
	
	


6.1.3.6
Resource: Individual PDU session (H-SMF)

6.1.3.6.1
Description

This resource represents an individual PDU session created in the H-SMF. 
6.1.3.6.2
Resource Definition

Resource URI: {apiRoot}/nsmf-pdusession/v1/pdu-sessions/{pduSessionRef}
This resource shall support the resource URI variables defined in table 6.1.3.6.2-1.

Table 6.1.3.x.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1.

	pduSessionRef
	PDU session reference assigned by the H-SMF during the Create service operation. 


6.1.3.6.3
Resource Standard Methods

6.1.3.6.3.1
PATCH
This method updates an individual PDU session resource in the H-SMF and/or provide the H-SMF with information received by the V-SMF in N1 SM signalling from the UE.

This method shall support the URI query parameters specified in table 6.1.3.6.3.1-1.

Table 6.1.3.x.3.1-1: URI query parameters supported by the PATCH method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.1.3.6.3.1-2 and the response data structures and response codes specified in table 6.1.3.6.3.1-3.
Table 6.1.3.6.3.1-2: Data structures supported by the PATCH Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	HsmfUpdateData
	M
	1
	Representation of the updates to apply to the PDU session.


Table 6.1.3.6.3.1-3: Data structures supported by the PATCH Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	HsmfUpdatedData
	C
	0..1
	200 OK
	This case represents a successful update of the PDU session, when the H-SMF needs to return information in the response.

	
	
	
	204 No Content
	This case represents a successful update of the PDU session, when the H-SMF does not need to return information in the response.

	FFS
	
	
	
	


6.1.3.6.4
Resource Custom Operations

6.1.3.6.4.1
Overview
Table 6.1.3.6.4.1-1: Custom operations
	Custom operation URI
	Mapped HTTP method
	Description

	{resourceUri}/release
	POST
	Release service operation.


6.1.3.6.4.2
Operation: release
6.1.3.6.4.2.1
Description

6.1.3.6.4.2.2
Operation Definition

This custom operation releases an individual PDU session resource in the H-SMF, in HR roaming scenario. 

This operation shall support the request data structures specified in table 6.1.3.6.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.6.4.2.2-2.
Table 6.1.3.6.4.2.2-1: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	ReleaseData
	C
	0..1
	Representation of the data to be sent to the H-SMF when releasing the PDU session. 


Table 6.1.3.6.4.2.2-2: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	ReleasedData
	M
	1
	200 OK
	This case represents a successful release of the PDU session, when the H-SMF needs to return information in the response.

	
	
	
	204 No Content
	This case represents a successful release of the PDU session, when the H-SMF does not need to return information in the response.

	FFS
	
	
	
	


6.1.3.7
Resource: Individual PDU session (V-SMF)

6.1.3.7.1
Description

This resource represents an individual PDU session created in the V-SMF.  
6.1.3.7.2
Resource Definition

Resource URI: {vsmfPduSessionUri}
This resource shall support the resource URI variables defined in table 6.1.3.7.2-1.

Table 6.1.3.7.2-1: Resource URI variables for this resource
	Name
	Definition

	vsmfPduSessionUri
	PDU session reference assigned by the V-SMF during the Create service operation. 


6.1.3.7.3
Resource Standard Methods

6.1.3.7.3.1
POST
This method sends a status notification to the NF Service Consumer.

This method shall support the URI query parameters specified in table 6.1.3.7.3.1-1.

Table 6.1.3.7.3.1-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.1.3.7.3.1-2 and the response data structures and response codes specified in table 6.1.3.7.3.1-3.
Table 6.1.3.7.3.1-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	StatusNotification
	M
	1
	Representation of the status notification.


Table 6.1.3.7.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	
	
	
	204 No Content
	This case represents a successful notification of the status change.

	FFS
	
	
	
	


6.1.3.7.4
Resource Custom Operations

6.1.3.7.4.1
Overview
Table 6.1.3.7.4.1-1: Custom operations
	Custom operation URI
	Mapped HTTP method
	Description

	{vsmfPduSessionUri}/modify
	POST
	Update service operation (initiated by H-SMF)


6.1.3.7.4.2
Operation: modify
6.1.3.7.4.2.1
Description

6.1.3.7.4.2.2
Operation Definition

This custom operation modifies an individual PDU session resource in the V-SMF, in HR roaming scenario. 

This operation shall support the request data structures specified in table 6.1.3.7.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.7.4.2.2-2.
Table 6.1.3.7.4.2.2-1: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	VsmfUpdateData
	M
	1
	Representation of the updates to apply to the PDU session. 


Table 6.1.3.7.4.2.2-2: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	VsmfUpdatedData
	M
	1
	200 OK
	This case represents a successful update of the PDU session, when the V-SMF needs to return information in the response.

	
	
	
	204 No Content
	This case represents a successful update of the PDU session, when the V-SMF does not need to return information in the response.

	FFS
	
	
	
	


6.1.4
Custom Operations without associated resources 
Editor's Note:
 It is FFS whether to model "custom operations without associated resources" as custom operations applying on a top-level resource, so as to model all the APIs specified in the 5GC with resources and service operations applying on resources. 
6.1.4.1
Overview
This subclause will specify custom operations without any associated resource (i.e. RPC) supported by this API. 

Table 6.1.4.1-1: Custom operations without associated resources
	Custom operation URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	


6.1.4.2
Operation: <operation 1>
Where <operation 1> is to be replaced by the name of the custom operation, e.g. Authentication_Information_Request.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

6.1.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 

6.1.4.2.2
Operation Definition
This subclause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the response data structures and response codes specified in tables 6.1.4.2.2-1 and 6.1.4.2.2-2.
Table 6.1.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 6.1.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


6.1.4.3
Operation: < operation 2>

And so on if there are more than two custom operations supported by the service. Same structure as in subclause 6.1.4.2. 

6.1.5
Notifications

6.1.5.1
General
This subclause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.
6.1.5.2
<notification 1>

6.1.5.3
<notification 2>

6.1.6
Data Model
6.1.6.1
General

This subclause specifies the application data model supported by the API.

Data types that may be common to multiple APIs (offered by the same or different NFs) should be specified in a new separate TS (similar approach as for TS 29.230 for Diameter AVPs).

Table 6.1.6.1-1 specifies the data types defined for the Nsmf service based interface protocol.
Table 6.1.6.1-1: Nsmf specific Data Types
	Data type
	Section defined
	Description

	
	
	


Table 6.1.6.1-2 specifies data types re-used by the Nsmf service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nsmf service based interface. 
Table 6.1.6.1-2: Nsmf re-used Data Types
	Data type
	Reference
	Comments

	
	
	


6.1.6.2
Structured data types

6.1.6.2.1
Introduction

This subclause defines the structures to be used in resource representations. 

Allowed structures are: array, object.
6.1.6.2.2
Type: SmContextCreateData



. 

Table 6.1.6.2.2-1: Definition of type SmContextCreateData
	Attribute name
	Data type
	P
	Cardinality
	Description

	supi
	Supi
	C
	0..1
	This IE shall be present, except if the UE is emergency registered and UICCless. 

When present, it shall contain the subscriber permanent identify. 

	pei
	Pei
	C
	0..1
	This IE shall be present if the UE is emergency registered and it is either UIClless or the SUPI is not authenticated. 

For all other cases, this IE shall be present if it is available. 

When present, it shall contain the permanent equipment identifier.

	pduSessionId
	PduSessionId
	M
	1
	This IE shall contain the PDU Session ID.

	dnn
	Dnn
	M
	1
	This IE shall contain the requested DNN. 

	sNssai
	SingleNssai
	M
	1
	This IE shall contain the requested S-NSSAI.

	amfId
	AmfId
	M
	1
	This IE shall contain the identifier of the serving AMF.

	n1SmContainer
	N1SmContainer
	M
	1
	FFS

	anType
	AnType
	M
	1
	This IE shall indicate the Access Network Type to which the PDU session is to be associated.

	ueLocation
	UeLocation
	M
	1
	This IE shall contain the UE location information.

	ueTimeZone
	UETimeZone
	M
	1
	This IE shall contain the UE Time Zone.

	smContextStatusUri
	URI
	M
	1
	This IE shall include the callback URI to receive notification of SM context status.

	hSmfId
	HSmfId
	C
	0..1
	This IE shall be present in HR roaming scenarios. When present, it shall contain the identifier or address of the selected H-SMF.

	indicationFlags
	IndicationFlags
	C
	0..1
	This IE shall be present if any of the applicable flags is set to 1: 

- Unauthenticated SUPI: this flag shall be set to 1 if the SUPI is present in the message but is not authenticated and is for an emergency registered UE.

	oldPduSessionId
	PduSessionId
	C
	0..1
	This IE shall be present if this information is received from the UE.

When present, it shall contain the old PDU Session ID. See subclause 4.3.5.2 of 3GPP TS 23.502 [3]. 


Editor's Note: the condition of presence of the attributes needs further study.
6.1.6.2.3
Type: SMContextCreatedData
Table 6.1.6.2.3-1: Definition of type SmContextCreatedData

	Attribute name
	Data type
	P
	Cardinality
	Description

	FFS
	
	
	
	

	
	
	
	
	

	
	
	
	
	



6.1.6.2.4
Type: SMContextUpdateData

Table 6.1.6.2.4-1: Definition of type SmContextUpdateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	pei
	Pei
	C
	0..1
	This IE shall be present if it is available and has not been provided earlier to the SMF.

When present, this IE shall contain the permanent equipment identifier.

	amfId
	AmfId
	C
	0..1
	This IE shall be present upon inter-AMF change or mobility. 

When present, it shall contain the identifier of the serving AMF.

	anType
	AnType
	C
	0..1
	This IE shall be present upon a change of Access Network Type. 

When present, this IE shall indicate the Access Network Type to which the PDU session is to be associated.

	ueLocation
	UeLocation
	C
	0..1
	This IE shall be present if it is available, the UE Location has changed and needs to be reported to the SMF.

When present, this IE shall contain the UE location information.

	ueTimeZone
	UeTimeZone
	C
	0..1
	This IE shall be present if it is available, the UE Time Zone has changed and needs to be reported to the SMF.

When present, this IE shall contain the UE Time Zone.

	n1SmContainer
	N1SmContainer
	C
	0..1
	This IE shall be present if N1 SM Information has been received from the UE.

	n2SmContainer
	N2SmContainer
	C
	0..1
	This IE shall be present if N2 SM Information has been received from the AN. 

	FFS
	
	
	
	


6.1.6.2.5
Type: SMContextUpdatedData

Table 6.1.6.2.5-1: Definition of type SmContextUpdatedData

	Attribute name
	Data type
	P
	Cardinality
	Description

	n1SmContainer
	N1SmContainer
	C
	0..1
	This IE shall be present if N1 SM Information needs to be sent to the UE.

	n2SmContainer
	N2SmContainer
	C
	0..1
	This IE shall be present if N2 SM Information needs to be sent to the AN. 

	FFS
	
	
	
	


6.1.6.2.6
Type: SMContextReleaseData

Table 6.1.6.2.6-1: Definition of type SmContextReleaseData

	Attribute name
	Data type
	P
	Cardinality
	Description

	ueLocation
	UeLocation
	C
	0..1
	This IE shall be present, if available. 

When present, it shall contain the UE location information.

	ueTimeZone
	UeTimeZone
	C
	0..1
	This IE shall be present, if available. 

When present, it shall contain the UE location information.

	FFS
	
	
	
	


6.1.6.2.7
Type: SMContextReleasedData

Table 6.1.6.2.7-1: Definition of type SmContextReleasedData

	Attribute name
	Data type
	P
	Cardinality
	Description

	FFS
	
	
	
	

	
	
	
	
	


6.1.6.2.8
Type: SMContextStatusNotification

Table 6.1.6.2.8-1: Definition of type SmContextStatusNotification

	Attribute name
	Data type
	P
	Cardinality
	Description

	statusInfo 
	StatusInfo
	M
	1
	This IE shall contain status information about the SM context.


6.1.6.2.9
Type: PduSessionCreateData

Table 6.1.6.2.9-1: Definition of type PduSessionCreateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	supi
	Supi
	C
	0..1
	This IE shall be present, except if the UE is emergency registered and UICCless. 

When present, it shall contain the subscriber permanent identify. 

	pei
	Pei
	C
	0..1
	This IE shall be present if the UE is emergency registered and it is either UIClless or the SUPI is not authenticated. 

For all other cases, this IE shall be present if it is available. 

When present, it shall contain the permanent equipment identifier.

	pduSessionId
	PduSessionId
	M
	1
	This IE shall contain the PDU Session ID.

	dnn
	Dnn
	M
	1
	This IE shall contain the requested DNN. 

	sNssai
	SingleNssai
	M
	1
	This IE shall contain the requested S-NSSAI mapped to the HPLMN S-NSSAI by the VPLMN.

	vsmfId
	VsmfId
	M
	1
	This IE shall contain the identifier of the serving SMF.

	vsmfPduSessionUri
	URI
	M
	1
	This IE shall include the URI representing the PDU session in the V-SMF.

	vcnTunnelInfo
	TunnelInfo
	M
	1
	This IE shall contain the N9 tunnel information on the visited CN side.

	anType
	AnType
	M
	1
	This IE shall indicate the Access Network Type to which the PDU session is to be associated.

	ueLocation
	UeLocation
	M
	1
	This IE shall contain the UE location information.

	ueTimeZone
	UETimeZone
	M
	1
	This IE shall contain the UE Time Zone.

	indicationFlags
	IndicationFlags
	C
	0..1
	This IE shall be present if any of the applicable flags is set to 1: 

- Unauthenticated SUPI: this flag shall be set to 1 if the SUPI is present in the message but is not authenticated and is for an emergency registered UE.

	pco
	Pco
	C
	0..1
	This IE shall be present if Protocol Configuration Options information has been received from the UE.

When present, it shall contain the PCO received from the UE.

	FFS
	
	
	
	


Editor's Note: the condition of presence of the attributes needs further study.

6.1.6.2.10
Type: PduSessionCreatedData

Table 6.1.6.2.10-1: Definition of type PduSessionCreatedData

	Attribute name
	Data type
	P
	Cardinality
	Description

	hcnTunnelInfo
	TunnelInfo
	M
	1
	This IE shall contain the N9 tunnel information on the home CN side.

	sessionAmbr
	SessionAmbr
	M
	1
	This IE shall contain the Session AMBR granted to the PDU session.

	pco
	Pco
	C
	0..1
	This IE shall be present if Protocol Configuration Options information needs to be sent to the UE.

When present, it shall contain the PCO to be sent to the UE.

	qosFlows
	
	
	
	

	FFS
	
	
	
	


6.1.6.2.11
Type: HsmfUpdateData

Table 6.1.6.2.11-1: Definition of type HsmfUpdateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	pei
	Pei
	C
	0..1
	This IE shall be present if it is available and has not been provided earlier to the H-SMF.

When present, this IE shall contain the permanent equipment identifier.

	vcnTunnelInfo
	TunnelInfo
	C
	1
	This IE shall be present if the N9 tunnel information on the visited CN side provided earlier to the H-SMF has changed. 

When present, this IE shall contain the new N9 tunnel information on the visited CN side.

	anType
	AnType
	C
	0..1
	This IE shall be present if the Access Network Type provided earlier to the H-SMF has changed. 

When present, this IE shall indicate the new Access Network Type to which the PDU session is to be associated.

	ueLocation
	UeLocation
	C
	0..1
	This IE shall be present if it is available, the UE Location has changed and needs to be reported to the H-SMF.

When present, this IE shall contain the new UE location information.

	ueTimeZone
	UeTimeZone
	C
	0..1
	This IE shall be present if it is available, the UE Time Zone has changed and needs to be reported to the H-SMF.

When present, this IE shall contain the new UE Time Zone.

	pco
	Pco
	C
	0..1
	This IE shall be present if Protocol Configuration Options information has been received from the UE.

When present, it shall contain the PCO received from the UE.

	FFS
	
	
	
	


6.1.6.2.12
Type: HsmfUpdatedData

Table 6.1.6.2.12-1: Definition of type HsmfUpdatedData

	Attribute name
	Data type
	P
	Cardinality
	Description

	pco
	Pco
	C
	0..1
	This IE shall be present if Protocol Configuration Options information needs to be sent to the UE.

When present, it shall contain the PCO to be sent to the UE.

	FFS
	
	
	
	


6.1.6.2.13
Type: ReleaseData

Table 6.1.6.2.13-1: Definition of type ReleaseData

	Attribute name
	Data type
	P
	Cardinality
	Description

	FFS
	
	
	
	


6.1.6.2.14
Type: ReleasedData

Table 6.1.6.2.14-1: Definition of type ReleasedData

	Attribute name
	Data type
	P
	Cardinality
	Description

	FFS
	
	
	
	


6.1.6.2.15
Type: VsmfUpdateData

Table 6.1.6.2.15-1: Definition of type VsmfUpdateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	pco
	Pco
	C
	0..1
	This IE shall be present if Protocol Configuration Options information needs to be sent to the UE.

When present, it shall contain the PCO to be sent to the UE.

	qosFlows
	
	
	
	

	FFS
	
	
	
	


6.1.6.2.16
Type: VsmfUpdatedData

Table 6.1.6.2.16-1: Definition of type VsmfUpdatedData

	Attribute name
	Data type
	P
	Cardinality
	Description

	pco
	Pco
	C
	0..1
	This IE shall be present if Protocol Configuration Options information has been received from the UE.

When present, it shall contain the PCO received from the UE.

	FFS
	
	
	
	


6.1.6.2.17
Type: StatusNotification

Table 6.1.6.2.17-1: Definition of type StatusNotification

	Attribute name
	Data type
	P
	Cardinality
	Description

	statusInfo 
	StatusInfo
	M
	1
	This IE shall contain status information about the PDU session.


6.1.6.3
Simple data types and enumerations
This subclause will define simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.
6.1.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

6.1.6.3.2
Simple data types 

The simple data types defined in table 6.1.6.3.2-1 shall be supported.

Table 6.1.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description

	
	<one simple data type, e.g. boolean, integer, null, number, string>
	


6.1.6.3.3
Enumeration: <EnumType1>

The enumeration <EnumType1> represents <something>. It shall comply with the provisions defined in table 6.1.5.3.3-1.

Table 6.1.6.3.3-1: Enumeration < EnumType1>

	Enumeration value
	Description

	
	


6.1.6.3.4
Enumeration: <EnumType2>

And so on if there are more enumerations to define.
6.1.6.4
Binary data
This subclause will specify what is encoded in binary part, if multipart media type is agreed to be supported by CT4 and is supported by the API. It shall be omitted if not applicable.
6.1.7
Error Handling

This subclause will include a reference to the general error handling principles specified in TS 29.501, and further specify any general error handling aspect specific to the API, if any Error handling specific to each method (and resource) is specified in subclauses 6.1.3. and 6.1.4. 

Editor's Note:
 A subclause 6.1.7 Feature Negotiation may be further added to describe the mechanism to provide feature extensibility depending on the extensibility mechanisms that will be agreed for the 5GC SBIs. 
Annex A (normative):
OpenAPI specification
A.1
General 

This subclause will describe the purpose of the Annex.

A.2
nsmf_pdus API
One subclause is introduced per Service, with the corresponding OpenAPI 3.0.0 Document. 
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