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1. Introduction
<Introduction part (optional)>

2. Reason for Change
To further study the AMF Service Operation N1N2MessageTransfer HTTP command selection and failure handling.

The N1N2MessageTransfer service operation is used by a CN NF requesting to transfer downlink N1 and/or N2 information to the UE through the AMF. It is used by many procedures, the AMF acting as a relay transfers the received N1 and/or N2 information to the UEs and/or RAN respectively. If a UE is in CM-Idle mode, this may trigger a paging request, depending on the UE context, e.g. whether the UE is reachable, and whether the MME supports the asynchronous type communication is invoked, the AMF may response differently. If a UE doesn’t respond to paging message, AMF may inform the requester CN NF with a failure notification. To achieve the purpose, the service operation N1N2MessageTransfer should be:
· Possible to handle multiple service requests from different Service Consumer NFs, independently and simultaneously

· Possible to deliver messages with different priorities

· Possible to delivery failure notification to corresponding Service Consumer to indicate which service request has failed.
For failure case, 
In 3GPP TS 29.518 v0.2.0, following alternatives are provided for N1N2MessageTransfer service operation invocation:

1. POST {apiRoot}/namf_ommunication/v1/ue_contexts/{ueContextId}/n1_n2_messages
2. PUT {apiRoot}/namf_ommunication/v1/ue_contexts/{ueContextId }/n1_n2_messages/{n1N2MessageId}
3. PATCH {apiRoot}/namf_ommunication/v1/ue_contexts/{ueContextId} with modification instructions in body e.g. {"op": "add", "path": "/n1_msg_containers/-", "value" :  "cid:xxxxxx"}
Using PATCH is to modify an attribute on ue_context resource, there are drawbacks for such an approach: 
· As all the service operation requests towards the same ue_context resource is trying to modify the same item on AMF, although we can explicitly NOT use version control like strong E-tag, there could be potential risks of racing condition AMF internal implementation on handling multiple simultaneously. 

· Usage of Array on API self-descriptive level may imply the N1N2Messages is processed sequentially in a queue, which is actually not true. AMF could manage different N1N2Message transfer requests with different priorities with multiple pools.
· It doesn’t create a new resource URI that can be used as reference identifiers to be included in failure notification as indication for which service request has failed. This will require a reference identifier to be created and maintainer by client and carried in bodies in service operations requests. This leads to a more RPC oriented style.
Using POST and PUT both lead to creation of a sub-resource identified by {n1N2MessageId} in {ueContextId}/ n1_n2_messages collection, that can better fulfill all above requirements:

· All concurrent service request can be handled independently and simultaneously, as long as the id of sub-resource ({n1N2MessageId}) is unique.

· As all sub-resources are in a collection, there is no order information implied on API level and AMF can process the service requests with different priorities as needed.

· The sub-resource id {n1N2MessageId} can be used as reference identifier in failure notification if needed.
The main difference between POST and PUT is who generates the resource id for the newly created sub-resource. If using PUT, the service consumer CN NF shall decide the resource id which must be unique on the AMF context. As multiple CN NFs/CN NF instances could use N1N2MessageTransfer in different scenarios, they must collaborate each other or use some pre-defined rules to secure the uniqueness of the resource id, this increase the complexity of service consumer implementation. While with POST, AMF as service procedure generate the resource id for newly created sub-resource and returned it in Location header in service response. As AMF is the only provider of ids of sub-resources, it is very easy and flexible to secure the uniqueness.
Another consideration is the idempotent of the two HTTP methods, PUT is idempotent and POST is not. Although in theory idempotent method is better in request re-sending scenario, the real benefit is limited for two reasons. Firstly, HTTP/2 has introduced Request Reliability Mechanisms (RFC 7540, Chapter 8.1.4) to allow client to aware process status of previous non-idempotent request to perform reattempts in a safer way. Secondly, idempotent is more useful for permanent resource but less helpful for ephemeral resources like N1N2MessageTransfer. E.g. reattempt of a PUT may still create a new resource on AMF, because AMF could have already forwarded the N1/N2 messages to UE/RAN and removed the previous resource instance created by first attempt of service request.
Conclusion: this CR recommend use POST HTTP method for N1N2MeesageTransfer service operation.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.518 v0.2.0.
* * * First Change * * * *

5.2.2.5.1
General

The N1N2MessageTransfer service operation is used by a NF Service Consumer to transfer N1 and/or N2 information to the UE and/or 5G-AN through the AMF in the following procedures:

-
Network triggered Service Request (see subclause 4.2.3.4 in 3GPP 23.502[3]

-
PDU Session establishment (See subclause 4.3.2 in 3GPP TS 23.502[3])

-
PDU Session modification (See subclause 4.3.3 in 3GPP TS 23.502[3])

-
PDU Session release (See subclause 4.3.4 in 3GPP TS 23.502[3])

-
Session continuity, service continuity and UP path management (See subclause 4.3.4 in 3GPP TS 23.502[3])

-
SMS over NAS procedures (See subclause 4.13.3 in 3GPP TS 23.502 [3]

Editor's Note 1:
It is FFS if more stage 2 procedures may use the service operation.

The NF Service Consumer may invoke the service operation by using HTTP method POST, to request the AMF to transfer N1 and/or N2 information for a UE and/or 5G-AN, with the following URL: 

"{apiRoot}/namf_comm/v1/ue-contexts/{ueContextId}/n1-n2-messages" where the ueContextId is composed by supi-{supi} or pei-{pei}.

NOTE 1:
The Prefix supi- allows the receiver knowing which identifier, e.g. 5g-guti, supi- pei- is used to identify the UE context.

NOTE 2:
It is assumed there is a collection n1-n2-messages, to be created in the AMF, to contain sub-resources for each received N1 and/or N2 information included in the POST request.







The NF may include the following information in the HTTP Request message body:

· SUPI 
· PDU Session ID 
· N2 SM information (PDU Session ID, QoS profile, CN N3 Tunnel Info, S-NSSAI)

· N1 SM information

· Priority
· Paging Policy Indication
· Notification URL (used for receiving Paging Failure Indication)

· RAT and/or AN type for the PDU Session

Editor's Note 3:
Including possible additional parameters is FFS.
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Figure 5.2.2.5.1-1 N1N2MessageTransfer
1.
The NF Service Consumer may send a POST, PUT or PATCH request to transfer N1 and N2 information.

2.
If the request is accepted, the AMF shall create a sub-resource with a new unique resource id and return the URI of the created sub-resource in "Location" header in response with the status code 204 No Content. 

Editor's Note 4: the description of failure cases is FFS.


Editor's Note: It is FFS on how to handle the HTTP request reattempts.
5.2.2.5.2
When the UE is in CM-IDLE



When the N1N2MessageTransfer service operation is invoked by a NF Service Consumer for a UE is in CM-IDLE state, the AMF shall:

- 
respond with the status code 204 and update the UE context and store N1 and/or N2 information and initiate communication with the UE and/or 5G-AN when the UE becomes reachable, if the asynchronous type communication is invoked;

- 
respond with the status code 200 if the paging is issued;

-
shall notify the NF which invoked the service operation and if the Notification URL is included, when the AMF determine if the paging has failed.

Editor's Note 1: How should the AMF notify the service consumer (e.g. SMF) if the paging is failed. Should use Notify (AMF service) or to consume Nsmf_PDUSession_Update SM Context is FFS. The possible solution is to let the AMF to send a notify for the failure. This changes the Operation Semantics defined in SA2 which is Request/Response.

-
respond with the status code 503 if the paging is not performed, together with a Cause code included in the message body to indicate the detail of failure, e.g. UE is not reachable for paging, or UE is not reachable for paging just for the NF which invoked the service operation, or UE is in a Non-allowed area while the Priority included does not indicate a regulatory prioritized service, or UE is currently involved in an AMF relocation procedure.
Editor's Note: It is FFS on how to handle the request when eDRX/HLCOM is enabled.
* * * End of Changes * * * *
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2. 200 OK (resource representation) or 204 No Content
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