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1. Introduction
<Introduction part (optional)>

2. Reason for Change
The N1N2MessageTransfer service operation is used by a CN NF requesting to transfer downlink N1 and/or N2 information to the UE through the AMF. It is used by many procedures, the AMF acting as a relay transfers the received N1 and/or N2 information to the UEs and/or RAN respectively. 
From procedure point of view, the N1N2MessageTransfer request may not be delivered successfully, e.g. when UE is not reachable. 
In some conditions, AMF could immediately aware UE is unreachable and reject the service request; or otherwise, AMF may send trigger a paging request and UE doesn’t respond to the paging request. 
These two types of failure cases which are other than protocol related error scenarios need to be addressed.
Immediate failure:
If a UE is considered unreachable by AMF, e.g. in MICO mode and CM status is CM-IDLE, and Asynchronized Type Communication (ATC) cannot be applied, AMF should reject the N1N2MessageTransfer request and indicate the reason.
Looking at the HTTP error code classes:
      - 1xx: Informational - Request received, continuing process

      - 2xx: Success - The action was successfully received,

        understood, and accepted

      - 3xx: Redirection - Further action must be taken in order to

        complete the request

      - 4xx: Client Error - The request contains bad syntax or cannot

        be fulfilled

      - 5xx: Server Error - The server failed to fulfill an apparently

        valid request

1xx, 2xx and 3xx status codes are not suitable for the scenario here. The only choices are 4xx and 5xx codes, though it is also hard to define that the rejection is a "client" error (4xx) or "server" error (5xx). Study the possible existing list of HTTP 1.1 status codes.
404 Not Found: The server has not found anything matching the Request-URI. No indication is given of whether the condition is temporary or permanent. 
Comments:  Not quite fitting creation cause, more for resource fetching or modification.
405 Method Not Allowed: The method specified in the Request-Line is not allowed for the resource identified by the Request-URI. The response MUST include an Allow header containing a list of valid methods for the requested resource. 
Comments:  It is not the method not allowed to create the resource, but the situation temporarily not fitting the request. Additionally, it requires to include an Allow header in response.
406 Not Acceptable: The resource identified by the request is only capable of generating response entities which have content characteristics not acceptable according to the accept headers sent in the request. 
Comments: It is responding to the accept headers in the request.

408 Request Timeout: The client did not produce a request within the time that the server was prepared to wait. The client MAY repeat the request without modifications at any later time. 
Comments:  This is mainly caused by the client not sending request in-time, not the upstream/next hop.

503 Service Unavailable: The server is currently unable to handle the request due to a temporary overloading or maintenance of the server. The implication is that this is a temporary condition which will be alleviated after some delay. If known, the length of the delay MAY be indicated in a Retry-After header. If no Retry-After is given, the client SHOULD handle the response as it would for a 500 response. 
Comments: – It is fitting the situation that the server itself (AMF) has problems to handle the request, which is not the case here.

504 Gateway Timeout: The server, while acting as a gateway or proxy, did not receive a timely response from the upstream server specified by the URI (e.g. HTTP, FTP, LDAP) or some other auxiliary server (e.g. DNS) it needed to access in attempting to complete the request.
Comments: – The description is close to our situation, as the AMF here actually acts more like a gateway to forward N1N2Messages to UE and the UE as upstream could not generate timely response.
Alternatively, HTTP Status code is extensible. A similar code like RTSP "462 Destination Unreachable" could be registered to fulfill our needs. But maybe for Rel-16.

Conclusion 1: this CR recommends use 504 Gateway Timeout as HTTP response code for the N1N2MessageTransfer immediate failure case. Registration of new HTTP status code could be done in future release.
Paging failure:

If a UE is in CM-Idle mode, this may trigger a paging request, depending on the UE context. If a UE doesn’t respond to paging message, AMF should inform the requester CN NF with a failure notification.

The failure notification is a server (service producer) initiated request towards the client (service consumer), for this type of two-way communication, there are two ways to provide the notification delivery:
1. To be delivered as a notification following subscribe/notify pattern. i.e. to create an implicit subscription when service consumer invoking N1N2MessageTransfer service operation on AMF. The notification URL could be provided by service consumer in service operation invoking to AMF; or a default n1n2mesagetranfser notification URL is registered by CN NF in NRF and to be discovered by AMF via service discovery.

2. To be delivered via invoking a service operation provided on consumer NF, e.g. Nsmf_PDUSession Update SM Context. As N1N2MessageTransfer service operation will be used in many different scenarios by different NFs, e.g. SMF, SMSF, it is much more complicated for AMF to invoke different service operations for different API. 

3. To be delivered using a new common N1N2MessageDeliveryFailureNotify service operation to be defined by all potential N1N2MessageTransfer service consumers. 
By using a common service operation in CN NFs in alternative 3, it is no difference than alternative 1, because the common service operation can be seen as a pre-defined notification callback URL. Meanwhile, it doesn’t provide the flexibility for a client to choose different ways to provide the notification callback URLs. E.g. a client may choose to provide a common notification URL for all incoming notifications, or it can use different notification callback URLs for different subscriptions.
Conclusion 2: This CR recommends use subscription/notify for N1N2MessageTransfer failure notification delivery, as described in alternative 1.

To indicated which N1N2MessageTransfer service operation invocation has failed, a unique reference identifier should be included in the failure notification. The reference identifier could be 
1. generated by NF service consumer and included in the request message, then AMF include it in the failure notification; 
2. or the reference identifier could be the URI of the resource who generated the notification, here for N1N2MessageTransfer it is the resource created by service operation invocation, e.g. "{apiRoot}/namf_ommunication/v1/ue_contexts/{ ueContextId }/n1_n2_messages/{n1N2MessageId}"
Compare two alternatives, both are working but alternative 1 is more RPC style and alternative 2 more follows the REST way of working. 
Conclusion 3: This CR recommend alternative 2 to use resource URI as the reference identifier in N1N2MessageTransfer failure notification.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.518-v0.2.0.
* * * First Change * * * *

5.2.2.5.1
General

The N1N2MessageTransfer service operation is used by a NF Service Consumer to transfer N1 and/or N2 information to the UE and/or 5G-AN through the AMF in the following procedures:

-
Network triggered Service Request (see subclause 4.2.3.4 in 3GPP 23.502[3]

-
PDU Session establishment (See subclause 4.3.2 in 3GPP TS 23.502[3])

-
PDU Session modification (See subclause 4.3.3 in 3GPP TS 23.502[3])

-
PDU Session release (See subclause 4.3.4 in 3GPP TS 23.502[3])

-
Session continuity, service continuity and UP path management (See subclause 4.3.4 in 3GPP TS 23.502[3])

-
SMS over NAS procedures (See subclause 4.13.3 in 3GPP TS 23.502 [3]

Editor's Note 1:
It is FFS if more stage 2 procedures may use the service operation.

The NF Service Consumer may invoke the service operation by using HTTP method POST, to request the AMF to transfer N1 and/or N2 information for a UE and/or 5G-AN, with the following URL: 

"{apiRoot}/namf_ommunication/v1/ue_contexts/{ueContextId}/n1_n2_messages" where the ueContextId is composed by supi.{supi} or pei.{pei}.

NOTE 1:
The Prefix supi. allows the receiver knowing which identifier, e.g. 5g_guti, supi, pei, is used to identify the UE context.

NOTE 2:
It is assumed there is a collection of sub-resource for n1_n2_messages, to be created in the AMF, for each received N1 and/or N2 information included in the POST request, i.e. a n1_n2_messages queue is defined in the AMF, adding a N1/N2 Message into the end of N1/N2 message queue when the service is invoked.
The NF Service Consumer may invoke the service operation by using HTTP method PUT, to request the AMF to transfer N1 and/or N2 information for a UE and/or 5G-AN, with the following URL:

"{apiRoot}/namf_ommunication/v1/ue_contexts/{ ueContextId }/n1_n2_messages/{n1N2MessageId} where the ueContextId is composed by supi.{supi} or pei.{pei}.

NOTE 3: 
When using HTTP PUT, since the service operation may be invoked by more than one NF Service Consumers, e.g. SMF1 and SMF2, to avoid the N1/N2 information being overwritten (by the nature of PUT), it is proposed that the NF Service Consumer allocate the n1N2MessageId, where the construction of this ID should consider the overlapping, e.g. NF Service Consumer ID is embedded.  

The NF Service Consumer may invoke the service operation by using HTTP method PATCH, to request the AMF to transfer N1 and/or N2 information for a UE and/or 5G-AN, with the following URL:

"{apiRoot}/namf_ommunication/v1/ue_contexts/{ueContextId} where the ueContextId is composed by supi.{supi} or pei.{pei}. 

NOTE 4:
When using HTTP PATCH, e.g. using JSON PATCH, the N1 and/or N2 information will be appended under the top level resource ueContext, e.g. {"op": "add", "path": "/n1_msg_containers/-", "value" :  "cid:content-id-1"}.
Editor's Note 2:
Which HTTP method to be used for this service operation is FFS.

The NF may include the following information in the HTTP Request message body:

· SUPI 
· PDU Session ID 
· N2 SM information (PDU Session ID, QoS profile, CN N3 Tunnel Info, S-NSSAI)

· N1 SM information

· Priority
· Paging Policy Indication
· Notification URL (used for receiving Paging Failure Indication)

· RAT and/or AN type for the PDU Session

Editor's Note 3:
Including possible additional parameters is FFS.
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Figure 5.2.2.5.1-1 N1N2MessageTransfer
1.
The NF Service Consumer may send a POST, PUT or PATCH request to transfer N1 and N2 information. The NF Service Consumer may include a N1N2MessageTransfer Notification URL to AMF in the request message.
2.
If the request is accepted, the AMF shall the representation of the created resource or sub-resource together 
with the status code 200 when the POST is used or with the status code 204 No Content. 


Editor's Note 5: when using POST, it is FFS whether the AMF need return a resource ID.

5.2.2.5.2
When the UE is in CM-IDLE

And so on if there are more than 2 procedures that need to be described for the service.

Subclauses 5.2.2.2.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods.

When the N1N2MessageTransfer service operation is invoked by a NF Service Consumer for a UE is in CM-IDLE state, the AMF shall:

- 
respond with the status code 204 and update the UE context and store N1 and/or N2 information and initiate communication with the UE and/or 5G-AN when the UE becomes reachable, if the asynchronous type communication is invoked;

- 
respond with the status code 200 if the paging is issued;

-
shall notify the NF which invoked the service operation and if the Notification URL is provided, when the AMF determine if the paging has failed. The N1N2MessageTransfer request resource URI returned in the service operation response shall be included in the notification, e.g:
"{apiRoot}/namf-comm/v1/ue-contexts/{ueContextId}/n1-n2-messages/{n1N2MessageId}"

-
respond with the status code 504 if the paging is not performed, together with a Cause code included in the message body to indicate the detail of failure, e.g. UE is not reachable for paging, or UE is not reachable for paging just for the NF which invoked the service operation, or UE is in a Non-allowed area while the Priority included does not indicate a regulatory prioritized service, or UE is currently involved in an AMF relocation procedure.
* * * End of Changes * * * *
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1. 	POST …/ue_contexts/{ueContextId}/n1_n2_messages 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2. 200 OK (resource representation) or 204 No Content



